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JISC DATA DISSEMINATION COMMITTEE 
Friday December 2, 2016 (8:15 a.m. – 9:45 a.m.) 

Administrative Office of the Courts 
SeaTac Office Building 

18000 International Blvd. Suite 1106, Conf Rm #2 
SeaTac, WA 98188 
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DRAFT - MEETING MINUTES  
 
 

Members Present Guests Present (telephonically) 
Judge Thomas J. Wynne, Chair  
Judge Jeannette Dalton 

Dr. Peter Collins – Seattle University 
Ms. Prachi Dave – ACLU  

Judge J. Robert Leach   
Judge G. Scott Marinella Guests Present (in person) 
Judge David A. Svaren 
Ms. Barbara Miner 

Ms. Denise Whitley – Pierce County Dept. 
of Assigned Counsel 

Ms. Brooke Powell 
Ms. Aimee Vance  

 

 
 

 

Staff Present  
Stephanie Happold, Data Dissemination Administrator  
Kathy Bowman, MSD Administrative Secretary 
Michael Keeling, ISD Operations Manager 
 

 

 
1. Call to Order, Approval of Minutes 
 
The December 2, 2016, JISC Data Dissemination Committee (DDC) Meeting was called to 
order by Judge Wynne. Judge Wynne announced that January 8 was his last day with the 
Snohomish Superior Court. He will then be a judge with Everett Municipal Court for one year.   
 
Ms. Barb Miner moved to approve the Minutes for August 26, 2016, October 6. 2016, and 
October 28, 2016. Judge Leach seconded. The minutes were unanimously approved as written. 
 
2.  ACLU Financial Data Request 
 
Ms. Prachi Dave presented the ACLU’s request for names and codes of the Courts of Limited 
Jurisdiction (CLJ) collection agencies. The original ACLU request was much broader and 
resulted in DDA Happold, Data Reporting and Data Warehouse Staff meeting with Ms. Dave to 
discuss what the Administrative Office of the Courts (AOC) could provide. The request was 
amended to what is now before the DDC. Approval is being sought because the CLJ collection 
agency names and codes are considered financial information. Judge Wynne asked for a 
motion to provide the data. Judge Leach so moved and Judge Marinella seconded.  The motion 
passed unanimously. 
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3.  Seattle University Financial Data Request 
 
Dr. Peter Collins from Seattle University presented his request for King County CLJ data that 
included financial information. AOC Staff have already met with Dr. Collins to discuss what data 
elements can be provided. Judge Wynne asked the Committee if anyone had concerns about 
the request. Judge Marinella noted that bonds are low and may not be meaningful information 
for the foreclosure research Dr. Collins is conducting. Dr. Collins confirmed they did want the 
bond information, even though they do not know yet how it would contribute to the study. Ms. 
Miner cautioned that the court records may not be clear; for example, records may not show 
where the money is coming from for the bond. Dr. Collins replied that the researchers are simply 
looking for patterns over time. Judge Wynne asked for motion to approve the request with the 
usual requirements associated with financial requests. Judge Marinella so moved and Judge 
Leach seconded. The motion passed unanimously.  
 
4.  JABS access to all JIS LINK Level 20 and Level 25 users and to non-court probation 
departments  
 
DDA Happold updated the Committee on the AOC work to transition prosecutors and public 
defenders to AOC-maintained JABS access. AOC’s goal is to move all users in JIS LINK 20 and 
25 security levels to AOC-maintained JABS. This includes state agencies and other entities that 
were granted access to those security levels by the DDC. Currently, only prosecutors and public 
defenders are authorized to have JABS; therefore, AOC is requesting the DDC broaden the 
authorization to all users in level 20 and level 25, as well as non-court probation agencies that 
have JIS LINK level 22 access. These users would be provided the JABS access by AOC after 
the prosecutors and public defenders. Mr. Keeling stated that there are no technological issues 
to move these users over. DDA Happold also stated that the rest of level 22 users (law 
enforcement) will be transitioned over to AOC-maintained JABS once levels 20 and 25 are 
finished. Judge Wynne asked for a motion to allow all level 20 and 25 users plus non-court 
probation agencies access to JABS; Judge Dalton so moved and Ms. Miner seconded. The 
motion was passed unanimously. 
 
5.  Removal of address information from JIS LINK Level 20 public defender access once 
the Data Dissemination Policy is active 
 
DDA Happold presented the public defense community’s comments she received regarding the 
DDC’s proposal to remove address information from the JIS LINK level 20 access. Ms. Denise 
Whitley with the Pierce County Department of Assigned Counsel explained the public 
defenders’ need for this information. One example she provided is that public defenders use JIS 
LINK for contacting their clients who frequently change their address. The JIS address history 
allows them to check past addresses for that contact information. She also explained that public 
defenders must contact clients prior to court and smaller jurisdictions do not have the 
information available any other way. Judge Wynne agreed the need for address access was 
established by the comments that were received. One Committee member suggested that the 
issue may be resolved by courts generating a general order stating specific information cannot 
be secondarily disseminated. The Members discussed if anything should be done at the 
Committee level, or if it should be resolved in the individual counties. Judge Leach suggested 
that the DDC send a letter to court/county clerk associations explaining the DDC concerns 
about addresses in the case management systems and suggest that there should be a general 
rule, public order, or state court rule addressing secondary access and dissemination. Ms. 
Vance suggested changing the confidentiality agreement that prosecutors and public defenders 
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sign to include instructions about redactions and secondary access. DDA Happold was tasked 
with changing the confidentiality agreement to include this requirement once the Data 
Dissemination Policy was passed by the JISC. The DDC decided to withdraw the proposal of 
removing address information from JIS LINK level 20 access, and the Members thanked Ms. 
Whitley for addressing the Committee and for others providing comments.  
 
6.  Other Business 
 
DDA Happold presented court user questions regarding the draft Data Dissemination Policy 
(Policy). One in particular was about the disclaimer language in Section VI.B:  if it was required 
for all reports from JIS, what exactly was the definition of a report for this particular section, and 
if it included summary reports. Members looked to the definition of JIS reports in the first section 
of the Policy and concluded that the reports listed under JIS reports did fall under Section VI.B, 
including routine summary reports, DCHs, calendars and dockets. Therefore, the disclaimer was 
needed for those reports. The Committee discussed possibly modifying the definition of reports. 
Judge Dalton suggested making the disclaimer a footer on JIS reports, however DDA Happold 
did not know if AOC had the resources to make that type of JIS legacy change. Ms. Vance 
suggested attaching the disclaimer automatically with all the documents; for example, 
disclaimers could be included in the email with the report attached. Judge Dalton would like the 
disclaimer in the actual report. DDA Happold mentioned that AOC puts the disclaimer either in 
the report or in the email that goes with it as that satisfied the Policy requirement “the report 
must be accompanied by a suitable disclaimer…” Judge Leach suggested creating a process 
for a court clerk to apply for an exemption to the disclaimer for a category of documents. 
Applications would be sent to DDA Happold who would bring them to the Committee. 
Associations could apply for an exemption on behalf of all their courts so to avoid overwhelming 
the AOC and the Committee with numerous, perhaps repetitive, exemptions requests. Judge 
Leach suggested a letter from DDA Happold to the associations asking for a list of reports that 
are common to all their members. Judge Wynne asked for new language for Section VI.B. 
allowing this exemption process that DDA Happold would then circulate amongst the DDC 
members for approval.  
 
DDA Happold was then instructed to draft language for Section VI.B. based on the Committee’s 
discussions and send it within the next few weeks for the Members to approve. Once it was 
approved, she will draft a letter for Judge Wynne to send to the associations.  
  
Meeting adjourned 9:05 am. 
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February 24, 2017 
 
TO:  JISC Data Dissemination Committee 
 
FROM: Stephanie Happold, AOC Data Dissemination Administrator 
 
RE:  Umatilla County District Attorney’s Office - Recommendation 
 
The Umatilla County District Attorney’s Office (UCDA) is a prosecutor’s office based in 
Oregon that is requesting JIS LINK level 25 access for its investigator, with possible 
expansion to the whole office. The basis for the request is that many of the defendants 
UCDA encounters also have Washington state criminal convictions, requiring UCDA to 
contact each court for case details. The process is time-consuming to both UCDA and 
court staff. 
 
The AOC recommendation is to provide JIS LINK Level 1 access  
 
This request is before the JISC Data Dissemination Committee (DDC) for approval1 
because UCDA is an out-of-state governmental agency. Though sympathetic to UCDA’s 
situation, the AOC recommends providing JIS LINK level 1 access only. UCDA is not an 
in-state judicial partner conducting Washington state court business. JIS LINK level 25 
access is one of the highest security profiles offered and provides data beyond what 
out-of-state agencies should be allowed to view as they are not part of the Washington 
state judicial system. For example, level 25 users can see the existence of sealed 
juvenile cases, Washington State Department of Licensing information, address history 
information, and the person record. Also, AOC resources are for providing support to 
the state courts. To start allowing out-of-state agencies elevated JIS LINK access would 
require state resources to be used to maintain those accounts, both JABS and JIS 
LINK, and result in those AOC resources not being readily available for the ongoing 
needs of in-state courts and judicial partners.  
 
AOC recommends a JIS LINK billed level 1 public account for UCDA, the same as what 
Multnomah County District Attorney’s Office (another Oregon-based office) currently 
uses. Cases can be searched using the SNCI and CNCI commands, with case 
information being provided with the docket screen and the SCOMIS commands. 
 
 

                                            
1 The JIS Committee (JISC) authorized the Data Dissemination Committee (DDC) to act on its behalf in 
reviewing and acting on requests for JIS access by non-court users. JISC Bylaws, Article 7, Secs. 1 - 2. 
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February 24, 2017 
 
TO:  JISC Data Dissemination Committee 
 
FROM: Stephanie Happold, AOC Data Dissemination Administrator 
 
RE:  Public Defender Association - Recommendation 
 
The Public Defender Association (PDA) is requesting JIS LINK level 20 access for four 
of its attorneys and a legal assistant associated with the Law Enforcement Assisted 
Diversion (LEAD) program for King County.  
 
The AOC recommendation is to provide JIS LINK Level 20 access as requested 
 
This request is before the JISC Data Dissemination Committee (DDC) for approval1 
because the PDA is not the usual public defender office requesting access for work 
associated with clients assigned to it by the courts. However, as stated in PDA’s 
request, the need for the access is established from PDA’s work as a project manager 
for LEAD and by it providing legal assistance to LEAD participants.    
 
AOC recommends approving PDA’s request for JIS LINK Level 20. Based on direction 
from the DDC, AOC can alter the JIS LINK Level 20 subscription agreement to only 
allow the access for those five individuals and only for work associated with the LEAD 
program.  
 

                                            
1 The JIS Committee (JISC) authorized the Data Dissemination Committee (DDC) to act on its behalf in 
reviewing and acting on requests for JIS access by non-court users. JISC Bylaws, Article 7, Secs. 1 - 2. 
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February 24, 2017 
 
TO:  JISC Data Dissemination Committee 
 
FROM: Stephanie Happold, AOC Data Dissemination Administrator 
 
RE:  Public Defender access to Abstract Driving Records in JABS 
 
The Administrative Office of the Courts (AOC) receives numerous requests from public 
defender JIS LINK level 20 users for access to the Department of Licensing (DOL) 
screen in the Judicial Information System (JIS). The requests were denied in the past by 
the Data Dissemination Committee (DDC) because RCW 46.52.130 limited access to 
DOL information and because the access could not be divided amongst the JIS LINK 
level 20 users that included public defenders and state agencies. However, because of 
recent amendments to RCW 46.52.130 and the AOC’s ability to create different profiles 
within level 20 in the Judicial Access Browser System (JABS), AOC is requesting that 
the DDC review this access again.  
 
The AOC recommendation is to provide public defenders access to DOL 
information in JABS  
 
This recommendation is before the DDC as it is authorized by the Judicial Information 
System Committee (JISC) to act on its behalf in reviewing and acting on requests for 
JIS access by non-court users.1  
 
The DOL screen in JIS provides information directly from an individual’s abstract driving 
record (ADR) held by the Washington State Department of Licensing. The DDC 
previously denied requests from public defenders seeking access to the DOL screen 
because RCW 46.52.130 did not extend such access to an individual’s attorney and 
because the JIS LINK application could not differentiate between level 20 users that 
included entities other than public defenders. If access was granted, all level 20 users 
would be able to access the DOL information, not just public defenders. 

                                            
1 JISC Bylaws, Article 7, Secs. 1 - 2. 
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However, two recent events may possibly change the DDC’s position on this issue. In 
2015, RCW 46.52.130 (2)(a)(ii) 2 and (2)(g) 3  were amended to allow the individual’s 
attorneys access to their client’s ADR information. Also, the AOC is beginning to 
transition JABS access for prosecutors and public defenders from court-maintained 
accounts to those maintained by AOC. In doing this, the agency established profiles and 
security levels that mirror JIS LINK levels for those judicial partners. AOC can also 
create profiles within those levels to provide a group of users access to case data that is 
not available to all the users in that level. This means that AOC can create a profile in 
JABS allowing public defenders access to the ADR tab, but shielding that access from 
the other level 20 users.4 This would only occur within the JABS application; JIS LINK 
access would remain as it is presently.  
 
The ADR access in JABS would also include any well identified party's information that 
is contained in the JIS system, not just their clients’ information. However, this access is 
similar to what the prosecutors currently have in their level 25 security group.  
 
Therefore, the AOC respectfully recommends that the DDC review its past position on 
public defender access to the ADR information based on the recent changes to RCW 
46.52.130 and because AOC can create additional JABS profiles within the level 20 
security group to allow such access.  
  
 

                                            
2 RCW 46.52.130(2) Release of abstract of driving record. An abstract of a person's driving record may be 
furnished to the following persons or entities: 
(a) Named individuals. (i) An abstract of the full driving record maintained by the department may be 
furnished to the individual named in the abstract. (ii) Nothing in this section prevents a court from 
providing a copy of the driver's abstract to the individual named in the abstract or that named individual's 
attorney, provided that the named individual has a pending or open infraction or criminal case in that 
court. A pending case includes criminal cases that have not reached a disposition by plea, stipulation, 
trial, or amended charge. An open infraction or criminal case includes cases on probation, payment 
agreement or subject to, or in collections. Courts may charge a reasonable fee for the production and 
copying of the abstract for the individual. 
3 RCW 46.52.130(2)(g) Attorneys—City attorneys, county prosecuting attorneys, and named individual's 
attorney of record. An abstract of the full driving record maintained by the department, including whether 
a recorded violation is an alcohol-related offense, as defined in RCW 46.01.260(2), that was originally 
charged as a violation of either RCW 46.61.502 or 46.61.504, may be furnished to city attorneys, county 
prosecuting attorneys, or the named individual's attorney of record. City attorneys, county prosecuting 
attorneys, or the named individual's attorney of record may provide the driving record to alcohol/drug 
assessment or treatment agencies approved by the department of social and health services to which the 
named individual has applied or been assigned for evaluation or treatment. 
4 JABS has an ADR tab instead of a DOL screen as seen in JIS LINK.  Both contain the same 
information. 
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JIS Data Dissemination Committee 
April 28, 2006 

MINUTES  
JIS Data Dissemination Committee  

AOC SeaTac Office 
  

 
Members Present: 
Judge Thomas Wynne, Snohomish County Superior Court, Acting Chair 
Pat Crandall, Clerk/Administrator, Division III Court of Appeals 
Judge Glenna Hall, King County Superior Court 
Judge Kip Stilz, Thurston County District Court 
Siri Woods, Chelan County Superior Court Clerk 

Guests: 
Anne Lee, Team Child 
Barb Miner, King County Superior Court 
Rowland Thompson, Allied Daily Newspapers 

AOC Staff: 
Brian Backus 
John Bell 
Kathy Kuriyama 
  
Judge Wynne opened the meeting and introductions were made. 
The minutes from the 3/24/06 meeting were approved. 
RECENT FEDERAL LEGISLATION – Violence Against Women Act (VAWA) 
Recent federal legislation concerning online access to protection orders was discussed.  John Bell 
indicated he was still researching this matter and would hopefully have a summary by the next 
meeting.  He had recently been informed that compliance may be linked to STOP Grant and other 
federal funding. 
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JIS Data Dissemination Committee 
June 30, 2006 

MINUTES  
JIS Data Dissemination Committee  

AOC SeaTac Office 
  

 
Members Present: 
Judge Ken Grosse, Chair, Washington State Court of Appeals 
Pat Crandall, Clerk/Administrator, Division III Court of Appeals 
Judge James Heller, Pierce County District Court 
Judge Kip Stilz, Thurston County District Court 
Siri Woods, Chelan County Superior Court Clerk – via speakerphone 
Judge Thomas Wynne, Snohomish County Superior Court 
 
Guests: 
Rena Hollis, Skamania County Superior Court Clerk 
Barb Miner, King County Superior Court 
Rowland Thompson, Allied Daily Newspapers 

AOC Staff: 
Brian Backus 
John Bell 
Jennifer Creighton 

Judge Grosse opened the meeting and introductions were made. 

The minutes from the 4/28/2006 meeting were approved.  

Recent Federal Amendments to the Violence Against Women Act (VAWA) 
Recent federal legislation concerning online access to protection orders was discussed.  John Bell 
summarized his memorandum and concluded that the current federal legislation only pertained to 
foreign protection orders.  Judge Stilz stated court records that contained victims’ names and 
addresses are not accessible online via JIS records. Whether this information was available through 
county websites should be a local decision and not a DD/JIS decision.  Everyone agreed that JIS is in 
compliance with VAWA. Judge Grosse further stated that he believed that the counties are, at least, 
in compliance with the spirit of the law. 
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JIS Data Dissemination Committee 
October 27, 2006 

MINUTES 
JIS Data Dissemination Committee  

AOC SeaTac Office 
  

 
Members Present: 
Judge Ken Grosse, Chair, Washington State Court of Appeals 
Judge Glenna Hall, King County Superior Court 
Judge James Heller, Pierce County District Court 
Judge Kip Stilz, Thurston County District Court 
Siri Woods, Chelan County Superior Court Clerk – via speakerphone 
Judge Thomas Wynne, Snohomish County Superior Court 

Guests: 
Sara Ainsworth, Northwest Women's Law Center 
Barb Miner, King County Superior Court 
Rowland Thompson, Allied Daily Newspapers 
Scott Wetzel, Lexis Nexis 
  

AOC Staff: 
Brian Backus 
John Bell 
Jennifer Creighton 
  

Judge Grosse opened the meeting and introductions were made. 

 The minutes from the 6/30/2006 meeting were approved.  

 Recent Federal Amendments to the Violence Against Women Act (VAWA) 

Recent federal legislation concerning online access to protection orders was discussed.  Justice 
Bridge asked the DD Committee to look at this issue again and determine if we believed JIS is in 
compliance.  The person database allows remote access to protection orders.  It does not allow 
access to foreign protection orders.  Judge Grosse stated that the main concern should be whether 
there is effective enforcement of the protection orders and whether there is sufficient due process if 
identifying information is removed from public access. 
  
Sara Ainsworth responded that the federal legislation was not intended to stop public access to 
protection orders, only internet access.  She believes that this legislation applies to all protection 
orders which is supported by the letter written by Grace Huang of the Washington Coalition Against 
Domestic Violence. 
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Siri Woods asked if there were good reasons to have this information publicly available and if not, 
what it would cost to protect the identification of victims in protection orders.  The Committee asked 
Jennifer Creighton, Information Access manager at AOC, to determine: (1) What can be done; (2) 
How is it done; (3) What will it cost.  Ms. Creighton agreed to report back to the Committee on this 
information by the next meeting. 
  
Defendant's Addresses 
Judge Stilz reported that the focus group of the Data Exchange Committee has expressed the opinion 
that the case/name search website omit providing addresses.  Judge Stilz stated the focus group 
believed that the addresses were unreliable and out-of-date.  Judge Stilz further commented that he 
did not believe the courts would be in compliance with the federal VAWA law if addresses were made 
available through the website. 
  
This issue would be discussed further at the next meeting. 
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JIS Data Dissemination Committee 
February 23, 2007 

MINUTES  
JIS Data Dissemination Committee 

AOC SeaTac Office 
  
Members Present: 
Judge Kip Stilz, substitute chair, Thurston County District Court 
Judge Glenna Hall, King County Superior Court 
Judge James Heller, Pierce County District Court 
Siri Woods, Chelan County Superior Court Clerk  
Judge Thomas Wynne, Snohomish County Superior Court 
  
Guests: 
Grace Huang, Washington Coalition Against Domestic Violence 
N.F. Jackson, Administrator, Whatcom County Superior Court 
Barb Miner, Clerk, King County Superior Court 
Mark Weiss, Attorney 
  
AOC Staff: 
John Bell 
  
Judge Stilz opened the meeting and introductions were made.  Judge Stilz stated the meeting needed 
to be adjourned early because there was a JIS Executive Committee meeting scheduled for 10 am 
that some members of the Data Dissemination Committee needed to attend. 
  
The minutes from the 10/27/06 meeting were approved. 
  
The issue regarding recent amendments to the Violence Against Women Act regarding protection 
orders and the remote accessibility of these orders was briefly discussed.  Grace Huang and Mark 
Weiss indicated they would like to see all victim identification in protection orders removed from 
internet access. John Bell presented a memorandum regarding his recent discussions with the VAWA 
Division of DOJ in Washington D.C. regarding this amendment.  He stated a DOJ attorney, Jennifer 
Kaplan, told him that she believed that the legislation applied to all protection orders, but that DOJ 
would not issue a formal opinion on this issue.  She also stated that she did not believe that there was 
any “enforcement mechanism” and that it would not be tied to grant money.  He also distributed a 
Maryland Attorney General Opinion and a Maryland AOC memorandum that concluded the VAWA 
legislation only applied to foreign protection orders.   
  
Judge Stilz stated there may be policy reasons to keep victim information in protection orders 
confidential and asked that Jennifer Creighton address the Committee next meeting on different ways 
JIS could maintain this information.  The issue was tabled until Ms. Creighton could report to the 
Committee. 
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JIS Data Dissemination Committee 
April 27, 2007 

MINUTES  
JIS Data Dissemination Committee 

AOC SeaTac Office 
  
Members Present: 
Judge Ken Grosse, Chair, Washington State Court of Appeals 
Judge Glenna Hall, King County Superior Court 
Judge James Heller, Pierce County District Court 
Judge Kip Stilz, Thurston County District Court 
Siri Woods, Chelan County Superior Court Clerk  
  
Guests: 
Grace Huang, Washington State Coalition Against Domestic Violence 
Don Horowitz, Attorney, ATJ 
Molly Lawrence, Attorney, Northwest Women’s Law Center 
Barb Miner, Clerk, King County Superior Court 
Rowland Thompson, Allied Daily Newspapers 
  
AOC Staff: 
Tim Bates 
John Bell 
Jennifer Creighton 
  
Judge Stilz opened the meeting and introductions were made.   
  
The minutes from the 02/23/07 meeting were approved. 
  
VAWA 
Jennifer Creighton, AOC Information Access manager, was present to answer and ask questions 
regarding the implementation of a possible policy regarding Domestic Violence petitions.  The 
question is whether is needed to comply with VAWA law.  The Committee agreed that the Supreme 
Court wants all court records to be available on a one-tiered basis.  In order to comply with the most 
liberal reading of the VAWA law (that it applies to all domestic violence protection orders) and the 
Supreme Court’s mandate that accessed be one-tiered, would required that all DV protection orders 
be confidential.  The question is whether this would promote effective law enforcement.  If not, then 
we would continue to have the law apply only to foreign protection orders.  Siri Woods and Barb 
Miner were asked to look into the feasibility of enforcing confidential (to the public) domestic violence 
protection orders.  The discussion will continue next meeting. 
  
The remaining items were tabled due to time restraints. 
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JIS Data Dissemination Committee 
June 29, 2007 

Members Present: 

Judge Thomas Wynne, Snohomish County Superior Court, Substitute Chair 
Judge Ken Grosse, Washington State Court of Appeals, speakerphone 
Judge Glenna Hall, King County Superior Court 
Judge Kip Stilz, Thurston County District Court 
Siri Woods, Chelan County Superior Court Clerks 

Guests: 

Cathy Grindle, King County District Court 
Molly Lawrence, attorney, Northwest Women's Law Center 
Joel McAllister, Finance Manager, King County Superior Court Clerk's Office 
Judge Annette Plese, Spokane County District Court 
Rowland Thompson, Allied Daily Newspapers 

AOC Staff: 

Tim Bates 
John Bell 
Stephen Comfort-Mason 
Jennifer Creighton 
Butch Stussy 
    

Judge Wynne opened the meeting and introductions were made.   
The minutes from the 04/27/07 meeting were approved.  
  
VAWA 
  
Siri Woods stated she and Barb Miner looked at the possibility of having all protection orders 
confidential. Siri stated if that occurred then law enforcement agencies, employers, schools, etc. may 
not have access to protection orders and that would defeat the purpose behind the issuance of 
protection orders. Judge Grosse agreed and asked if the representatives of victims of domestic 
violence wanted the consequences of sealing this information from the public. Molly Lawrence stated 
she did not believe that is what the federal law required and she believed that the federal law only 
required that the protection orders not be placed on the internet. The Committee agreed that is a two 
tiered system and that the Supreme Court has indicated that it would not endorse a two-tiered 
system. Judge Stilz indicated he would like to see a flow chart that includes all protection orders 
covered under VAWA. Judge Wynne stated protection orders are issued in many different types of 
cases and that would make two-tiered sealing even more difficult. Judge Grosse agreed to meet with 
Molly Lawrence and discuss the history behind the two-tiered and one-tiered philosophy. Jennifer 
Creighton will prepare a flow chart and send it to the Committee. 
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ACTION BY COMMITTEE: Judge Wynne asked if any member of the committee wanted to make a 
motion to have a two-tiered system for protection orders. Judge Hall made the motion. The motion 
failed for lack of a second.  
  
The Functions and Responsibilities of the Data Dissemination Committee and Data 
Management Committee 
  
This issue was tabled from the last meeting. Judge Grosse and Stilz wanted to discuss the 
responsibilities of the two different committees. Tim Bates indicated that his view was that the Data 
Management Committee focuses the management of data from a technical standpoint. The Data 
Management Committee determines how data is exchanged and the technical requirements 
necessary to make those exchanges. It does not make policy decisions. Policy decisions are made by 
the Data Dissemination Committee and any issues regarding policy are referred to the DD 
Committee. Tim stated that the VAWA issue had been raised at a Data Management Committee. The 
issue was not discussed, but referred to this committee. It was pointed out that the chair of Data 
Management Committee, Rich Johnson, will also be a member of this committee starting next 
meeting.  
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JIS Data Dissemination Committee 
October 26, 2007 

MINUTES 
DATA DISSEMINATION COMMITTEE 

October 26, 2007, 9:00 a.m. to 10:30 p.m. 
SeaTac Facility, SeaTac, WA  

Members Present: 
Judge C. Kenneth Grosse, Chair 
     (via telephone) 
Judge Glenna Hall 
Mr. William Homes 
Mr. Richard Johnson 
Ms. Siri Woods 
Judge Thomas Wynne 
  
Members Absent: 
Judge James Heller 
Judge Clifford L. Stilz 

Guests Present: 
Mr. Greg Banks (via telephone), WAPA 
Chief Robert Berg, WASPC 
Ms. Grace Huang, WSCADV 
N. F. Jackson, Whatcom County Clerk 
Ms. Molly Lawrence, NWLC 
Ms. Barb Miner, King County Clerk 
Judge Michael Trickey, King County Superior Court 
  
Staff Present: 
Mr. John Bell 
Ms. Jennifer Creighton 
Ms. Denise Dzuck 
Mr. Jeff Hall 
Ms. Suzanne Hellman 
Mr. Gregg Richmond 

CALL TO ORDER 
Judge Wynne called the meeting to order at 9:00 a.m., and introductions were made. 
  
Motion:  A motion was made, seconded, and unanimously carried to approve the 
June 29, 2007 meeting minutes as written. 
  
PROPOSED AMENDMENTS TO GR 22 – Access to Family Law and Guardianship Court 
Records 
John Bell indicated he received an e-mail from Don Horowitz, the Access to Justice Board's liaison, 
adding some verbiage to the draft. Mr. Horowitz suggested the following addition in sections (c)(2), 
(g)(1), and (g)(3). 
  
". . . copies of judicial information system database records submitted to, raised by, or considered by 
the court for parenting plan approval as set forth in (f) of this rule . . ." 
  
After a lengthy discussion about whether the court would want items in a file not considered, it was 
the consensus of the Committee to wait until Judge Hall arrived to make a decision on Mr. Horowitz's 
suggestion. 
  
PROPOSED AMENDMENTS TO GR 31 – Access to Court Records 
John Bell stated Judge Stilz asked that some language be put together for foreign protection orders in 
relation to the federal Violence Against Women Act (VAWA) of 2005. Mr. Bell proposed the following 
language be added to GR 31, section (d)(1). 
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"(1)   The public shall have access to all court records except as restricted by federal law, state law, 
court rule, court order, or case law or any foreign protection order filed under the authority of chapter 
26.52 RCW." 
  
Judge Wynne indicated that foreign protection orders are almost always filed under the context of civil 
proceedings except for one case which was filed under domestic proceedings. 
  
Greg Banks stated the concern from the prosecutors is that the publication of any information has the 
potential to help a determined stalker find his or her victim. However, the orders need to be available 
to law enforcement agencies so they can be enforced. In reading the VAWA legislation, it is 
significant that it makes a distinction between publication of information on the Internet as opposed to 
restricting access to documents, and the proposed rule talks about court records. 
  
Judge Grosse stated this is because there is a policy against two-tiered access, and that policy will 
not be altered according to the Chief Justice. 
  
Judge Wynne indicated that since the Supreme Court is not going to allow two-tiered access, the only 
alternative is to restrict all access whether at the courthouse or over the Internet. 
  
During discussions, Barb Minor clarified that there are two types of case indexes. One is public case 
types, and the other is for confidential cases (adoption, mental illness, and juvenile dependency). The 
confidential case index is not available to the public; and for an in-person request for case information 
from the court, a person must have the case number in order for the court to release any 
information—name identification is not enough. However, if protection orders are filed as a case type 
2 (civil) or 3 (domestic), both parties names would show up in the case index which is available to the 
public. And, if a case is sealed, the names still show up in the index although no other information is 
available to the public. 
  
Judge Wynne indicated there are differing opinions about whether the VAWA legislation applies to 
both foreign and intrastate protection orders. Judge Wynne also mentioned there is a legal question 
as to whether congress has the authority to impose any requirements on intrastate protection 
orders. The state constitution also comes into play in terms of what the state constitution allows the 
courts to do—it's a more complicated issue if someone goes beyond the foreign protection orders. 
  
Molly Lawrence, from the Northwest Women's Law Center (NWLC), stated she and Judge Grosse 
met last August to discuss options. Judge Grosse agreed that if the NWLC and the Washington State 
Coalition Against Domestic Violence (WSCADV) could figure out a solution that worked that is not a 
two-tiered system, they could present it to the Committee for discussion. 
  
Ms. Lawrence indicated over the last few months, meetings have been held with David Martin, 
Sandra Shanahan of the King County Prosecutor's Office, and Barb Miner. Ms. Lawrence handed out 
a one page summary of a proposal for discussion (copy attached for reference). Ms. Lawrence 
indicated the summary starts with an entirely sealed file, and then makes just the protection order 
itself publicly available with redacted information. 
  
Judge Wynne asked if the case were a dissolution, would the entire dissolution file become 
sealed? Ms. Lawrence stated the first part of this would be to unembed all the domestic violence 
protection orders (DVPOs) from the underlying civil cases, so this would not be an issue. This would 
mean the court would need to have the DVPO case number associated back somehow to the other 
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related case for purposes of the courts' consideration, but the DVPO would have it's own cause 
number and would be indexed separately. 
  
Siri Woods indicated this is the same issue courts are dealing with regarding paternity 
cases. Everything from the order up is public. The problem is that courts have to actually give the 
order a different case number in order to make it public at that point. It is very confusing for the 
courts—some courts are doing this and some are not because it is so confusing, and the prosecutors 
are struggling with this as well. The new order under the new case number is filed as a case type 3 
(domestic) which is a lot of work for the clerks. 
  
Ms. Lawrence stated this proposal is about making sure peoples' information about the fact they are 
domestic violence victims is not made public to anybody; to protect those victims from any number of 
different people who might wish to harm them or discriminate against them. 
  
After a lengthy discussion about how this would affect or be handled by the case index, Ms. Lawrence 
stated she appreciated Judge Hall's efforts to connect this issue to the VAWA language and Barb 
Miner's comments that this proposal is different that what the VAWA legislation is about. Since Judge 
Grosse had the intrastate order on the agenda, Ms. Lawrence felt this was a good time to bring a 
proposal to the Committee that dealt with the local orders to begin the dialogue. 
  
Judge Grosse stated that if the Committee is concerned about what the law of the land is or isn't, all 
the Committee needs to deal with right now is foreign protection orders. To the extent that what was 
proposed by Ms. Lawrence goes beyond foreign protection orders, it seems that maybe this 
Committee doesn't provide the best means to deal with this proposal. Judge Grosse indicated his 
original position was to look at not just foreign protection orders, but all protection orders. If this is 
necessary to protect the victims of domestic violence, it should be done across the board. The reason 
the two-tiered system was given up is because it doesn't do anything to protect the victims. If a name 
is in the public index, it will be made available on the Internet unless victims are protected some other 
way. In order to protect the victims some other way, a plan needs to be developed to respond to Ms. 
Lawrence's proposal. Judge Grosse indicated he agreed with Judge Wynne's suggestion that another 
case type might be the answer. These are issues beyond the scope of judicial rules and should be 
dealt with by the legislature. 
  
Judge Grosse further indicated that if the legislative determination says the victims of domestic 
violence deserve these protections, then the question is how can this be accomplished. The way 
these orders are entered into the JIS system is more a matter of practical necessity for the current 
systems, and this can be changed. The Committee can then ask someone who builds databases how 
this could work, and then ask the clerks and other interested parties to find out what it means to them 
from the standpoint of costs and practicality and if there might be any unforeseen consequences. If 
the Committee doesn't want to take on this issue and staff it, it should be sent to the legislature. 
  
Judge Wynne indicated the Judicial Information System Committee (JISC) doesn't have the 
resources to staff something like this right now because of the work being done on the new case 
management system. 
  
Grace Huang from the WSCADV indicated the federal government is currently in budget negotiations, 
and the delegation has been very good at bringing money into Washington to deal with issues. If 
there is a serious interest in doing this, Ms. Huang feels the delegation has the ability to influence this 
process and could help provide resources for this project. 
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Greg Banks stated this issue is dealing with some broad social policies, and it is his understanding 
the Data Dissemination Committee's function is to make sure rules are not set that conflict with state 
laws or the state Constitution and to see that the public has access to court information. If the 
Committee is not talking about adopting a rule that complies strictly with the new VAWA 
amendments, then this is something that should be discussed and decided by the legislature with full 
public participation. Judge Wynne and Judge Hall concurred with Mr. Banks. 
  
Judge Grosse suggested the Committee, with assistance from the AOC, take a look at Ms. 
Lawrence's proposal before the next meeting and see what would be involved before taking it to the 
JISC or the legislature. Before the legislature gets too involved, the Committee needs to let them 
know what the JIS can do to accommodate any proposal and/or unforeseen consequences. 
  
Judge Wynne asked if there was a motion with respect to foreign protection orders and GR 31 as 
proposed today. There being no motion, Judge Wynne stated the Committee will continue 
discussions at another meeting. 
  
PROPOSED AMENDMENTS TO GR 22 – Access to Family Law and Guardianship Court 
Records 
Judge Wynne reviewed Don Horowitz's proposed amendment to GR 22 for Judge Hall, indicating this 
proposal would require that anything looked at in regards to a parenting plan would need to be placed 
in the file and would require the information be distributed to everyone even if it's irrelevant. 
  
Judge Hall stated that if information is not considered, there is no need for it to be placed in the file. 
  
Motion: Judge Wynne called for a motion on GR 22 as originally drafted by John Bell. Judge Hall so 
moved; it was seconded by Siri Woods and unanimously passed. Judge Wynne stated it will now be 
sent to the JISC for consideration. 
  
There being no further business, the meeting adjourned at 10:25 a.m.  
  
Attachment A  
  
Proposal to Protect Victim's Identifying Information and to Comply with VAWA 
October 26, 2007 
For Discussion Purposes Only 
  
Based on discussions with law enforcement, DV advocates (both legal and non-legal), and 
representatives at the King County Prosecutors Office, we have developed the following proposal to 
protect DV victim's identifying information contained in DVPO pleadings and 
orders. 
 (1) All civil DVPO actions would be assigned a separate cause number. They would no longer be 
embedded in other civil files. A note would be made, however, on the DVPO file that it is linked to 
another civil action so that the two actions may continue to be considered together as appropriate. 
 (2) All DVPO actions would be filed under seal. If and when either a temporary or a final DVPO Order 
is issued, a complete copy of that DVPO would be retained by the Court as part of the sealed file. A 
redacted version of that DVPO would be made public with the victim's identifying information 
redacted. Only following issuance of a DVPO would the case be included in the publicly accessible 
index and it would be listed under the redacted caption.  
(3) Criminal justice agencies (e.g., police, prosecutor, etc.) would retain the ability to access the entire 
DVPO file pursuant to GR 31(f)(3).  



3/17/06 
 
TO:  Data Dissemination Committee 
 
FROM: John Bell, Legal Analyst 
 
RE: Recent Federal VAWA Legislation and Its effect on Protection 

Orders 
 
 
This is an informational memorandum to let the committee know the legislation 
and issue set forth below have come to our attention and that the National Center 
and some state courts are working on some answers to questions this legislation 
has raised.  Hopefully, we’ll have some answers/recommendations by next 
meeting.   
 
Issue 
 
In early January, President Bush signed into law the appropriations bill for the 
Department of Justice.  This 200 page bill contained the following amendment to 
the Violence Against Women Act. 
 

HR 3402-Violence Against Women and Department of Justice 
Reauthorization Act of 2005 Section 106 (c)(3) LIMITS ON 
INTERNET PUBLICATION OF REGISTRATION INFORMATION - 
A State, Indian tribe, or territory shall not make available publicly on 
the Internet any information regarding the registration or filing of a 
protection order, restraining order, or injunction in either the issuing 
or enforcing State, tribal or territorial jurisdiction, if such publication 
would be likely to publicly reveal the identity or location of the party 
protected under such order. A State, Indian tribe, or territory may 
share court-generated and law enforcement-generated information 
contained in secure, governmental registries for protection order 
enforcement purposes. 
 

This section was originally in the “STOP GRANT” portion of the bill and 
conditioned STOP GRANT funding on compliance with the law, but for some 
reason it was moved to the full faith and credit section of the act when the bill 
reached the Senate.  The Senate version was signed by the President.   18 
USCS § 2265(d)(3). 
 
This legislation requires the state courts to have a two-tiered access for 
protection orders.  This is contrary to the philosophy behind GR 31 – “if it is 
public, it is public.”  Also, implementation could be quite costly and difficult.  The 
level of difficulty and expense depends on the number of protection orders 
covered by this new law.  If it is just out-of-state protection orders, then the 

http://www.lexis.com/research/retrieve/frames?_m=dd0fbf9a13d559533b8a1a706b555d32&csvc=bl&cform=tocslim&_fmtstr=XCITE&docnum=1&_startdoc=1&wchp=dGLbVtz-zSkAB&_md5=c8e24b4a902d0c4988b32db9174c6722&USER_AGENT=Mozilla/4.0%20(compatible;%20MSIE%206.0;%20Windo
http://www.lexis.com/research/retrieve/frames?_m=dd0fbf9a13d559533b8a1a706b555d32&csvc=bl&cform=tocslim&_fmtstr=XCITE&docnum=1&_startdoc=1&wchp=dGLbVtz-zSkAB&_md5=c8e24b4a902d0c4988b32db9174c6722&USER_AGENT=Mozilla/4.0%20(compatible;%20MSIE%206.0;%20Windo
http://www.courts.wa.gov/court_rules/?fa=court_rules.display&group=ga&set=GR&ruleid=GAGR31


problems are minor.  If it applies to all protections orders then we may have 
problems.  Here are some questions that need to be resolved. 
 
Questions 

 
1. Since this new law was inserted into the full faith and credit sections of 

VAWA does the internet access restriction apply only to out-of-state 
protection orders or does this law require restricting remote access to all 
protection orders?   

 
2. Does this new federal rule conflict with GR 31 and state case law, in 

particular:  Nast v. Michaels, 107 Wn.2d 300 (1986); Rufer v. Abbott Labs, 
154 Wn.2d 530 (2005) (“We hold that documents filed with the court will 
presumptively be open to the public unless compelling reasons for closure 
exist.”); and Dreiling v. Jain, 151 Wn.2d 900 (2004).  (“The open operation 
of our courts is of utmost public importance. … Secrecy fosters mistrust. 
… [O]penness is a vital part of our constitution and our history. The right of 
the public, including the press, to access trials and court records may be 
limited only to protect significant interests, and any limitation must be 
carefully considered and specifically justified.”)  If there is a conflict, how 
should this conflict be resolved? 

 
3. Does the act prohibit AOC or a court clerk from selling electronic data in 

bulk if the data includes information that could reveal the identity or 
location of the protected party?  Does it matter whether the government 
provider knows the buyer will make the information available on a 
website? 

 
4. Can a court electronically transfer a protective order by email via request 

from a member of the public?   
  

http://www.lexis.com/research/retrieve/frames?_m=e9314ceafb2905c5c5b74889d35d29e0&csvc=le&cform=byCitation&_fmtstr=FULL&docnum=1&_startdoc=1&wchp=dGLbVzb-zSkAV&_md5=94477a0197e5a7f77824432d6470e2a8
http://www.lexis.com/research/retrieve/frames?_m=36aaa1869532f7b14c1c5c3a79a26d5a&csvc=le&cform=byCitation&_fmtstr=FULL&docnum=1&_startdoc=1&wchp=dGLbVzb-zSkAV&_md5=13dc6106d95e1783540b0e1cd18058d7
http://www.lexis.com/research/retrieve/frames?_m=36aaa1869532f7b14c1c5c3a79a26d5a&csvc=le&cform=byCitation&_fmtstr=FULL&docnum=1&_startdoc=1&wchp=dGLbVzb-zSkAV&_md5=13dc6106d95e1783540b0e1cd18058d7
http://www.lexis.com/research/buttonTFLink?_m=9ff0e4c3a53bf63329a447d300f4dca0&_xfercite=%3ccite%20cc%3d%22USA%22%3e%3c%21%5bCDATA%5b154%20Wn.2d%20530%5d%5d%3e%3c%2fcite%3e&_butType=3&_butStat=2&_butNum=5&_butInline=1&_butinfo=%3ccite%20cc%3d%22USA%22%3e%3c%21%5bCDATA%5b151%20Wn.2d%20900%2cat%20908%5d%5d%3e%3c%2fcite%3e&_fmtstr=FULL&docnum=1&_startdoc=1&wchp=dGLbVlb-zSkAW&_md5=11f9a594c219a56b2bea673209fcb9d8
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June 30, 2006 
 
TO:  Data Dissemination Committee 
 
FROM: John Bell, Legal Analyst 
 
RE: Recent Federal VAWA Legislation and Its effect on Protection 

Orders 
 
 
 
In early January, President Bush signed into law the appropriations bill for the 
Department of Justice.  This 200 page bill contained the following amendment to 
the Violence Against Women Act (VAWA) 
 

HR 3402-Violence Against Women and Department of Justice 
Reauthorization Act of 2005 Section 106 (c)(3) LIMITS ON 
INTERNET PUBLICATION OF REGISTRATION INFORMATION - 
A State, Indian tribe, or territory shall not make available publicly on 
the Internet any information regarding the registration or filing of a 
protection order, restraining order, or injunction in either the issuing 
or enforcing State, tribal or territorial jurisdiction, if such publication 
would be likely to publicly reveal the identity or location of the party 
protected under such order. A State, Indian tribe, or territory may 
share court-generated and law enforcement-generated information 
contained in secure, governmental registries for protection order 
enforcement purposes. 

 
(Emphasis added.) 

 
This section was originally in the “STOP GRANT” portion of the bill and 
conditioned STOP GRANT funding on compliance with the law, but it was moved 
to the full faith and credit section of the Act when the bill reached the Senate.  
The Senate version was signed by the President.  18 USCS § 2265(d)(3).  See 
Appendix A for full version of Full Faith and Credit Given to Protection Orders - 
18 USCS § 2265. 
 
Though some sources have published commentary (which does not include 
supporting legal analysis) to the effect that the amendment applies to any 
protection order published on the Internet, it is my opinion that this legislation 
only applies to foreign protection orders and not to every protection order filed in 
state court.  (See attachment - Summary of Comments.) 
 
The full faith and credit provision of the Violence Against Women Act says that a 
valid protection order must be enforced everywhere throughout the country.  18 
USCS § 2265(a).  Chapter 26.52 RCW, Foreign Protection Order Full Faith and 

http://apps.leg.wa.gov/rcw/default.aspx?cite=26.52&full=true
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Credit Act, specifically recognizes the validity of foreign protection orders in the 
state of Washington and VAWA’s mandate that every state enforce valid 
protection orders from other jurisdictions.  See RCW 26.52.0051  
 
A protection order is considered valid when: 
 

(1)  The issuing court had jurisdiction over the parties; and 
(2)   The abuser was given notice and an opportunity to be heard in 
the issuing court. 

 
18 USCS § 2265(b) and RCW 26.52.020.   
 
A person entitled to protection may file a valid foreign protection order by 
presenting a certified copy to the court clerk where the person entitled to 
protection resides or feels enforcement may be necessary.  If the person entitled 
to protection does not have a certified copy the court responsible for maintaining 
the protection order may electronically transmit the foreign protection order to the 
court clerk.  RCW 26.52.030.   
 
However, it is critical to remember that the victim may be fleeing to Washington 
to avoid domestic violence.  There is no need to notify the abuser of the filing of 
the foreign protection order since he/she would have to been notified when the 
order was initially issued.  The abuser does not need to be notified of the filing or 
registering of the foreign protection order as such notification would defeat the 
one of the purposes of the full faith and credit section of VAWA: The ability of a 
victim to relocate or flee the abuser without being found.   
 
The new language restricting publication of the victim’s identity or location only 
furthers this intent.  That this restriction only applies to foreign protection orders 
is the only logical conclusion that can be reached.  This added language simply 
restricts the issuing state from publishing any information regarding the relocation 
of the victim (e.g. information regarding the faxing or transmitting the protection 
order to another jurisdiction) and restricts the enforcing state from publishing 
information regarding the filing or registering of the foreign protection order.  (The 
registering should not be an issue for Washington Courts as the foreign 
protection order forms direct the court clerk not to file the form with the court, but 
to forward to law enforcement.  See Foreign Protection Order Form, Appendix B.) 
 
Finally, the above legislation should not be read in isolation.  The legislation was 
inserted into the full faith and credit provision of VAWA.  This legislation 
addresses the enforcement of foreign protection orders.  In interpreting 
legislation, the court will not look merely to a particular clause in which general 
words may be used, but will take in consideration with it the whole statute and 
                                                 
1 “The problem of women fleeing across state lines to escape their abusers is epidemic in the United States. 
…  Section 2265 of VAWA … provides for nation-wide enforcement of civil and criminal protection 
orders in state and tribal courts throughout the country.” 
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the objects and policy of the law.  Stafford v. Briggs, 444 U.S. 527; 100 S. Ct. 
774; 63 L. Ed. 2d 1 (1980). The logical conclusion is the new amended language 
addresses foreign protection orders, not all protection orders. 

  
 



APPENDIX A 
 
 

UNITED STATES CODE SERVICE 
Copyright ©  2006 Matthew Bender & Company, Inc., 

APPROVED 6/23/2006  
 

TITLE 18. CRIMES AND CRIMINAL PROCEDURE   
PART I. CRIMES   

CHAPTER 110A. DOMESTIC VIOLENCE AND STALKING 
 

18 USCS §  2265 
 
§  2265.  Full faith and credit given to protection orders  
 
(a) Full faith and credit.  Any protection order issued that is consistent with subsection (b) of this section by the court of 
one State, Indian tribe, or territory (the issuing State, Indian tribe, or territory) shall be accorded full faith and credit by 
the court of another State, Indian tribe, or territory (the enforcing State, Indian tribe, or territory) and enforced by the 
court and law enforcement personnel of the other State, Indian tribal government or Territory as if it were the order of 
the enforcing State, Indian tribe, or territory. 
  
(b) Protection order.  A protection order issued by a State, tribal, or territorial court is consistent with this subsection if-- 
   (1) such court has jurisdiction over the parties and matter under the law of such State, Indian tribe, or territory; and 
   (2) reasonable notice and opportunity to be heard is given to the person against whom the order is sought sufficient to 
protect that person's right to due process. In the case of ex parte orders, notice and opportunity to be heard must be pro-
vided within the time required by State, tribal, or territorial law, and in any event within a reasonable time after the or-
der is issued, sufficient to protect the respondent's due process rights. 
  
(c) Cross or counter petition.  A protection order issued by a State, tribal, or territorial court against one who has peti-
tioned, filed a complaint, or otherwise filed a written pleading for protection against abuse by a spouse or intimate part-
ner is not entitled to full faith and credit if-- 
   (1) no cross or counter petition, complaint, or other written pleading was filed seeking such a protection order; or 
   (2) a cross or counter petition has been filed and the court did not make specific findings that each party was entitled 
to such an order. 
  
(d) Notification and registration. 
   (1) Notification. A State, Indian tribe, or territory according full faith and credit to an order by a court of another 
State, Indian tribe, or territory shall not notify or require notification of the party against whom a protection order has 
been issued that the protection order has been registered or filed in that enforcing State, tribal, or territorial jurisdiction 
unless requested to do so by the party protected under such order. 
   (2) No prior registration or filing as prerequisite for enforcement. Any protection order that is otherwise consistent 
with this section shall be accorded full faith and credit, notwithstanding failure to comply with any requirement that the 
order be registered or filed in the enforcing State, tribal, or territorial jurisdiction. 
   (3) Limits on internet publication of registration information. A State, Indian tribe, or territory shall not make availa-
ble publicly on the Internet any information regarding the registration or filing of a protection order, restraining order, 
or injunction in either the issuing or enforcing State, tribal or territorial jurisdiction, if such publication would be likely 
to publicly reveal the identity or location of the party protected under such order. A State, Indian tribe, or territory may 
share court-generated and law enforcement-generated information contained in secure, governmental registries for pro-
tection order enforcement purposes. 
  
(e) Tribal court jurisdiction.  For purposes of this section, a tribal court shall have full civil jurisdiction to enforce pro-
tection orders, including authority to enforce any orders through civil contempt proceedings, exclusion of violators from 
Indian lands, and other appropriate mechanisms, in matters arising within the authority of the tribe.
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February 1, 2017 
 

 
Stephanie Happold 
Data Dissemination Administrator 
Administrative Office of the Courts 
PO Box 41170 
Olympia, WA 98504-1170 
 
 
Dear Ms. Happold: 
 
Thank you for soliciting feedback on the JISC Data Dissemination Policy.  We write 
in response to your request. 
 
The Washington Association of Criminal Defense Lawyers believes that all criminal 
defense attorneys should have the most comprehensive access to JIS information 
as authorized by statute and court rule. Giving defense attorneys the most 
information possible allows them to provide better representation for their clients 
and improves the functioning of the criminal justice system.  
 
With regard to the proposed Data Dissemination Policy, we offer three thoughts.   
 
First, the ability to quickly obtain case history information through JIS, using 
screens such as the DCH screen, is critical for attorneys to properly represent their 
clients.  Currently, private attorneys, as Level 1 users, are only able to access SNCI 
information, and not DCH information. It appears that the proposed modifications to 
the policy eliminate the definition of “compiled reports,” which would open the door 
to Level 1 access of screens like DCH.  
 
We understand that the policy is intended to increase access to DCH screens 
through AOC, which would include access to JIS data through JIS LINK, which is 
how most defense attorney access the information. However, Section III, D., which 
authorizes court clerks to disseminate data only from their particular court, seems 
needlessly restrictive.  A statewide DCH request would pose no additional burden 
on administrative staff.  
 
Second, we are concerned that the positive nature of this change will be limited by 
the outdated nature of the JIS backend. We urge the Committee to prioritize 
implementation of these changes as soon as possible by making any necessary 
technical accommodations.     
 



Finally, we also support streamlining access to all financial data available through JIS.  Analysis 
of the criminal justice system is aided by understanding the numbers and anything the DDC 
does to facilitate that is worthy of our support.  
 
Thank you for soliciting our input. Please do not hesitate to contact us with questions or 
concerns. 
 
Sincerely, 

  
Amy I. Muth Aimée Sutton 
President Member, WACDL Board of Governors 
 



Court user questions regarding the draft Data Dissemination Policy Section VI.B.: 

 

• Is there a way to request a blanket exception for all routine summary reports from 
JIS/Odyssey?  The requirement for a disclaimer is evident for BOXI reports and reports 
that can be locally created from a reporting engine, e.g. custom report from Odyssey. 

• Does this disclaimer only apply to reports that contain a person’s name? 
Does the disclaimer apply to identifying specific persons and the completeness and 
accuracy as it applies to the named person or  
Does the disclaimer apply to identifying specific persons and additionally, the 
completeness and accuracy as it applies to the data/dollars/numbers appearing on the 
report? 

• Could the disclaimer be included in the policy at Section III.F Access to JIS Records – 
Routine summary reports. So that the policy is the disclaimer? 
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