
    

 

 

1. Call to Order 
Introductions 
Approval of Minutes 

 

Justice Mary Fairhurst 

 

9:00 – 09:05 

 

Tab 1 

2. 2009-2011 Budget Status – Report Mr. Jeff Hall 9:05 – 9:10 Tab 2 

3. Operational Plan Status Update Mr. Jeff Hall 9:10 – 9:20 Tab 3 

4. 
AOC Service Level – Review of May 19 
Discussion –  
Decision Point: Centralized or Decentralized? 

Mr. Jeff Hall 9:20 – 9:40 
Tab 4 

5. 
IT Governance Guidelines –  
Decision Point: Refine and Approve 

Mr. Shayne Boyd 9:40 – 10:00 
Tab 5 

 BREAK  10:00 – 10:15  

6. 
JIS Policy on IT Governance –  
Decision Point: Approve Draft Policy 

Mr. Jeff Hall 
10:15 – 10:30 Tab 6 

7. 
IT Governance Process Implementation – 
Presentation  

Mr. Bill Cogswell 
 10:30 – 10:45 Tab 7 

8.  Feasibility Study RFP – Discussion Mr. Bill Cogswell 10:45 – 11:00 Tab 8 

9. Case Management System Readiness Review 
– Report 

Mr. Shayne Boyd 11:00 – 11:20 Tab 9 

10. Proposed GR 30 Amendment – Officer 
Signatures on Citations  
Decision Point: GR 30 Amendment 

Judge James Heller 11:20 – 11:30 

 

Tab 10 

11. Committee Reports 
Data Management Steering Committee 
Public Website Case Search Work Group 

Mr. Rich Johnson 

Justice Mary Fairhurst 

11:30 – 11:40  

12. JISC Bylaw Amendments – Vice-Chair and 
Executive Committee 

Mr. Jeff Hall 

Ms. Vicky Marin 

11:40 – 11:45 Tab 11 

13. ISD Overview – Presentation  Mr. Bill Cogswell 11:45 – 12:00 Tab 12 

Future Meetings: 
 August 27, 2010, 9:00 a.m. – 12:00 p.m., SeaTac Facility 

 Feasibility Study Update 
 Operational Plan Status Update 
 2009-11 Budget Status 
 IT Governance Work Group Reports 

 October 22, 2010, 9:00 – 12:00 p.m., SeaTac Facility 
 Feasibility Study Update 
 Operational Plan Status Update 
 2009-11 Budget Status 
 IT Governance Work Group Reports 
 JIS Policy Revisions 
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JUDICIAL INFORMATION SYSTEM COMMITTEE (JISC) 
 


May 19, 2010 
9:00 a.m. to 3:00 p.m. 


Administrative Office of the Courts, SeaTac, WA 
 


Special Session Draft Minutes 
 
Members Present: 
Justice Mary Fairhurst, Chair 
Mr. Larry Barker 
Ms. Cathy Grindle 
Mr. Jeff Hall  
Judge James Heller 
Mr. William Holmes 
Mr. N. F. Jackson  
Mr. Rich Johnson 
Mr. Marc Lampson 
Judge J. Robert Leach 
Mr. Steward Menefee 
Judge Steven Rosen 
Judge Michael Trickey  
Ms. Yolande Williams 
Ms. Siri Woods 
Judge Thomas J. Wynne 
 
Members Absent: 
Chief Robert Berg 
 
INTRODUCTORY ITEMS 
 


Guests Present: 
Ms. Lori Bame 
Mr. Shayne Boyd 
Ms. Vonnie Diseth 
Mr. Chris Shambro 
Ms. Marti Maxwell 
Ms. Barb Miner 
Mr. Rowland Thompson 
Mr. Mike Zanon 


 
Staff Present: 
Mr. Kevin Ammons 
Mr. Bill Cogswell 
Ms. Vicky Marin 
Mr. Dirk Marler 
Ms. Mellani McAleenan 
Ms. Heather Morford 
 
 


 
 
Ms. Pam Payne 
Mr. Ramsey Radwan  
Ms. Kathy Wyer 
Mr. Kumar Yajamanam 
 


Call to Order 
 
Justice Fairhurst called the meeting to order at 9:00 a.m. and introductions were made.  Mr. Jeff 
Hall made a special introduction of Ms. Veronica (Vonnie) Diseth, as the new CIO/ISD Director for 
AOC beginning on June 1, 2010. Her leadership skills and the ability to build and maintain 
relationships made her the top candidate and the correct choice for the position. 
 
Approval of April 23, 2010 Meeting Minutes 
 
Justice Fairhurst asked if there were any changes or comments to the draft minutes from the April 
23, 2010 meeting. Ms. Yolande Williams commented on Page 3, under the Superior Court Level 
User Group Recommendations, Item #10-03:001, recalling discussion to change the language 
from “Bench Focused” to a better term. Mr. N.F. Jackson suggested it say, “Court Business 
Focused” and the committee agreed on that amendment.  
 
Moved, seconded and carried: to approve the April 23, 2010 minutes with the amendment.   
 
Elect Vice Chair  
 
A decision was made at the May 19th, 2010 JISC meeting that the vice chair should be one of the 
judges.  Justice Fairhurst spoke with all of the committee members either by voice mail or directly 
about the vice chair position. It was the consensus of the committee that Judge Tom Wynne 
should be appointed as vice chair and he is willing to serve in that capacity.  
 
Moved and seconded and voted on. Motion passed.  
 
Justice Fairhurst thanked Judge Wynne for taking the charge, and added that this appointment 
included the duty of chairing the Data Dissemination Committee. 
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DISCUSSION ITEMS 
 
JISC Policy Direction-AOC Statewide IT Service Level to the Courts - Centralized or 
Decentralized Model? 
 
Mr. Jeff Hall presented a brief historical review of the original intent and thinking behind how JIS is 
derived from the two plans that were distributed from the early 1980s: the Automated Data 
Processing (ADP) Plan and the Permanent Funding Plan.  The presentation included a review of 
some of the legislative history on the sources of funding for JIS, and how the funding sources have 
changed through the years to where we are today.  
 
Mr. Hall asked the committee as an outcome of the discussion today to develop a set of criteria for 
figuring out in the future what business functionality should be maintained at the state level, using 
the state IT pool. What business functionality is appropriately covered and paid for, what is 
produced, whether we maintain all the data locally, and how do we make those choices in the 
future? 
 
Mr. Hall summarized (slide 11 of the presentation) the overall goals for JIS from the ADP plan, 
which include: timely and accurate information for the expeditious administration of justice; improve 
court knowledge and responsiveness through greater data detail, currency and reliability; enhance 
the cost effectiveness through standardization of procedures, data elements and the use of 
technology for data collection handling and retrieval; and finally to increase the effectiveness of 
judicial process by enhanced availability of court related information.  
 
In those plans, two conclusions were reached: 1) a statewide system application would be the 
most cost effective, with a return on investment, and 2) a statewide system would be the most 
likely to achieve the stated benefits or goals that they had laid out. We have continued to ask these 
questions through the years and through today.  
 
The picture of today is a good depiction of what we all get from the JIS account itself: local 
equipment (laptops, desktops, printers), infrastructure, mainframes, inter-governmental network 
charges, routers, benefit from the statewide data and reporting that occurs, the business 
application layer (SCOMIS, DISCIS, etc.). That’s where the data exchange becomes so important; 
so that they can provide out here on their own the functionality that they need and push the data 
back into the major systems. Even with the smaller, less complex courts, they do have their own 
little homegrown applications here and there that feed off of JIS data. 
 
The question being then, the applications that feed that data reside at the local level and how is 
that funded? (Local, or look to the JIS account to support local acquisition of applications that 
contribute to a statewide data set)? 
 
The committee then further discussed the topic with Mr. N.F. Jackson pointing out that there might 
be a third question, a hybrid of the two and Mr. Hall agreed.   
 
Ms. Siri Woods wanted it recognized that a basic service should be provided to every single court 
in recognition for what they’re paying in for it.   
 
Judge Trickey than asked the committee what are the minimal functions that the state will provide? 
 
The group agreed that JIS should provide some basic functionality to all courts.  
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Justice Fairhurst said that as I think about the discussion, it’s figuring out what needs to be part of 
a system and what really is unique to you that you want to continue doing. We have to be sure that 
the information that’s being gathered or used is very helpful to the people in the system, but also is 
helping us because our funding from the legislature and our making our case is all going to be 
based on this information. I agree with Mr. Hall that it will be really important for us to have some of 
this criteria coming out of this.  
 
It was brought up by Judge Wynne and Judge Trickey that we have to establish some credibility 
and that’s hard to do given the history. 
 
Justice Fairhurst recognized the frustration levels. I think there is frustration on both sides and a 
desire by both sides to achieve. So, I think in fairness, I would like to have that conversation. 
Maybe we can have it in June. So, while there’s frustration perhaps on the case management side, 
there is recognition that JIS does serve a purpose and that we are the game that is the statewide 
game, and we are the one that at least to date has continued to have this recognition. So, my goal 
is that we can really come up with a plan under Vonnie’s leadership and all of our leadership and 
our dedicated effort.  
 
Mr. Jeff Hall said that we touched around the edges a little bit about the fact that Washington is a 
decentralized state versus what things look like in a centralized or unified state. I think that the 
question is really transparent and almost irrelevant in the end to our discussions. From my 
perspective, it doesn’t matter if you’re a unified system or you’re a decentralized system like 
Washington State. If you don’t have leadership and communication and commitment at the 
individual judge and court level, you’re going to fail.  
 
Judge Rosen wanted the committee to know he has not come close to making up his mind, and 
the reason is because he feels a little rushed. He sat down with about 10 or 12 judges at the 
municipal court level and asked them this question – do we want a centralized or decentralized 
system? The response from all of them was, we can’t have a decentralized system. We have to be 
able to search and get good information.  
 
Mr. N.F. Jackson pointed out that he’s hearing a consensus that there should be some level of 
basic services, and our test as Judge Heller just said it, is to discern where basic rises to, and 
whether or not tracking drug of choice is within basic or above the line, which needs to be handled 
independently.  
 
Judge Wynne added that when we get to the feasibility study that should include some of the 
discussion topics here in terms of cost-effectiveness of centralized versus decentralized case 
management and calendaring. 
 
Justice Fairhurst concluded that we’re at a good point right now, if I were to summarize (which I 
think N.F. and William and a few others have) is that there is general agreement that we need to 
have some centralized system that serves all the courts at their levels with basic functions. And 
that we need to have data exchange to assure that information that is not covered by the basic 
system but that needs to either be collected or needs to be pushed and pulled, is being captured 
and that information is going. And that we need to spend some time developing the criteria or 
asking the questions that will help decide which way it goes as we go forward. Is that somewhat 
capturing the discussion? [yes] 
 
Outcomes of Centralized/Decentralized Discussion 







JISC Minutes 
May 19, 2010 
Page 4 of 9 
 


 
 


• There should be a centralized system that provides some level of basic service to all the 
courts.  


• Local courts with more sophisticated systems should be able to provide data to and receive 
data from the statewide database through data exchange. 


• Defining the basic level of service was not decided. 
• The JISC should develop a set of criteria for deciding which business functions should be 


provided at the state level with JIS funding, and which should be maintained locally.  
• The JISC needs more information about economies of scale and the cost/benefit of the two 


approaches before deciding on the basic model. 
 


Enterprise Architecture 
 
Mr. Kumar Yajamanam presented on Enterprise Architecture (EA) as one of our key transformation 
initiatives. We are trying to set up Enterprise Architecture in a way that can support the centralized 
or the decentralized models. We want to ensure that the technology, the infrastructure, the 
standards, everything that is developed is done the way we want to progress and based on the 
decisions that we want to make. Some decisions will be made today; some decisions will be made 
in the subsequent meetings. But everything should be planned for and the Enterprise Architecture 
is meant to do that. 
  
The presentation has three key principles we want to set up the EA here at the Washington State 
Courts. Those principles will be approved by this committee, as we move forward to the set up of 
the EA and help move our technology roadmap ahead. 
 
Enterprise Architecture provides a way by which we can manage technology solutions.  We can 
develop the standards that are necessary to not only get the business agility that’s required, but 
also ensure that it’s provided in a way that’s cost effective, it’s beneficial, and it maximizes the 
benefit.  
 
The model that was designed adds on to the federal EA model by adding a new domain, which is 
security. We want to ensure that security is handled as a separate domain. The Business 
Architecture is all about how we do the business processes, what our business capabilities are and 
how we have a consolidated standard across the enterprise.  Application architecture is the way by 
which you have access to the information, while providing the business capabilities. 
 
Mr. Yajamanam then presented the three primary EA principles to be approved by the JISC.  They 
are Stewardship, Objectivity and Transparency.   
 
Mr. Jeff Hall stated that our EA significantly informs local EA in other decisions, because not only 
does it provide the standard, but it provides a view into what business areas either are in or are 
going to go in.  One of the things we care about here, is as we develop our EA and our standards, 
is that they are consistent with the Information Services Board and the state executive branch EA 
standards. My direction to AOC staff has been that we should be consistent with the ISB 
architectural standards and where we decide not to, we should be able to clearly articulate the 
reason why we are not going to be.  There are a lot of good business reasons for us, as we 
exchange data across state government that we should be consistent with the standards and the 
architecture that they’ve developed at the state level.  
 
Motion – Mr. N.F. Jackson – These are principles which we were asked to endorse. They are high 
level, a framework to give the roadmap for arriving at standards. It is the official adoption of 
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business drives ISD. I move the approval of enterprise architecture principles for JISC.  Judge 
Rosen; seconded. 
 
Justice Fairhurst; At this point, we’re only looking at the three principles that were asked about, 
and then as Kumar said, we will continue to as this develops, these will become just a standard 
presentation at our meetings as to where we are.  
 
Seconded and voted on. Motion Passed. 
 
IT Governance 
 
Discussions lead by Shane Boyd Sierra Systems  


Shane Boyd lead the discussion of the committee through identifying and documenting the 
“cultural knowledge” about challenges, current priorities and future priorities as they relate to IT 
governance.  Shane indicated that coming out of the previous discussion today the committee 
began to describe inclusions and started to have the discussion about what goes into our dialogue 
and what stays out.  The outcome of today will give us a starting point to define what really matters 
and what we value moving forward – determining that when we spend money what we will get out 
of it. Mr. Boyd continued with an example using Superior Court Case Management.  


Governance – Current Priorities Discussion 


Mr. Boyd then led the discussion for the committee to identify current priorities. Mr. Boyd 
suggested that we need to look at the whole area of data to information to tracking and identify the 
high-level priorities.  


Mr. Boyd clarified by saying that what we will be able to deliver will always be constrained by time, 
resources, and access.  Certainly a current priority is the ability to make an informed decision with 
as complete of data as possible using what you have access to.   


In discussion of the current priorities, the committee brought up the ability to implement and 
differentiate case management, maintenance of current applications, research to help define what 
our courts are, making a decision with complete information, use info that we have to tell others 
what we do, greater increase of information available to the public, shifting from case focus to 
person focus, how information is summarized and presented, the scope, strategy and goals of 
AOC, and the ability to be nimble and flexible.    


Mr. Boyd asked if there was anything else under high-level priorities and heard no dissention.  


Mr. Boyd presented to the committee the following items to be validated in relation to the 
discussion of current priorities.  The committee said [yes] these were valid.  


o Baseline Functionality 
 Case scheduling 
 Case management 
 Past, present, future & court levels 


o Statewide data standards 
 Diverse sources 
 Broad use 


 
Governance - Future Priorities Discussion 
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Mr. Boyd asked the committee, “what comes next in our future priorities?”   


The committee further discussed future priorities and touched on; the need to have some form and 
way to address enhanced identification/biometrics, document viewing, statewide eFiling, systems 
replacement, replacing JRS, Risk Assessment as it relates to in-person assessment by judge of 
information not an outside assessment, not just information but the knowledge that goes with the 
information provided, tools for probation and special courts. 


Jeff Hall pointed out that many of these items will be coming to us from outside the court through 
Access to Justice and others, for example electronic filing from pro se/family law, small claims and 
so forth.He added that the demands are likely to increase.  


Another discussion in the committee continued around Commercial Off the Shelf (COTS) 
applications. Rich Johnson stated that centralized COTS is tied to whether we have a baseline. Mr. 
Johnson asked how do we reconcile solutions, are they all COTS, some COTS, not COTS. If we 
have to wait and see the evolution and we put out a RFP that says COTS, it affects the outcome of 
the RFP.  Jeff Hall referred back to the Ernst & Young plan where they recommended COTS being 
the preferred at this time because it has the best chance of success and would be the most cost-
effective. There was further discussion around COTS. 


Siri Woods asked to see the COTS language re-written, that it is considered first as a preferred 
approach, then other alternatives are looked at. That COTS is an instance by instance basis.  


Mr. Boyd summarized that the inclusions that we’ve captured from the discussion today on future 
priorities are; 


- EA Standards 
- Reporting Capabilities, record keeping and statistics 
- Record keeping/statistics 
- Centralized COTS  


 
Mr. Boyd recommended that governance is an evolutionary process. Somewhere over the next 
month, JISC will take as a discussion – the criteria that we talked about this morning.  How will the 
committee refine those ideas and state them so that they are really applied?   


Governance - Exclusions Discussion: 


Mr. Boyd indentified the exclusions that had come up in the course of the discussion. Those being 
the things that were part of the dialog earlier today identifying exactly will we will not spend any 
money on. 


The exclusions identified; 


- If it’s all about local data  
- If it’s about only a local practice.  


 
Mr. Boyd concluded the discussion by saying that’s the list we wanted to get through today. There 
has been a lot of other dialog and as a committee, you will need to come back to revisit those on 
an ongoing basis.  


Justice Fairhurst asked if we needed a decision point and Mr. Boyd said no, not today. 


Superior Court Judges’ Request for Case Management/Calendaring – Feasibility Study 
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The draft RFP for the Superior Court Management Feasibility Study was discussed. Sierra 
Systems representatives left the room to avoid any conflict of interest. 
 
Mr. Bill Cogswell presented a draft RFP for a calendaring and case management system. It was 
indicated that the first draft was complete as far as purpose, background, scope and objectives. 
The RFP includes two phases; one to review and validate the requirements and the second 
optional phase to have the vendor produce an RFP to be used to procure.   The intent of the 
presentation was to discuss these topics and get agreement on the structure and content to move 
forward with the RFP. 
 
Discussion about whether the scope was agreeable to the group followed. While calendaring and 
caseflow management were the primary areas, the RFP also included business functionality for 
county clerks, including financial and accounting requirements.  
 
Mr. Jeff Hall reviewed the actual Statements of Work in the draft. He indicated AOC had worded 
them to provide specific guidance on what they should include in the analysis and discussion of the 
proposed solution, including major alternatives, requirements fit, and the cost benefit analysis. 
 
Mr. Hall indicated that the study purpose is to have the vendor provide the recommendation along 
a buy/build/best of breed type approach.   
 
There was a discussion about the suitability of the scope defined in the RFP. Mr. Hall stated that 
AOC was familiar with the vendor community and their applications. The RFP requirements were 
broadened to include additional items AOC knew were generally available in various packages.  
 
The stated preference for commercial off the shelf and/or best of breed solutions over custom built 
efforts was noted. This is consistent with the IT Strategic Business and Operational Plans from 
Ernst and Young and the recent motion and vote from the Superior Court Judges' Association.   
 
There was discussion about the relevance of the July 1, 2011 date coming from the SCJA and 
included in the draft. There was also discussion of the inclusion of the LINX system. The question 
was asked by Mr. Hall if LINX could be picked up as is and installed and implemented statewide to 
solve the calendaring and caseflow management needs for the superior courts. Mr. Hall indicated 
that there appeared to be need to re-platform LINX and those costs should be taken into 
consideration.  
 
Justice Fairhurst stated there is a need for clarification from the SCJA as to whether they meant 
LINX as it currently exists or as LINX envisions itself in the future, because it is time for them to 
update their program.  
 
Judge Wynne stated his understanding from the SCJA’s Board that it was intended only to 
consider a product that was ready to be implemented and installed as of July 1, 2011. 
 
Mr. Jeff Hall read the wording of the request regarding deployment of the solution to one or more 
courts on or before July 1, 2011.  Mr. Hall pointed out that the statement does not exclude a 
system that does not meet this date, but rather to have the vendor answer the question of “is this a 
feasible date in response to the question from the judges”. 
 
Motion – Mr. William Holmes made a motion that the JISC authorize AOC to initiate a feasibility 
study on a calendaring and case management solution for superior courts to include the identified 
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core elements, requirements, and expectations to include today’s clerk’s concerns if the verbiage 
can be adjusted to adequately reflect that, and to include that the LINX system analysis be 
considered. The request was to include all of what is in the draft RFP, and the clerk’s concerns 
with verbiage adjustment was to be added along with consideration of the LINX system. 
 
The motion was seconded. 
 
Justice Fairhurst clarified her understanding that the clerk verbiage would be specifically for a 
calendar and case management system, but would capture other functionality the vendors may 
offer. This would give the JISC a view of the products; however the main focus is on the calendar 
and case management system, with a desire to not have anything in the RFP exclude LINX. 
 
Mr. Rich Johnson offered an amendment to the motion to cap the amount of the RFP at $250,000. 
 
Seconded and voted on. Motion Passed. 
 
Ms. Marti Maxwell asked if a business process mapping was being considered. Mr. Hall responded 
that the intent is to validate the requirements that we have today.  
 
Justice Fairhurst concluded that there was more work, but this feedback allows AOC to go forward. 
She expressed that it might be helpful for the Executive Committee to review the revised RFP 
before it goes out for the next JISC meeting on June 25th. 
 
Jeff requested formal approval from the JISC to follow the Information Services Board (ISB) 
feasibility study guidelines. He noted that they include a very specific set of financial sheets and a 
way we get the information back consistent with standards in state government. 
 
Justice Fairhurst indicated that the group should formally adopt that approach as it provides a good 
opportunity to see if the ISB format is beneficial. If so, the JISC might decide to make it a standard 
going forward, or revise it if it is not helpful to us.  
 
Motion – Justice Fairhurst moved that we adopt Mr. Hall’s proposal to follow the feasibility study 
guidelines.  
 
Seconded and voted on. Motion Passed. 


 
 


PMO Snapshot 
 
Mr. Dirk Marler gave an overview of the Project Management Office.  Mr. Marler explained that the 
project management office is part of the ISD Standards and Policies section at AOC.  The PMO 
has two primary objectives: 1) to support the IT governance by providing this initial assessment of 
concepts and projects and ideas that you float through the Information Services Division, either 
through this formal process that we’re now beginning to institutionalize, or through the back door 
(or less formal processes that we’ve been utilizing for years and now we’re trying to formalize that 
process in the IT with the IT governance process), and 2) one of the roles of the project 
management office then, is to do an initial high level assessment of the requests that come 
through, initial sizing, and then eventually scheduling of projects that may be approved, and 
monitor and show progress on the projects as they move through the system.  
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The feeling at this body and the court community is that we weren’t doing an adequate job at AOC 
in managing our projects. That we weren’t doing a good enough job about being accountable and 
being transparent in doing that.  We are learning and getting better as we refine and practice the 
discipline. 
 
We have, as of today, about 12 projects that the PMO is working on and they include the various 
transformation initiatives that have been referred to, the Data Exchanges, and working on the 
feasibility study that we’ve talked about today. Then, those additional projects that may float 
through the governance process once we get that fully stood up and operational here over the next 
few weeks. 
 
JIS IT Governance Policy 
 
Mr. Dirk Marler described that what you see in your materials is the first very rough draft of what 
the JIS IT Governance policy may look like.  We’re trying to get to a more consistent format for 
what those look like, what the hierarchy is between what is a policy, what is a standard, what is a 
guideline, and a central place to go and find those things when you have questions that need to be 
addressed. What you see in your materials very much replicates the practice of the Information 
Service Board.  We would solicit, either now or between now and the next meeting, your feedback 
on not just the content of this draft policy on the IT Governance that we’re working on for your 
eventual approval, but the format and whether or not this is something that you believe may meet 
your needs.  
 
If you have comments, questions, feedback on that format, the approach, or the content, please 
get those to basically any of us, although Vicky Marin is the prime. 
 
Further discussion will be held until the June meeting. 
 
OTHER BUSINESS  
 
Next Meeting 
 
The next regular JISC meeting will be June 25, 2010, at the AOC SeaTac facility; from 9:00 a.m. – 
12:00 p.m.  
 
Adjournment  
 
There being no further business of the JISC, the meeting was adjourned at 3:00 p.m. 
 
 
ACTION ITEMS 


• The committee is requested to provide feedback on the JIS IT Governance policy to Vicky 
Marin by the June 25th, 2010 JISC meeting. 


 
 








ISD Transformation


June 25, 2010


IT Governance Process Implementation 







Agenda
• Introduction – moving from theory into action


• Communications Overview


• Associations


• Court Level User Groups


• Work in Progress


• Service Delivery and Applied Governance


• Intake Portal Screen Shots


• Next Steps







Associations 


• Collaboration of JSD, JIS Education, Business 


Liaisons to develop information and procedures


• Reaching out to communicate with the associations


• Kathy Wyer, Chris Ruhl, Heather Morford, Vicky 


Marin from AOC


• Information is prepared and ready







Delivering the Message


• WAJCA presentation complete


• Clerk’s Conference scheduled for June 23


• DMCJA scheduled for June 25 in Vancouver


• Will deliver to others as we get on their agendas







Court Level User Groups


• Collaboration with JSD, JIS Education, Business 


Liaisons to develop information


• Have had feedback from all court level user groups; 


however may need more representation from 


Superior Court level


• Communication with the CLUGs planned from:


• Kathy Wyer, Chris Ruhl, Heather Morford, Vicky 


Marin from AOC


• Information focus is on set up, guidance and criteria







Delivering the Message
• CLUG and Association information will include


• Executive summary


• Fact sheets


• High level work flows


• CLUGs will receive training on scoring and process


• CLUGs will receive facilitation on process during 


their first meeting


• Working to set up groups and rollout the information







Work in Progress


• Criteria to help initiate high level user groups


• Return of existing customer change requests to 


associations for review


• Web portal and web forms







Service Delivery


• Applied governance


• Service manager Kevin Ammons


• Building methods to handle the intake, 


communication and scheduling functions


• Work is underway


• Two major functions 


• ITG Request intake and sizing


• ITG Request scheduling for approved requests







ITG Request Process Overview


• A request is initiated by any stakeholder or group of stakeholders
• One of 11 groups endorses, and possibly modifies, the request


• ISD gathers Subject Matter Experts to prepare an analysis of the request
• The Endorser validates the analysis fulfills the business need and should 
proceed through the ITG process


• The Court-level User Group decides a unanimous ‘yes’ or ‘no’ or 
‘pros and cons’ 
• Delivered in priority order to the JISC


• The JISC makes any modifications and authorizes requests to proceed
• ISD schedules the request based on priority and resource availability


• The request is executed and the project is delivered
• All stakeholders are informed of completion


• All affected portfolios are updated to reflect the completed request







ITG Portal


Ready in July Ongoing Improvements
Initialize/ Endorse Analyze Recommend Schedule


- Improvements will automate communications and work flows.
- Some requests will not actually be acted upon by JISC, but rather by the Service Manager, 
Vonnie, or Jeff, depending upon the type of the request and the dollar amount.


There will be a 
single entry point 
for customer 
change requests.


F/S


DM


Service Manager 
owns process


Service Manager 
owns process


DM = Decision Matrix
F/S = Feasibility Study needed







Governance Activities 


Outputs


‐ AOC’s single, unified analysis of the IT Governance Request


Process


‐ Finalize analysis, considering all applicable policies and programs


Inputs


‐ Endorsed IT Governance Request ‐ Draft analysis by AOC SMEs


Analysis Phase







Governance Activities 


Schedule Phase


Outputs


‐ Schedule of projects


Process


‐ Schedule request based on priority, resource availability, and other 
factors


Inputs


‐ Request prioritized by CLUG ‐ Request authorized by JISC 







Governance Activities 


Outputs


‐ Portfolio updates‐ New or changed 
service


‐Master Change 
Calendar


Process


‐ Coordinate release, deployment, and change management activities


Inputs


‐ Release and deployment plans for production changes


Delivery Phase







Web Portal
• Intake process to be ready in early July


• Initially will be the central location to send in 


requests


• Incidents will still travel the same path through 


RightNow / eService tickets


• Ongoing will add features to automate the workflow







Intake Portal







Intake Portal







Send in Request







Status of Request







Next Steps


• Continue overview with associations and CLUGs


• Open portal early July


• Develop final Service Delivery processes relating to 


intake and scheduling








ISD Transformation


June 25, 2010


Superior Court Management 
Feasibility Study 







Agenda
• Current Status


• Key Points


• Review and acceptance of changes


• Schedule


• Next Steps







Balance


• “The primary goal of the feasibility study is to 


determine the feasibility of alternatives to provide 


calendaring and caseflow management business 


functionality to Superior Courts.”


• However, we need to be positioned to fully consider and 


understand the extent to which the products also meet 


our requirements for SCOMIS and JRS functionality







Current Status


• Updates to RFP language based on feedback from 


May 19, 2010 meeting


• Divided requirements into 
• mandatory (case management and calendaring) 


• desirable (other business functions


• Added in LINX as potential solution







Key Points


• Phase 1 – review of requirements and market options


• Phase 2 – prepare an RFP for system procurement


• General requirements sent; specific requirements to 


be ready for successful vendor


• Issue: need resources with Superior Court 


expertise to confirm specific requirements


• Project Manager has assembled the RFP document for 


review and distribution to vendor community


• Estimate release date July 1st







Schedule







Issues


Scope of RFP
Evaluation beyond caseflow management and calendaring 
increases cost and adds time


Resources
Resource availability to solidify requirements 


Decision Package 
Timing; preparing for legislative action versus feasibility 
study output availability







Next Steps


• JISC RFP Approval


• Release RFP 
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Judicial Information System Committee Meeting      June 25, 2010 


DECISION POINT – GR 30 AMENDMENT PROPOSAL 


MOTION:   


• I move that the JISC recommend the amendment of GR 30 to the Supreme Court, 1) removing 
the requirement that a law enforcement officer must have applied for a password from an 
electronic filing service provider, and 2) providing that electronic documents initiated by law 
enforcement and submitted to a court or prosecutor through SECTOR or a secured system 
approved by the presiding judge are presumed signed by the officer. 
 


I. BACKGROUND  
E-ticketing allows law enforcement officers to electronically create and submit collision reports, 
notices of infraction and citations to courts and state agencies using the Statewide Electronic 
Collision and Ticket Online Record (SECTOR) application.    This process benefits law enforcement 
officers, court staff, and DOL and DOT staff by reducing filing time and data entry time, and by 
providing more accurate data.   


Officers create eTickets by signing onto the SECTOR client application.  Once created, the ticket(s) 
may be served on a defendant and electronically filed with a court or routed to a prosecutor for review 
and filing with a court.  The officer's signature on the ticket is achieved by using their User ID and 
Password, following GR30. See GR 30(d)(2)(D). 


Many counties and cities do not authorize police officers to directly file criminal charges.  Instead, the 
prosecuting authorities in these jurisdictions require police officers to forward their reports for 
prosecutor review.  GR 30(d)(2)(D) does not explicitly provide that documents completed by officers 
in the SECTOR system that are sent to the prosecutor for charging purposes will be presumed to 
have been signed by the officer for purposes of the perjury statute. The same issue applies with 
respect to any documents attached to the eTicket and filed with the court. 


This proposal treats any document completed by an officer with his or her user id and password that 
is transmitted through the SECTOR system to a prosecutor or to a court as being “signed under 
penalty of perjury.” 


II. PROPOSAL  


The JISC is being asked by the Washington Traffic Safety Commission (WTSC) to recommend to 
the Supreme Court amendment of GR 30.  The proposed amendment would specify that a 
document submitted electronically to a prosecutor is presumed signed under penalty of perjury 
when an arresting or citing officer uses his or her user id and password.  


III. OUTCOME IF NOT PASSED 


There may continue to be an issue in some jurisdictions about whether an electronically filed ticket or 
supporting documents were properly signed under GR 30.  Prosecutors in sizeable jurisdictions are 
reluctant to use SECTOR until this issue is resolved.  Courts and law enforcement in those jurisdictions 
will not be able to eliminate the redundant data entry and error rate through electronic ticketing and 
collision reporting.  








STATE OF WASHINGTON


WASHINGTON TRAFFIC SAFETY COMMISSION
621 8th Ave SE Suite 409., P0 Box 40944, Olympia, Washington 98504-0944, (360) 753-6197


June 14, 2010


Honorable Mary Fairhurst
Justice of the Supreme Court
P0 Box 40929
Olympia, WA 98504-0929


Re: uSC consideration of GR 30 amendments


Dear Justice Fairhurst:


I write to respectfully request that the Judicial Information System Committee (JISC) please consider
the following request on behalf of the Electronic Traffic Records Initiative (ETRIP) and the
Statewide Electronic Collision & Ticket Online Records (SECTOR) application, as well as other
electronic records applications being used now and in the future. I am requesting that the JISC
review the requested changes to GR 30, described in the attached cover letter, during their June 25th


meeting and recommend that the changes go before the Supreme Court Rules Committee for
expedited review.


SECTOR and the ETRIP project have been extremely successful and well received by courts. and law
enforcement alike. However, oversight in the original changes to GR 30 along with prosecutor
enhancements made to the SECTOR application, have caused legal issues in the following areas:


• User IDs and Passwords of SECTOR users
• Certification of officer’s reports and attached documents


The first two pilot prosecutors will begin using the application in July and August with training
planned for all prosecutors beginning in October. If the court rule is not changed, law enforcement
officers and prosecutors alike will be required to spend additional time in “workarounds”. In some
situations, even with the “workarounds”, cases will still be dismissed. In many cases they will decide
not to utilize the system until these changes are made. Overall, the lack of changes to GR 30 negates
the efficiency and accuracy gained by SECTOR and electronic records.


Thank you in advance for allowing the JISC to consider the changes to GR 30 on the June 25th


agenda and for recommending that they go before the Supreme Court Rules Committee for expedited
review.


Sincerely


Ken Sullivan
Washington Traffic Safety Commission


Attachments:
GR 9 cover sheet
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Selected excerpts from the RFP for JISC review at the June 25, 2010 meeting.  
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Section I Introduction 
A. Executive Summary 


 


At the direction of the Judicial Information Systems Committee (JISC), the 
Washington State Administrative Office of the Courts (AOC) is initiating this 
Request for Proposal (RFP) to solicit responses from Vendors interested in 
preparing a feasibility study regarding the acquisition and implementation of an 
automated system in support of the calendaring and caseflow management 
business functions of the Superior Courts in Washington State. 


 


The AOC seeks qualified expert Vendor support to review and refine functional 
and technical requirements for a calendaring and caseflow management system, 
identify and analyze potential calendaring and caseflow management solution 
alternatives based on requirements, and to provide feasibility analysis expertise 
and consulting.  


 


AOC is interested in understanding additional system capabilities with respect to 
docketing, accounting, document creation / tracking and records management or 
other additional capabilities. 


 


Depending on the alternative selected, the Vendor may be requested to continue 
with the second phase of the project: to write an RFP for the procurement of a 
selected system or service alternative that meets AOC requirements, and to 
provide evaluation criteria for assessing the RFP responses and selecting the 
most qualified Vendor/proposal.  The Vendor must bid their proposal in two 
phases, feasibility study and procurement RFP, to allow for this decision point. 


B. Background   


 Washington Courts Profile  


 


The Administrative Office of the Courts (AOC) was established by the 1957 Legislature 
and operates under the direction and supervision of the Chief Justice of the Supreme 
Court, pursuant to chapter 2.68 RCW.  The mission of AOC is to advance the efficient 
and effective operation of the Washington Judicial System. 



http://apps.leg.wa.gov/RCW/default.aspx?cite=2.68�
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The AOC provides significant support to the Washington Courts across a variety of 
business areas including the provision of information technology systems which 
support the business functions of the state’s appellate and trial courts and serve as the 
repository of state-wide court data accessed by the courts and other local, state, and 
federal justice system partners. 


 
In the provision of information technology services to the appellate and trial 
courts, the AOC operates under the oversight and direction of the Judicial 
Information System Committee (JISC) as established by the Judicial Information 
System Committee Rules (JISCR) adopted in 1976. 


 
The Superior Courts in Washington State are the courts of general jurisdiction. The 
Superior Courts have exclusive jurisdiction over felony crimes, real property rights, 
family law, probate, guardianship, mental illness, juvenile, and civil cases over 
$50,000. The Superior Courts operate in 32 judicial districts, with 27 judicial districts 
comprised of a single county and 5 districts comprised of either two or three counties.   


 
By virtue of their office, each of the 39 elected or appointed County Clerks also serve 
as the Clerk of the Superior Court in their respective County, with responsibility for 
maintaining the Court’s files, creating the official docket, recording minutes of court 
proceedings and the collection and receipt of all funds required to be paid or held in 
trust by the Court. 


 


For more information on the JISC, go to: 


http://www.courts.wa.gov/jis/?fa=jis.display&theFile=jisGovernance 


 


For more information on the Washington Courts, go to: 


 www.courts.wa.gov. 


 


Project History 


 


Several prior studies and efforts have been undertaken to improve the level of 
calendaring and caseflow management business functionality provided to the trial 
courts, including the development and implementation of the Courts Automated 
Proceeding System (CAPS) in the Yakima County Superior Court in 2004.   Neither the 
CAPS solution nor other efforts have resulted in the broad provision of calendaring and 
caseflow management functionality to the state’s trial courts. 



http://www.courts.wa.gov/jis/?fa=jis.display&theFile=jisGovernance�

http://www.courts.wa.gov/�
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In 2008 the JISC contracted with Ernst and Young to produce a series of strategic, 
business and operational plans to guide the JISC and AOC in the development and 
implementation of new information technology solutions and, where appropriate, the 
retirement and replacement of legacy applications.  This feasibility study represents the 
first effort under the plans to extend the level of business functionality provided to the 
courts and implicates the potential modernization of one or more legacy applications. 
 
Under the governance model adopted by the JISC, the Superior Court Judges’ 
Association has requested that the JISC pursue the acquisition and implementation of 
an information technology solution primarily in support of their calendaring and 
caseflow management business functions.   


C. Project Scope 


The AOC seeks proposals from persons and organizations primarily qualified to 
identify and analyze potential calendaring and caseflow management solution 
alternatives and to provide feasibility analysis expertise and consulting.  


 


These services are to cover both phases of the project from the start date of the 
contract.  The project cost shall be based upon deliverables identified in the Statement 
of Work (Attachment D) at the bid-upon fixed price, with a not to exceed total project 
cost of $250,000. 


 
Phase 1 of the project is covered by tasks one (1) through six (6), inclusive, of the 
Statement of Work (Attachment D).  Phase 2 of the project is covered by tasks seven 
(7) and eight (8) of the Statement of Work (Attachment D).  


 


The feasibility study shall also address the impacts, in whole or part, on any legacy 
systems which provide additional business functionality to the Superior Courts and/or 
County Clerks that is replicated in the best-few alternatives identified in the feasibility 
study. These systems include, but are not limited to, the Courts Automated 
Proceedings Systems (CAPS), Superior Court Information System (SCOMIS) and the 
Judicial Receipting System (JRS). 


 
AOC knowledge of the potential Vendor community suggests that the products 
available on the market which provide calendaring and caseflow management business 
functionality also provide business functionality currently provided to the Superior 
Courts and County Clerks in AOC developed and hosted legacy applications.  These 
additional functions include but are not limited to docketing, accounting, document 
creation / tracking and records management.  AOC is interested in understanding 







June 16, 2010  Page 5 of 18 
 


additional system capabilities with respect to docketing, accounting, document creation 
/ tracking and records management or other additional capabilities.  
An analysis of Pierce County Legal Information Network Exchange (LINX) system with 
the listed requirements is also to be provided.   


 
Consistent with the IT Strategic, Business and Operational plans adopted by JISC, the 
simplification of the JIS portfolio and technology infrastructure is a primary 
consideration in the acquisition and deployment of new systems. 


 
Bidders must submit a written proposal to respond to this RFP. Bidders must comply 
with all requirements of this RFP, or AOC may reject the bidder’s proposal as non-
responsive.   


 


 


Attachment A; System References 
 


Caseflow Management  


“Caseflow management is the court supervision of the case progress of all cases 
filed in that court. It includes management of the time and events necessary to 
move a case from the point of initiation (filing, date of contest, or arrest) through 
disposition, regardless of the type of disposition. Caseflow management is an 
administrative process; therefore, it does not directly impact the adjudication of 
substantive legal or procedural issues.”  


“Caseflow management includes early court intervention, establishing meaningful 
events, establishing reasonable timeframes for events, establishing reasonable 
timeframes for disposition, and creating a judicial system that is predictable to all 
users of that system. In a predictable system, events occur on the first date 
scheduled by the court. This results in counsel being prepared, less need for 
adjournments, and enhanced ability to effectively allocate staff and judicial 
resources.”  


Caseflow Management Guide, Page 1, State Court Administrative Office of the 
Courts, Lansing, Michigan, Undated.  


 


Case Management System  


A case management system supports caseflow management through 
establishment and compliance monitoring and enforcement of case deadlines 
and events, whether those deadlines and events represent requests for hearings 
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to be held, the conduct of hearings before the court, activities that occur outside 
the direct purview of the court (i.e., mediation, settlement offers or efforts), 
exchange of information between parties and the filing of certain documents.  


 


A case management system generally provides reports or screen based 
information used to manage individual cases and groups of cases the caseload 
level by case type. A case management system generates reports, letters, forms, 
and other documents necessary to communicate approaching or missed 
deadlines (compliance and enforcement).  


 


A case management system supports different sets of general case events by 
type of case, and sub-type of case.  


 


Calendaring (resource scheduling) System  


Calendaring is the activity of scheduling cases for hearings before the court and 
consists of the coordination of case actors (judges, attorneys, litigants, 
interpreters, etc.) and physical resources (court rooms, AV equipment, etc.) 
based on a set of conditions that include case type, hearing type, required actors, 
and required physical resources. For example, a request for a motion hearing in 
a domestic case before Judge A (conditions) would result in the hearing being 
set on the next future date that Judge A is scheduled to hear domestic case 
motions). 


 


A calendaring system supports calendaring through automation of case hearing 
scheduling based on a set of rules (conditions). A calendaring system produces 
reports that details all cases scheduled for a particular date, time, and place and 
reports that detail all of the scheduled hearings for a particular case. A 
calendaring system generates notices to individuals regarding the scheduling of 
hearings in a particular case.  


 


Calendaring is a sub-activity of case management. That is, you may have a 
calendaring system without having a case management system. A case 
management system presumes the existence of a calendaring system as either 
part of the case management system or through the exchange of data with a 
separate calendaring system.  
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Docketing Systems  


Docketing is the creation and maintenance of the legal record of court actions 
taken and documents filed in a particular case. A docketing system is the 
creation and maintenance of that legal record in electronic form.  


 


As a general rule and practical matter, calendaring and/or case management 
systems are highly dependent upon the data and information in a docketing 
system. For example, a summary judgment motion is filed and the official record 
of that document is created in the docket. The motion also serves as the request 
for court time to be calendared. The motion also serves as the date marker 
relative to a case management rule regarding the sequencing and timing of the 
request and scheduling of the hearing for purposes of compliance monitoring and 
enforcement. 


 


Accounting System 
An accounting system is a software application that records and processes financial 
and accounting transactions for an organization.  Accounting systems provide 
capabilities to manage accounts receivable, disbursements, and other financial 
functions.  An accounting system will maintain an audit trail to provide security of 
data and information for management reporting.  Accounting systems are 
configurable to suit the needs of the customer. 


 
Document Creation and Tracking 
Document creation and tracking is the ability of an application to generate 
documents, notices, summons, juvenile transfers, and orders and to track those 
documents.  This is usually accomplished by means of pre-filled forms or templates 
that create documents based on information from a selected case or proceeding.   
 
Records Management 
Records management encompasses all activities that relate to the management of 
court records from the time they are created until their final disposition.  This 
includes, creation, tracking, sealing, expunging, presenting for public information 
requests, and all other activities to effectively track a record throughout its lifecycle.   
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Statement of Work (Attachment D) 
The contractor will provide the deliverables below:   


Phase 1: Feasibility Study 


1. Work with AOC staff to develop a project work plan and schedule, to be 
approved by the AOC, for completion of tasks and deliverable outlined in this 
statement of work. 


2. Work with AOC staff and the court community to validate, and to the extent 
necessary refine and augment, functional and technical requirements, with 
definitions, necessary to support the calendaring and caseflow management 
business functions of the Superior Courts, the business functionality provided by 
the SCOMIS system for the County Clerks, and the financial and accounting 
functionality provided by the Judicial Receipting System for the County Clerks.  
An initial draft of requirements is in Appendix E.  


3. Work with AOC staff to identify and assess alternatives to provide calendaring 
and caseflow management business functions of the Superior Courts, the 
business functionality provided by the SCOMIS system for the County Clerk’s, 
and the financial and accounting functionality provided by the Judicial Receipting 
System for the County Clerks. 


4. Work with AOC management and subject matter experts to recommend an 
approach from the best-few alternatives.   


5. Work with AOC staff and management to develop an overall systems migration 
approach for implementation of the best-few alternatives in a logically sequenced 
fashion. This will include consideration of impacts to legacy applications such as 
retirement, in whole or part, of legacy systems that provide similar or duplicate 
functionality to that provided by the best-few alternatives.  


 


6. Prepare a formal written study to determine the feasibility of a project to 
implement a system or service which provides calendaring and caseflow 
management business functions of the Superior Courts, and may provide desired 
business functionality either unavailable or provided by the SCOMIS system for 
the County Clerk’s, and the financial and accounting functionality either 
unavailable or provided by the Judicial Receipting System for the County Clerks.  
The feasibility study must contain required elements as detailed in the Feasibility 
Study Guidelines for Information Technology Investments ISB Policy No. 202-G1  
http://isb.wa.gov/policies/202g.doc .   


 



http://isb.wa.gov/policies/202g.doc�
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A current list of elements is as follows:    


• Executive summary 
• Project background and business case 
• Project objectives 
• Customers, stakeholders and organizational entities impacted by the project 
• Organizational effects 
• Proposed solution 
• Major alternatives considered 
• Relationship to the agency’s business and IT strategic plans and IT portfolio 
• Relationship to and impacts on the agency and state technology infrastructure 
• Project management approach and organization 
• Quality assurance plan 
• Estimated timeline and work plan 
• Cost/benefit analysis, including basis for any assumptions 
• Risk assessment and mitigation strategy 
• Summary statement assessing the feasibility of implementing the selected 


alternative within the business environments of AOC and the Superior Courts. 
 


The following specific guidance shall be incorporated in the analysis and 
discussion of the Proposed solution, Major alternatives considered, and 
Cost/benefit analysis: 
• The primary goal of the feasibility study is to determine the feasibility of 


alternatives to provide calendaring and caseflow management business 
functionality to Superior Courts. 


• The stated preference for commercial-off-the-shelf and/or best-of-breed 
solutions over custom build efforts as contained in the IT Strategic, Business, 
and Operational plans. 


• Provision of calendaring and caseflow management business functionality as 
an enterprise solution hosted at the AOC. 


• Provision of calendaring and caseflow management business functionality as 
an enterprise solution based on Pierce County Legal Information Network 
Exchange (LINX) system. 


• Provision of calendaring and caseflow management business functionality 
hosted by individual courts or groups of courts from an established list of 
approved Vendor products with the capability of exchanging data with the 
state-wide data repository. 


• To the extent that the best-few alternatives do implicate, in whole or in part, 
retirement of legacy applications, a comparison of business functionality of the 
best-few alternatives and the legacy application(s).  In particular, an 
assessment of the docketing and other business functions in terms of workflow 
and keystrokes to complete similar work. 


• The feasibility of beginning deployment of the best-few alternative solutions to 
one or more courts on or before July 1, 2011. 
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Phase 2: Procurement RFP 
 


7. Develop a Request for Proposal (RFP) that clearly states the requirements and 
vendor responsibilities for implementing the selected alternative solution, which can 
be submitted to the vendor community in order to procure the proposed solution.  
The RFP must meet all State and Agency procurement requirements.   


 
8. Develop the assessment criteria and RFP evaluation process necessary to support 


selection of the proposal that best meets the system and program requirements 
defined in the RFP. 


 
Project Management: 
 


This position will perform project management duties associated with Phases 1 
and 2 of the feasibility and RFP development services and manage follow-on 
approval and procurement activities for the selected alternative, including but not 
limited to: 


• Develop, implement and maintain project management plans and planning 
documents utilizing standard ISD project management tools and templates where 
possible.  Work closely with contracted resources and key stakeholders in 
developing these plans.  Actively monitor and manage the project utilizing these 
plans.   


• Set, maintain and manage the project schedule (work plan) utilizing MS Project 
as the primary tool.   


• Actively manage issue, risk and change management processes.  Provide 
leadership in the identification, documentation and resolution of project issues 
and change requests using defined processes. 


• Manage communications with contracted resources, stakeholders and 
management to ensure effective and timely communications occur.  Develops 
and implements communication strategies.  


• Report project progress using standard AOC project reporting formats, 
supplemented by routine project status reports. 


• Consult with administration and vendor staff on solution design.   
• Coordinate acceptance of design deliverables within impacted stakeholders.   
• Lead the development of approval documents for external sources, such as the 


Judicial Information Systems Committee, and the leadership Associations of the 
primary Superior Court level stakeholders. 


• Direct staff in a matrix management scenario to complete assigned tasks as 
outlined in the work plan. 


• Ensure project quality standards are met.  
• Oversee and manage the project budget. 
• Provide implementation coordination and support. 
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• Develop measurement and monitoring methods.    
• Evaluate findings and recommendations of the Quality Assurance consultant.  


Develop and implement corrective actions as needed.   
 


Attachment E; Initial Draft Requirements 
Attachment E is provided as a general list of requirements and is not intended to be an all inclusive 
list. The successful vendor will be given an updated and detailed list of requirements at the start of 
work. These updates will be based on the National Center for State Courts (NCSC) model along with 
requirements unique to Washington Superior Courts and will serve as a baseline document. The 
successful vendor will review the requirements and potentially revise them during analysis in Phase 
1. 


 
General Notes.  Can a user associate notes with a docket, case, proceeding, calendar, financial 


transaction? 
 Notes.  Can judicial officers and others create secure notes on a calendar, docket, person, 


and other case/person record entries which are only viewable by themselves or a selected 
list of users or roles? 


    


Case  Case Type, Review Type, and Referral Type.  Are screens configurable by case type, review 
type, and referral type to display and collect information relevant to that type?  Case types 
include: criminal, civil, small claims, domestic relations, probate, mental illness, juvenile 
dependency, juvenile offender, truancy, at-risk-youth, juvenile referrals, infractions, 
parking, guardianships.  Appellate review types include: appeal of a trial court case, 
discretionary review of a lower court case, personal restraint petition, petition for sentence 
review,  judge and attorney disciplinary actions, attorney admissions, federal court 
certifications, death penalty review, and motions against the state. 


 Case Type Based on Charges/Violations.  Can the system automatically generate the case 
type based on the charge? 


 Case Type Based on Charges/Violations.  Can the system automatically trigger business 
processes (e.g., schedule a hearing, prevent forfeiture of bail) based on the charges or 
violations entered? 


 Case Type Change.  Does the system permit the changing of case type at any time during 
the case lifecycle (e.g., a dependency changes to a guardianship, then to a termination, then 
child is adopted; a guardianship turns into a probate; a divorce decree could have multiple 
modification actions)? 


 Case Number.  Can the system handle multiple formats for case numbers?  Currently, there 
are different formats for each court level, and multiple formats for a single court level. 
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 Related Cases.  Can groups of two or more related cases be created, maintained, and the 
grouping identified throughout the application?  Relationships include: consolidation, 
linking, associating a trial court case with an appellate case, associating a court of appeal 
case with a supreme court case, transfer of a case from one court to another, case type 
changes, and associating juvenile referrals with legal cases. 


 Related Cases.  Can docket information automatically propagate between related cases? 


 Case Activity Transfer.  Are there facilities for transferring all or selected case activity and 
person information from one case to another when transferring a case from one jurisdiction 
to another with a means to identify transferred versus new information? 


 External Identifiers.  Can a case be associated with unlimited external identifiers (e.g., 
citation number, booking number, arrest-based identifier, federal case number)? 


 Case Search.  Does the system provide for looking up and retrieving cases by identifying 
specific case or party identifiers (e.g., party names, attorney names, case numbers, court 
type, filing date range, vehicle information, warrant numbers, warrant issue date, no 
contact order #, Jail person Identifier, etc.)? 


 Case Flags or Alerts.  Is a facility provided to display case alerts (e.g., outstanding warrant, 
failure to appear, domestic violence alerts, accelerated or sealed cases) prominently and 
prevent conflicting action based on rules? 


 Skeletal Case Tracking.  Can the system initiate a case with skeletal/minimal information 
and track these cases for completion (e.g., add a case when documents are received even 
though the actual case filing documents have not been received or screened)? What is the 
minimum information required to initiate a case? 


 Batch Case Initiation and Maintenance.  Does the system accommodate both batch and 
single entry during the case initiation and maintenance process (e.g., allow user to select 
multiple cases and update all with like information)? 


 Court Official Assignment.  Is there an option for multiple court officials such as judges or 
case managers to be assigned to a case based on pre-defined rules (e.g., retain/display 
primary judicial officer with option for additional officers and begin and end dates and 
reason for all)? 


 Problem Solving Cases. Can the system assign a case to a problem solving court (specialty 
court, e.g., drug court, mental health court, family court, etc.) and report on problem 
solving court cases? 


 Case Records Destruction/Deletion.  Is there a facility for regulating automatic 
destruction/deletion of electronic case data based on state rules? 
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Person and 
Participant 


Person-centric.  Can the system create and maintain a searchable and updatable collection 
of person records that uniquely identifies each person record and allows that record to be 
associated with one or many cases or orders?   


 Person Types.  Can the system differentiate between well-identified and non well-identified 
parties? 


 Contact Information.  Does the system allow multiple addresses, telephone numbers, 
driver's licenses, and email addresses to be associated with a person, allow the recording of 
the source of the information (e.g., the address was obtained from the Department of 
Licensing, or which court entered the address), maintain a history of changes, and allow 
selection of any specific item from the list? 


 Name Change.  Can the system maintain an audit trail of person name changes? 


 Confidential Person Information.  Is it possible to make specific information about a person 
confidential and therefore allow access to authorized users? 


 Relationships.  Can the system maintain relationships between persons or between persons 
and organizations (e.g., aliases and true names, trade names, organization or geographical 
hierarchies, family relationships, court officials, and assigned court)? 


 Attorneys.  Does the system provide for maintenance of attorney information, (e.g., names, 
addresses, etc., including those for out of state attorneys, names of law firms, active status, 
email addresses, Bar Association attorney number)? 


 Business/Organization.  Does the system allow a user to identify a party either as a 
business/organization or as an individual, in order to apply the proper rules (e.g., Warrants 
and Failure to Appear notifications are not generated for businesses)? 


 Person Search.  Does the system provide look-up and retrieval by identifying specific party 
identifiers (e.g., names/alias names, date of birth, driver license numbers, department of 
corrections numbers, FBI, SID, and other user definable identification numbers)? 


 Case or Party Name Search.  When name searches are used to look up and retrieve cases or 
persons, are wildcard and phonetic capabilities provided? 


 History.  Can the system maintain and display a history of all participation in a case or 
referral? 


 Participant Associations.  Can associations and their effective dates be maintained between 
case participants (e.g., link multiple DBAs or garnishee defendants to a party, associate one 
or more attorneys with a party, associate one attorney with multiple parties, or withdraw 
an attorney from a case)? 







June 16, 2010  Page 14 of 18 
 


 Statewide History for a Person.  Does the system provide a comprehensive, summary view 
of a person's data throughout the application (e.g., all cases, accounting, warrants, etc.), 
across court levels and jurisdictions? 


 Warrants. Does the system have the ability to receive and respond to messages from 
outside systems and route information to the appropriate parties? (See Appendix K - 
Warrants-) 


 Warrants/No Contact Orders. Does the system allow one or more No Contact Order 
records associated with a single court order? 


 Person Alerts.  Is a facility provided to display person alerts prominently (e.g., create an 
alert that a person is dangerous)? 


    


Basic 
Calendaring 


Judicial Assignment.  Does the system handle assignment of a panel of judges to a hearing 
in addition to handling assignment of a specific judge? 


 Automatic Scheduling.  Can the court define rules for automatic scheduling (e.g., the 
maximum number of scheduled events by judge, by department, per day, per timeslot, by 
case type, by event type)? 


 Recurrence.  Can a user schedule regularly recurring hearings for a case (e.g., every six 
months)? 


 Schedule/Calendar View.  Are views of case settings for each court or judicial officer 
provided (e.g., daily, weekly, monthly, specified calendar or resource)? 


 Hearing Without a Case.  Does the system allow scheduling of an event which is not 
associated with a case?  Can that event be associated with an originating agency (e.g., law 
enforcement agency or prosecutor's office) number or another court's case number? 


 Judicial Conflicts/Recusals.  Does the system track recusals or conflicts between judges and 
parties?  How does the system use this information in case assignment and reassignment? 


 Schedule Changes.  Can a user set and reset a group of cases from one judge, judicial 
officer, or department to another as a single action (e.g., if judge retires or moves to 
another court)? 


 Hearing Notices.  Are hearing notices (with details of required appearances, submission and 
other obligations) generated (manually and/or batch) when a hearing is scheduled, 
rescheduled, or cancelled? 


 Draft Calendars.  Can the user maintain draft calendars that defer subsequent actions such 
as notice generation or docketing functions until calendar is finalized? 


 Calendar Setup.  Does the system allow the user to set pre-defined parameters for 
calendars (e.g., type of proceedings, type of case, duration, number of cases allowed)? 







June 16, 2010  Page 15 of 18 
 


 Case Screening.  Can a user enter additional criteria to contribute to efficient scheduling of 
a case for a hearing (e.g., priority, complexity of the case, suggested geographic location, 
issue/nature of proceeding identification)? 


 Confirmation.  Does the system allow a user to mark that a case participant has confirmed 
his/her presence at an upcoming scheduled hearing? 


    


Hearings Minutes.  Does the system provide for in-court minute entry processing or summary of 
proceedings? 


 Hearing Participants.  Does the system track parties/participants present at hearings?  This 
includes check-in date and time, when the hearing began and ended, when the party was 
called into the hearing, whether the party actually appeared in the hearing. 


    


Docketing Register of Actions.  Is the docket configurable by case type, so that it is automatically 
updated when specific actions (such as hearings, trials, financial transactions, disposition 
events, warrant and paper activity, and filings) occur on the case? 


 Document Viewing.  Can electronic documents (either documents generated by the CMS or 
linked to a third party system) be identified, retrieved and viewed from related records 
within the CMS (e.g., the docket entries)? 


 Sealed Documents.  Are facilities provided to identify a document or a portion of a 
document as "sealed" and to limit access to these documents throughout the system? 


 Event Relationships.  Can a user relate case events to each other to establish a “chain of 
events”? 


 Docket Search.  Can a user search and/or filter the docket by document or docket type (e.g., 
warrants, orders, decisions, phone calls, accounting, hearings) or by significant words or 
phrases? 


 Docket View.  Does the system provide customized views of the docket (e.g., for judges, the 
public, accounting)? 


    


Basic 
Accounting 
and 
Receipting 


Integration.  Are basic accounting, financial management, and collections monitoring 
functions fully integrated with the core case management system?  Integration includes 
links between accounting functions and case activities for the purpose of providing 
automatic edits or warnings.  It also includes automatic generation of docket entries for key 
financial transactions. 


 Universal Cashiering.  Does the system support "universal cashiering," (i.e., receipting a 
payment on a case at any court with automatic transfer to the accounts of the court)? 


 Payment Types. Does the system handle credit card and on-line payment processing? 
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 Payment Plans.  Does the system allow establishment of payment plans for an individual 
case and by combining all or part of a person's obligations on multiple cases? 


 Receipting.  Does the system handle non-case related payments and unidentified payments 
and later allow association to a case when unidentified payment is resolved? 


 Billing Accounts.  Does the system have a means to prepare and send billing statements? 


 Payments. Does the system track dishonored checks to prevent future check payments 
from the party? 


 Cashier Close Out.  Does the system handle balancing of individual cash drawers? 


 Joint and Several.  Does the system handle joint and several receivables and not count the 
amount more than once in financial reports? 


 Batch and Single Entry.  Does the system accommodate both batch and single entry during 
accounting and receipting processes? 


 Bail and Bonds.  Does the system record and track cash and non-cash bail and bonds (e.g., 
set, forfeit, exonerate, notifications)? 


 Chart of Accounts.  Are functions provided to automatically update and maintain a 
centralized chart of accounts and map to local accounting code information? 


 Bank Account Management.  Are basic bank account management functions provided (e.g., 
interest earning deposits, posting of interest accruals to bank accounting records and 
associating accruals with proper bank account, reconciliation of court and bank balances, 
identifying and processing dishonored payments [i.e., returned payments/items, counterfeit 
currency])? 


 Unclaimed Property.  Does the system account for identification, tracking, and return of 
unclaimed property? 


 Collections.  Does the system provide for collections management (e.g., identifying 
delinquent accounts, sending them to an outside organization for collection, automatic 
application of funds to the appropriate account receipted from outside collection 
organization, allow monitoring of payment compliance, generating reports)? 


 Remittance.  Does the system have the means to identify distribution of monies based on 
type of receipt (e.g., fines and fees are distributed to specific local and state accounts based 
on statutes and court rules)? 


 Accounts Receivable.  Can the system automatically create accounts receivables based on 
business rules (e.g., case initiation, by charge, by person, or case type)? 


    


Adjudication 
and 


Disposition.  Does the system record a separate disposition for each action and/or party 
(civil, appellate), referral reason (juvenile referral) or defendant/charge (criminal)? 
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Disposition  


 Subsequent Disposition.  Does the system allow a case to have multiple subsequent 
dispositions that trigger new statistical and time standards tracking? 


 Conditions.  Does the system allow multiple conditions (e.g., jail time, fine, community 
service) to be associated with the disposition of each charge?  Does it allow a user to 
associate court-imposed outcomes (e.g., waives, suspended) with a specific condition? 


 Opinion Decision.  Can the system handle decisions where multiple opinions may be filed 
with that decision? 


 Opinion Judges.  Does the system allow one to nine judicial officers to be associated to an 
opinion and identified as concurring and/or dissenting? 


 Orders/Rulings.  Can the system be configured by court level to record and enforce who or 
what type of official signs orders, rulings or opinions (e.g., only appellate judges sign orders 
and opinions, and only appellate court clerks and commissioners sign rulings)? 


 Case Closure.  Does the system accommodate automatic, as well as manual, closure of a 
case (i.e., when certain conditions are met)? 


 Audit Trails.  Does the system maintain an audit trail of modified or amended charges? 


 Record Plea.  Does the system record a plea/change of plea for each charge? 


 Send Notification to Comply.  If an appeal mandate is issued and further action is required 
by the trial court, can the system generate automatic notification to the trial court? 


    


Pre- and 
Post-
Disposition 
Compliance 


Automatic Out-of-Compliance Reporting.  Does the system provide for automatic "out-of-
compliance" reporting? 


 Compliance Status.  Does the system track pre- and post-disposition compliance with court 
ordered sanctions (e.g., full, partial, or non-satisfied)? 


    


System 
Configuration 
Maintenance 


Security Administration.  Does the system provide for decentralized security 
administration? 







June 16, 2010  Page 18 of 18 
 


 Confidential Case Information.  Does the system support the following types of 
confidentiality: 1. confidential case types (e.g., juvenile dependency, adoption) 2. draft work 
(e.g., appellate writing assignments and opinions in progress) 3. specific case components 
(e.g., confidential names, notes, events) 4. cases sealed by court order? 


 Configuration Administration.  Does the system provide for decentralized application 
configuration? 


 Configuration Levels.  Does the system allow configuration of processing rules and codes 
selectively, where some apply to all courts, some apply only to a court level (supreme court, 
courts of appeal, superior court, district court, municipal court, juvenile court), some apply 
only to a case type, and finally some apply only to an individual court? 


 Court Configurations.  Does the system handle multiple court configurations (e.g., a court 
with multiple locations where some functions are centralized and some are not)? 


 Fines/Penalties.  Does the system allow the association of a fine with a specific charge? 


 Statistics.  Does the system support case load statistical reporting (e.g., how many felonies, 
how many DUIs, how many infractions)? 


 Type of Law.  Does the system allow the recording of the type of law (e.g., agency 
regulation, local ordinance, statewide law)? 


 Effective Dates for Laws.  Does the system allow the recording of a date range with the 
various elements associated with a charge so that the effective date range can be tracked 
(e.g., crime changes from a gross misdemeanor to a felony, a felony goes from a C to a B 
felony)? 
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Proposal to Amend General Rule 30 
Concerning Electronic Filing 


 
A.  Name of Proponents: Submitted by the  JISC Committee (if they approve)  
 
B.  Spokesperson: It will be Justice Fairhurst (if the JISC approves)  
 
C.  Purpose: 
 


The ETRIP initiative started as an effort to reduce redundant data entry, reduce 
time required to create and file documents with courts and other agencies, and 
ensure the correctness of data. ETRIP allows Law Enforcement Officers to 
electronically create and send collisions and citations to the appropriate state 
agency. ETRIP consists of the SECTOR (Statewide Electronic Collision & Traffic 
Online Records) application, the JINDEX (Justice Information Network Data 
Exchange), and many enhancements to applications at AOC (Administrator for 
the Courts), DOL (Department of Licensing), and DOT (Department of 
Transportation). 
 
SECTOR is currently available free of charge to all local law enforcement in 
Washington.  It is being used by over 150 agencies and courts including WSP, 
Tribal agencies, and other local law enforcement agencies.   


 
ETRIP and SECTOR benefit Law enforcement officers, Court staff, and DOL and 
DOT staff by reducing filing time and data entry time, and by providing more 
accurate data.  Unfortunately, the current language of GR 30(d)(2) reduces 
SECTOR’s effectiveness. 


 
SECTOR consists of a client application that resides on a law enforcement 
officer's computer which allows them to quickly and easily capture date related to 
citations and collisions. This data is sent to the SECTOR BackOffice application 
which resides at WSP. The SECTOR BackOffice application stores and sends 
the data to the AOC, DOL, and DOT as applicable, where it is processed 
accordingly. 
 
Background and Proposed Change to GR 30(d)(1)(A) 
Law enforcement officers that receive SECTOR training apply for their User ID 
and Password by signing their class training roster.  They receive the User ID 
and Password after electronic filing training is completed.  They do not receive 
the user id and password from the electronic service provider.  Proposal to GR 
30(d)(1)(A) eliminates the words “applied for” and “provider”, which will allow law 
enforcement officers to use electronic filing as long as they have a user id and 







password.  This change in the rule does not affect the overall intent of electronic 
filing: that electronic filers must maintain and use a user id and password to 
electronically file their cases. 
 
Background and Proposed Change to GR 30(d)(2)(D) 
When an officer creates an incident/eTicket, using SECTOR, they sign onto the 
client application to create the incident. Once the incident is created, the ticket(s) 
may be served on a defendant and electronically filed with a court, or may be 
routed to a prosecutor for review and filing with a court. Defendants are no longer 
required to sign their copy of a ticket and an officer's signature on the ticket or 
citation is achieved by them using their User ID and Password, following GR30. 
See GR 30(d)(2)(D). 


 
Many counties and cities do not authorize police officers to directly file criminal 
charges. Instead, the prosecuting authorities in these jurisdictions require the 
police officers to forward their reports for prosecutor review. The prosecuting 
authority then makes an independent charging decision after reviewing the 
criminal history of the suspect, considering available defenses, the prosecutorial 
standards set forth at RCW 9.94A.411, and local charging standards. If the 
prosecuting attorney determines that charges will be pursued, the charging 
decision is memorialized by the filing of a complaint pursuant to CrRLJ 2.1(a). 


 
Unfortunately, GR 30(d)(2)(D) does not provide that documents completed by the 
officer in the SECTOR system that are sent to the prosecutor for charging 
purposes will be presumed to have been signed by the officer for purposes of the 
perjury statute. The same issue applies with respect to any documents attached 
to the eTicket and filed with the court. 


 
This proposal treats any document completed by an officer with his or her user id 
and password that is transmitted through the SECTOR system to a prosecutor or 
to a court to be “signed under penalty of perjury.” 


 
D.  Hearing: None needed. 
 
E.  Expedited Consideration: Requested. 
 
 







GR 30 ELECTRONIC FILING 1 
(a) Definitions 2 


 3 
 (1) "Digital signature" is defined in RCW 19.34.020. 4 


 5 
 (2) "Electronic Filing" is the electronic transmission of information to a 6 


court or clerk for case processing. 7 
 8 


 (3) "Electronic Document" is an electronic version of information 9 
traditionally filed in paper form, except for documents filed by facsimile which are 10 
addressed in GR 17. An electronic document has the same legal effect as a 11 
paper document. 12 


 13 
(4) "Electronic Filing Technical Standards" are those standards, not 14 


inconsistent with this rule, adopted by the Judicial Information System committee 15 
to implement electronic filing. 16 


 17 
 (5) "Filer" is the person whose user ID and password are used to file an 18 


electronic document. 19 
 20 


Comment: The form of "digital signature" that is acceptable is not limited 21 
to the procedure defined by chapter 19.34 RCW, but may include other 22 
equivalently reliable forms of authentication as adopted by local court rule 23 
or general. 24 


 25 
(b) Electronic filing authorization, exception, service, and technology 26 
equipment. 27 


 28 
(1) The clerk may accept for filing an electronic document that complies 29 


with the Court Rules and the Electronic Filing Technical Standards. 30 
 31 
(2)  A document that is required by law to be filed in non-electronic media 32 


may not be electronically filed. Comment Certain documents are required by law 33 
to be filed in non-electronic media. Examples are original wills, certified records 34 
of proceedings for purposes of appeal, negotiable instruments, and documents of 35 
foreign governments under official seal. 36 


 37 
 (3) Electronic Transmission from the Court. The clerk may 38 


electronically transmit notices, orders, or other documents to a party who has 39 
filed electronically, or has agreed to accept electronic documents from the court, 40 
and has provided the clerk the address of the party's electronic mailbox. It is the 41 
responsibility of the filing or agreeing party to maintain an electronic mailbox 42 
sufficient to receive electronic transmissions of notices, orders, and other 43 
documents. 44 


 45 







 (4) Electronic Service by Parties. Parties may electronically serve 1 
documents on other parties of record only by agreement. 2 


 3 
(5) A court may adopt a local rule that mandates electronic filing by 4 


attorneys provided that the attorneys are not additionally required to file paper 5 
copies except for those documents set forth in (b)(2). The local rule shall not be 6 
inconsistent with this Rule and the Electronic Filing Technical Standards, and the 7 
local rule shall permit paper filing upon a showing of good cause. Electronic filing 8 
should not serve as a barrier to access. 9 


 10 
Comment: When adopting electronic filing requirements, courts should 11 
refrain from requiring counsel to provide duplicate paper pleadings as 12 
"working copies" for judicial officers. 13 


 14 
(c) Time of Filing, Confirmation, and Rejection. 15 


 16 
(1) An electronic document is filed when it is received by the clerk's 17 


designated computer during the clerk's business hours; otherwise the document 18 
is considered filed at the beginning of the next business day. 19 


 20 
(2) The clerk shall issue confirmation to the filing party that an electronic 21 


document has been received. 22 
 23 


(3) The clerk may reject a document that fails to comply with applicable 24 
electronic filing requirements. The clerk must notify the filing party of the rejection 25 
and the reason therefor. 26 


 27 
(d) Authentication of Electronic Documents. 28 


 29 
(1) Procedures 30 


 31 
(A) A person filing an electronic document must have applied for and 32 


received a user ID and password from to use the applicable electronic filing 33 
service provider. 34 


 35 
Comment: The committee encourages local clerks and courts to develop 36 
a protocol for uniform statewide single user ID's and passwords. 37 


 38 
(B) All electronic documents must be filed by using the user ID and 39 


password of the filer. 40 
 41 


(C) A filer is responsible for all documents filed with his or her user ID and 42 
password. No one shall use the filer's user ID and password without the 43 
authorization of the filer. 44 


 45 
(2) Signatures 46 







(A) Attorney Signatures - An electronic document which requires an 1 
attorney's signature may be signed with a digital signature or signed in the 2 
following manner: 3 


 4 
s/John Attorney 5 
State Bar Number 12345 6 
ABC Law Firm 7 
123 South Fifth Avenue 8 
Seattle, WA 98104 9 
Telephone: (206) 123-4567 10 
Fax: (206) 123-4567 11 
E-mail: John.Attorney@lawfirm.com 12 


 13 
(B) Non-attorney signatures - An electronic document which requires a 14 


non- attorney's signature and is not signed under penalty of perjury may be 15 
signed with a digital signature or signed in the following manner: 16 


 17 
s/John Citizen 18 
123 South Fifth Avenue 19 
Seattle, WA 98104 20 
Telephone: (206) 123-4567 21 
Fax: (206) 123-4567 22 
E-mail: John.Citizen@email.com 23 


 24 
(C) Non-attorney signatures on documents signed under penalty of 25 


perjury – Except as set forth in (d)(2)(D) of this rule, if the original document 26 
requires the signature of a non-attorney signed under penalty of perjury, the filer 27 
must either: 28 


 29 
(i) Scan and electronically file the entire document, including the signature 30 


page with the signature, and maintain the original signed paper document for the 31 
duration of the case, including any period of appeal, plus sixty (60) days 32 
thereafter; or 33 


 34 
(ii) Ensure the electronic document has the digital signature of the signer. 35 


 36 
(D) Law enforcement officer signatures on documents signed under 37 


penalty of perjury. Arresting or citing officer signatures on citations, and notices 38 
of infraction filed electronically in courts of limited jurisdiction - 39 


 40 
(i) A citation or notice of infraction initiated by an arresting or citing officer 41 


as defined in IRLJ 1.2(j) and in accordance with CrRLJ 2.1 or IRLJ 2.1 and 2.2 is 42 
presumed to have been signed when the arresting or citing officer uses his or her 43 
user id and password to electronically file the citation or notice of infraction. 44 


 45 







(ii) Any document initiated by a law enforcement officer is presumed to 1 
have been signed when the arresting officer uses his or her user id and 2 
password to electronically submit the document to a court or prosecutor through 3 
the Statewide Electronic Collision & Traffic Online Records application, the 4 
Justice Information Network Data Exchange, or a local secured system that the 5 
presiding judge designates by local rule. 6 


 7 
(E) Multiple signatures - If the original document requires multiple 8 


signatures, the filer shall scan and electronically file the entire document, 9 
including the signature page with the signatures, unless: 10 


 11 
(i) The electronic document contains the digital signatures of all signers; or 12 


 13 
(ii) For a document that is not signed under penalty of perjury, the signator 14 


has the express authority to sign for an attorney or party and represents having 15 
that authority in the document. 16 


 17 
If any of the non-digital signatures are of non-attorneys, the filer shall 18 


maintain the original signed paper document for the duration of the case, 19 
including any period of appeal, plus sixty (60) days thereafter. 20 


 21 
(F) Court Facilitated Electronically Captured Signatures - An 22 


electronic document that requires a signature may be signed using electronic 23 
signature pad equipment that has been authorized and facilitated by the court. 24 
This document may be electronically filed as long as the electronic document 25 
contains the electronic captured signature. (3) An electronic document filed in 26 
accordance with this rule shall bind the signer and function as the signer's 27 
signature for any purpose, including CR 11. An electronic document shall be 28 
deemed the equivalent of an original signed document if the filer has complied 29 
with this rule. All electronic documents signed under penalty of perjury must 30 
conform to the oath language requirements set forth in RCW 9A.72.085 and GR 31 
13. 32 


 33 
(e) Filing fees, electronic filing fees. 34 


 35 
(1) The clerk is not required to accept electronic documents that require a 36 


fee. If the clerk does accept electronic documents that require a fee, the local 37 
courts must develop procedures for fee collection that comply with the payment 38 
and reconciliation standards established by the Administrative Office of the 39 
Courts and the Washington State Auditor. 40 


 41 
(2) Anyone entitled to waiver of non-electronic filing fees will not be 42 


charged electronic filing fees. The court or clerk shall establish an application and 43 
waiver process consistent with the application and waiver process used with 44 
respect to non-electronic filing and filing fees. 45 


 46 







[Adopted effective September 1, 2003; December 4, 2007.] 1 








AOC‐ISD Transformation


June 25, 2010


IT Governance
Superior Courts Readiness Assessment







Scope


Superior Court Calendaring


Superior Court Case Management


2







Objective


Update 2007 market study


Develop a limited market profile


Assist stakeholder assessment


3







Landscape


Existing WA State applications


Traditional COTS – established presence


Emerging COTS – employing new technologies


4







Offerings


Existing WA State applications


SCOMIS


LINX


Traditional COTS – established presence


Tyler Technologies


Emerging COTS – employing new technologies


New Dawn


5







Approach


Reviewed documentation


NCSC


2007 Market study


Conduct assessments


Use case groupings


Demonstration Workflows


6







Workshops


SCOMIS Review


On site 


LINX


Tyler  Odyssey


New Dawn JustWare


7







Deliverables


Use Case and Demonstration Workflows


Fit Reports (4)


NCSC User Requirements


JISC/AOC/ISD Requirements


Assessment


Findings


Summation


8







Assessment


Findings (Score out of a potential 100)


Values are calculated using a weighted scoring system applied to feedback 
received from 19 participants attending the workshops


Scores reflect a relative assessment between applications and NOT an 
qualitative or quantitative measurement


9


Tyler New 
Dawn


LINX Range


Screen Navigation 75 78 90 15
User Interface 77 62 84 22
Intuitive Usability 69 68 83 14
Demonstrated Workflow 94 86 78 16
Adaptability to Local Practice 85 82 77 8







Summation


COTS Solutions


Provides most functionality


High readiness relative to current NCSC practices


WA State Applications


SCOMIS: Lowest NCSC compliance


Optimized for current practices & data entry


Non compliance with JISC Enterprise Standards
10







Conclusion


This assessment provides JISC with a consolidated 
dataset about the four solution categories for 


case management and calendaring


The assessment of readiness should prove 
advantageous in subsequent efforts to address 


the business needs of the courts


11
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JISC       Draft Proposed Amendments – June 25, 2010 


 


JUDICIAL INFORMATI0N SYSTEM COMMITTEE 
BYLAWS  


Article One - Membership 


Section 1: Members of the Judicial Information System Committee shall be appointed by 
the Chief Justice in accordance with the Judicial Information System Committee Rules 
(JISCR).  


Section 2: The Committee by the adoption of a motion may designate ex-officio members. 
Ex-officio members shall not vote.  


Article Two - Officers 


Section 1: In accordance with JISCR 2(c) the Supreme Court Justice shall be the chair and 
the members of the committee shall elect a vice-chair from among the members who are 
judges themselves. 


Section 2: The chair, in addition to any duties inherent to the office of chair, shall preside 
at each regular or special meeting of the committee, sign all legal and official documents 
recording actions of the committee, and review the agenda prepared for each meeting of 
the committee. The chair shall, while presiding at official meetings, have full right of 
discussion and vote. 


Section 3: The vice-chair shall act as chair of the committee in the absence of the chair. 


Article Three - Meetings 


Section 1: Regular meetings of the committee shall be held bi-monthly pursuant to 
schedule available through the Administrative Office of the Courts. The chair may, at his or 
her discretion, cancel a meeting.  Meetings of the committee and all standing or special 
committees may be held by teleconference, videoconference, or any technology that allows 
all persons participating to hear each other at the same time. 


Section 2: The chair may call a special meeting at any time. Notice of a special meeting 
must be given at least twenty-four hours before the time of such meeting as specified in the 
notice. The notice shall specify the time and place of the special meeting and the business 
to be transacted.  


Section 3: Agenda - The agenda for all regular meetings of the committee shall be 
recommended by the ISD Director and approved by the chair.  


~ 1 ~ 
 


Section 4: Records of Committee Action - All business transacted in official committee 
meetings shall be recorded in minutes and filed for reference with the Administrative Office 
of the Courts. A staff member from the Administrative Office of the Courts must attend all 
regular and special meetings of the committee, and keep official minutes of all such 







~ 2 ~ 
 


meetings. Official committee minutes will be distributed in a timely manner to all members 
and persons who request copies on a continuing basis. 


Section 5: Parliamentary Procedure - Eight members of the committee shall constitute a 
quorum, and no action shall be taken by less than a majority of the committee members 
present. In questions of parliamentary procedure and other relevant matters not specifically 
provided for in these bylaws, the actions of the committee shall be conducted according to 
Robert's Rules of Order, newly revised. 


Section 6: The chair shall have the right to limit the length of time used by a speaker for 
the discussion of a subject. Nonmembers may speak if recognized by the chair. 


Article Four - Fiscal Matters 


Section 1: Expenses - Members shall be compensated for necessary travel expenses to 
attend meetings of the JIS Committee, its Executive Committee, and the Data 
Dissemination Committee according to State of Washington travel regulations. 


Article Five - Amendments 


Section 1: Bylaws of the committee may be amended by majority vote of the committee 
provided such changes are proposed at least one meeting prior to the meeting at which the 
vote is taken. Bylaws may be revised by unanimous vote of the membership of the 
committee at the same meeting at which the revision is originally proposed. 


Article Six - Executive Committee 


Section 1: Purpose - The Judicial Information System Committee's (JISC) Executive 
Committee is created to act on behalf of the entire JISC regarding those matters specified 
herein between regular JISC meetings. It shall be the objective of the Executive Committee 
to facilitate communication among JISC standing committee chairs, ISD management, and 
the JISC chair; to improve the quality of work done by the JISC; and to serve as a voice of 
the user community on JIS issues. 


Section 2: Powers and Responsibilities - The Executive Committee shall have the power 
and responsibility to act only on the following matters: 


1. Review and approve JIS budget requests for submission to the legislature.  
2. Review and recommend for submission to the full committee recommendations on 


governance and other policy matters.  
3. Offering advice, oversight, and consultation to ISD management.  
4. Representing the JISC in communications with the legislature and, as needed, with 


other interested groups.  
5. Other powers as assigned by the JISC.  


Section 3: Composition and Leadership - The Executive Committee membership shall 
consist of the following drawn from the membership of the JISC: 


 The JISC Chair  
 The JISC Vice Chair  
 The Administrator for the Courts  
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 One superior court judge appointed by the JISC Chair  
 One court of limited jurisdiction judge appointed by the JISC Chair  
 A county clerk appointed by the JISC Chair  
 One judge each from the court of appeals, the superior courts and the courts of 


limited jurisdiction, provided that the vice-chair shall be deemed the judge 
representing their level of court on the executive committee.  


The JISC Chair shall be the Executive Committee Chair. 


Section 4: Voting - Each member of the Executive Committee is entitled to one vote. 
Members present shall be a quorum. Majority vote shall decide all issues. 


Section 5: Meetings - Meetings of the Executive Committee shall be called by the Chair of 
the JISC as needed. 


Article Seven - Data Dissemination Committee 


Section 1: Purpose - The Judicial Information System Committee's (JISC) Data 
Dissemination Committee is created to act on behalf of the entire JISC to address issues 
with respect to access to the Judicial Information System and the dissemination of 
information from it.  


Section 2: Powers and Responsibilities - The Data Dissemination Committee shall have the 
power and responsibility to act only on the following matters: 


1. Review and act on requests for access to the JIS by non-court users in cases not 
covered by existing statute, court rule or JIS policy.  


2. Hear appeals on administrative denials of requests for access to the JIS or for 
dissemination of JIS data.  


3. Recommend to the JIS Committee policy on access to the JIS.  
4. Recommend to the JIS Committee changes to statutes and court rules regarding 


access to court records.  
5. Other powers as assigned by the JISC.  


Section 3: Composition and Leadership - The Data Dissemination Committee membership 
shall consist of the following drawn from the membership of the JIS Committee: 


 The JISC Vice Chair  
 Two superior court judges  
 Two court of limited jurisdiction judges  
 A county clerk  
 An appellate court representative  
 A trial court administrator appointed by the JISC Chair  


The JISC Vice Chair shall be the Data Dissemination Committee Chair.  


Section 4: Voting - Each member of the Data Dissemination Committee is entitled to one 
vote. Members present shall be a quorum. Majority vote shall decide all issues. 


Section 5: Meetings - The Data Dissemination Committee shall meet bi-monthly. The chair 
may, at his or her discretion, cancel a meeting. The chair may call a special meeting at any 
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time. Notice of a special meeting must be given at least twenty-four hours before the time 
of such meeting as specified in the notice. The notice shall specify the time and place of the 
special meeting and the business to be transacted.  
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COMPOSITION 
 
 
    (a) Membership. The Judicial Information System Committee (JISC) shall 
be appointed by the Chief Justice. The Chief Justice will consider for 
appointment those individuals who have been suggested by representative 
groups and associations from within the judicial system but shall not be 
bound thereby. In addition, the Chief Justice shall consider for 
appointment only those individuals who have demonstrated an interest and 
commitment to judicial administration and to automation of judicial systems 
and functions. The committee shall be composed of four members from the 
appellate court level (Supreme Court and Court of Appeals), five members 
from the superior court level, two of whom shall be members of the Superior 
Court Judges' Association, and one of whom shall be a member of the 
Washington Juvenile Court Administrators’ Association, five members from the 
courts of limited jurisdiction level, one of whom shall be a member of the 
Misdemeanant Corrections Association, and three at large members from outside 
the judiciary, one of whom will be a member of the Washington State Bar 
Association, one of whom will be a member of the Washington Association of 
Sheriffs and Police Chiefs, and one of whom will be a member of the 
Washington State Association of Prosecuting Attorneys. 
 
    (b) Terms of Office. The term of membership for those who are appointed 
to represent specific organizations shall be for a term of 3 years with the 
initial term as determined by lot, staggered so as to insure that an equal 
number of terms expire each year. Any vacancy in the membership of the 
committee shall be filled in the same manner in which the original 
appointment was made and the term of membership shall expire on the same 
date as the original appointment expiration date. 
 
    (c) Operation. The Supreme Court Justice shall be the chairperson. The 
members of the committee shall elect a vice-chairperson from among the 33 
members who are judges themselves. Meetings of the committee shall be called 
regularly and at a minimum of four times per year at the discretion of the 
chair. Any members with two unexcused absences from regularly scheduled JISC 
meetings during any calendar year shall be requested to resign and the 
respective association shall appoint a successor to fulfill the unexpired 
term. User advisory committees shall be established for each level of court 
and will be representative of the users at each level. Ad hoc committees 
shall also be established for the purpose of monitoring specific projects 
undertaken by the Judicial Information System. 
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Information Services 
Division


ISD OVERVIEW
Part 1 
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MISSION:


‘the mission of the AOC is to advance the
efficient and effective operation of the
Washington State judicial system”
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Our Customers


Judicial Branch Supreme Court
Court of Appeals (COA) – 3 Divisions
Superior Court – 39 Counties, 33 Juvenile Departments
Courts of Limited Jurisdiction (CLJ) – 56 Districts, 129 Municipals
AOC – Administrative Office of the Courts


Government Department of Licensing
Agencies Law Enforcement Agencies (WSP, DOC)


Social Services
State Auditor’s Office


Commercial Legal Offices
Businesses Insurance Companies


Property Management 
Claims Services
Bail Bonds


General Public Case Search
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Currently ~ 94 staff


Data  Mgmt


Operations


Architecture 
& Strategy


Standards & 
Policies


CIO & Staff


Infrastructure


ISD Organization
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PMO, Standards 
and Policies


17%


Architecture 
and Strategy


11%


Operations 
Maintenance


22%


Data 
Management, 
Application 
Development


13%


Infrastructure
29%


CIO, Managers 
& Admin


8%


Staff Distribution
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ISD Director


Infrastructure Operations
Data


Management
Standards  & 


Policies
Architecture 
& Strategy


Network


Server


Desktop


Applications


Support


DBA


Data 
Warehouse


Development


Database


Project Mgmt 
Office


Quality 
Assurance


Portfolio 
Mgmt


Solutions 
Mgmt


Enterprise 
Architecture


Service 
Delivery 


Tactical to Strategic Focus moving left to right 
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Applications, Data Warehouse and Infrastructure


Infrastructure
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o DISCIS – District Courts Information System - this application 
is used by the District, Municipal, and Superior courts
o SCOMIS – Superior Court Management Information System 
- Used by the Superior courts as their case management 
system.  Referenced by the other court levels in view-only 
mode
o ACORDS - Appellate Court Records & Data Systems -
released in 2002, this system is the case management system 
for the Supreme and Appellate Courts
o JCS – Juvenile and Corrections System
o JRS – Judicial Receipting System (Superior Courts)
o JABS – Judicial Access Browser System
o Web (Intra and Internet and applications)


Applications
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21 employees service, maintain and support the 
Judicial Information System applications. 


• DISCIS
• SCOMIS
• JRS
• JCS


Working on:
• outages
• incidents
• customer support


Operations
Bill Cogswell, Manager


Operations


• customer changes
• error corrections (Defects)
• legislation
• development


• ACORDS
• CAPS
• JABS
• Web


• eTicketing
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How we Spend our Time


• 20% ‐ 25 % Administration


• What varies by person?
• Maintenance and Support 
(Right Now Tickets)


• Quality Control 
(Proofing/testing/checking) 


• Known errors,  fixes,  
legislative, code updates


• Work on PMO sponsored 
projects


Administrative  20‐
25%


Incidents Maintenance 
Support  varies up to 


75%


Quality Control 5%  to 
10%


Fixes, Known Errors, 
Codes, Legislative 20%


PMO Assigned 15%
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27 employees operate and support 
equipment for AOC, Temple of Justice, and 
Court of Appeals, along with the Judicial 
Information System applications


Operate Data Center 
Manage Disaster Recovery program 


The group consists of the following units:
Desktop
Server
Network


Infrastructure  
Dennis Longnecker, Manager


Infrastructure
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Questions?

















































































Information Services Division Project Allocation & Expenditure Update


Initiatives   JIS Transition ALLOCATED EXPENDED OBLIGATED VARIANCE
Organizational Change Management Phase 1
Develop Organizational Change Strategy $224,000 $626 $0 $223,374
Implement New Organization Structure $136,000 $0 $136,000 $0
Organizational Change Management Phase 1-Subtotal $360,000 $626 $136,000 $223,374
Capability Improvement Phase I
Implement Change Management and Communications $350,000 $410,000 $0 ($60,000)
Implement IT Governance $721,000 $344,088 $198,125 $178,787
Implement Project Management Office (PMO) $734,000 $114,500 $396,000 $223,500
Implement IT Portfolio Management (ITPM) $686,000 $132,500 $506,952 $46,548
Capability Improvement Phase I-Subtotal $2,491,000 $1,001,088 $1,101,077 $388,835


Capability Improvement Phase II
Implement Enterprise Architecture Management $275,000 $92,200 $0 $182,800
Implement Solution Management $125,000 $0 $0 $125,000
Capability Improvement Phase II-Subtotal $400,000 $92,200 $0 $307,800


Capability Improvement Phase III
Establish Vendor Management $100,000 $0 $0 $100,000
Establish Enterprise Security $200,000 $0 $0 $200,000
Capability Improvement Phase III-Subtotal $300,000 $0 $0 $300,000


Capability Improvement Phase IV $0


Capability Improvement Phase V $0


Administrative Office of the Courts


EXPENDITURES AND OBLIGATIONS THROUGH MAY 31, 2010


Master Data Management
Develop Data Governance Model $70,000 $0 $0 $70,000
Implement Data Quality Program $240,000 $0 $0 $240,000
Develop Unified Data Model $298,000 $0 $0 $298,000
Master Data Management-Subtotal $608,000 $0 $0 $608,000


Migrate Data Exchanges $0


Migrate Web Sites $0


JIS Applications Refresh
Conduct Feasibility Study and Transition Planning $576,000 $120 $0 $575,880
Organization Change Management Phase II $0


Ongoing Activities
Natural To COBOL Conversion $550,000 $31,850 $37,048 $481,102
SCOMIS DX $1,600,000 $135,568 $1,366,353 $98,079
E-Ticketing stabilization $225,000 $0 $0 $225,000
Non-allocated Projects $7,000 $0 $0 $7,000
Ongoing Activities-Subtotal $2,382,000 $167,418 $1,403,401 $811,181


Equipment Replacement
Equipment Replacement - External $2,700,000 $613,893 $6,249 $2,079,858
Equipment Replacement - Internal $300,000 $76,757 $0 $223,243
Equipment Replacement-Subtotal $3,000,000 $690,650 $6,249 $2,303,101
TOTAL $10,117,000 $1,952,102 $2,646,727 $5,518,171


Prepared by AOC 1 of 1 6/18/2010










































































































































































 Administrative Office of the Courts 
 
JIS Operational Plan Status – May, 2010 
Reporting Period:  to May 15, 2010 
 


I. Background 
 
In 2008, the JISC directed AOC to modernize and integrate the Judicial Information 
System. For the 2009-2011 biennium, the Legislature appropriated funds to fulfill that 
direction. The budget proviso stipulated that a portion of those funds was for the 
development of a comprehensive Information Technology (IT) strategy and detailed 
business and operational plan.  This strategy included the development of a fully 
operational Project Management Office, the establishment of an Enterprise Architecture 
program, the implementation of a Master Data Management solution, and a focus on 
data exchanges. 
 
To plan the modernize-and-integrate strategy, AOC contracted with two industry 
leaders, Ernst & Young and Sierra Systems.  The firms performed analysis of the 
current business problems, the organization’s capability and maturity to successfully 
implement the modernization and integration strategy, and planned a detailed IT 
strategy to guide the modernization over the next several years. 
 
Upon the completion of an IT strategy and business plan, the Information Services 
Division (ISD) began implementation of a multi-year operational plan with the launch of 
five transformation initiatives in September 2009: Project Management Office (PMO), IT 
Portfolio Management (ITPM), Enterprise Architecture Management (EAM), Information 
Technology Governance (ITG), and Organizational Change Management (OCM). 
 
In addition to the transformation initiatives, AOC ISD continues its work on other 
approved priorities including data exchanges, e-ticketing enhancements, equipment 
replacement, disaster recovery and on-going maintenance and operations of legacy 
systems. 
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II. Transformation Activities 
PMO – Project Management Office 
Description 
The next phase of the Project Management Office implementation project has begun. 
The PMO is responsible for developing and providing a consistent project management 
methodology and standardized tools. It is designed to ensure consistent, on-time, on-
budget completion of all ISD Transformation initiatives and future IT projects. 
Status  
Drafts of the project charter and schedule have been finalized and submitted for 
approval.  Development of the new PMO SharePoint site is fully underway and on 
schedule.  The SharePoint site will have project information that users will be able to 
access to get up-to-date project status and learn about ISD’s project management 
methodology.   
 
Work has also begun on developing and implementing the PMO Communication 
Strategy. This will outline the PMO standards and expectations to ISD users and 
establish consistency and understanding for how ISD will manage projects. The group is 
also working on the PMO Information Management Strategy, which establishes a 
standard approach for managing and documenting project information.   
Recently Completed and Upcoming Milestones 


 Setup regularly scheduled meetings with PMO team 
 Held first of weekly meetings to discuss cross-initiative integration issues 
 Updated consolidated schedule to include Enterprise Architecture schedule 


• Define PMO Information Management Strategy 
• Develop and implement PMO Communication Strategy and Plan   
• Refine Website Tool – determine integration points with other initiatives 
• Engage internal and external stakeholders 
• Refine methodology and structure 


 


 


ITPM – IT Portfolio Management  
Description 
IT Portfolio Management will allow the JISC and AOC to accurately monitor and 
measure the costs and performance of IT assets in order to make sound decisions 
about IT investments.  Portfolio assets include applications, tools, and services that are 
created, supported or provided by AOC. 
Status  
The project charter has been finalized and approved.  The final draft of the project 
schedule has been submitted for approval.  The project is currently developing portfolio 
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ITPM – IT Portfolio Management  
and asset definitions, templates, and processes which will be vetted by a core review 
team.   All the Transformation Initiative teams are finalizing process details and 
information exchanges relative to the ISD Business Blueprint, emphasizing effective 
integration of portfolio management with all phases of the governance process. 
Upcoming Milestones 


 Project Charter completed 
• Develop ITPM Portfolio definition 
• Develop ITPM Portfolio process 
• Define Portfolio metrics 
• Build initial portfolio 
• Develop initial portfolios 
• Develop integration roadmap 
• Develop portfolio reporting plan, processes, methods 
• Develop review process for continuous improvement 
• Conduct initial review 


 


 


EAM – Enterprise Architecture Management 
Description 
Enterprise Architecture Management will provide a framework to ensure that the 
interrelated information technology components such as software applications and 
hardware infrastructure fit together coherently and sustainably to support the AOC 
business mission. Enterprise Architecture also involves adopting a common set of data, 
which will facilitate information sharing among systems and applications. 
Status  
The EAM team has completed the EA Vision & Principles and EA Charter and has 
submitted for ISD review.  Future State Reference Architecture and EA Processes are 
being worked on.  EA has identified touch-points for EA to integrate with other initiatives 
such as ITG, PMO, and ITPM.   
Recently Completed and Upcoming Milestones 


 Completed status update to key initiative sponsors 
 Presented the EA Principles to JISC, which voted to adopt them on May 19 


• Identify the participants for the Architectural Steering Committee and Architecture 
Review Board 


• Complete assessment of current Business Architecture 
• Complete assessment of current Information, Application, Infrastructure, and 


Security Architectures 
• Define future Business Architecture 
• Define future Information, Application, Infrastructure, and Security Architectures 
• Define EA processes 
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ITG – Information Technology Governance 
Description 
IT Governance is the system of policies, processes, tools, and templates used to 
optimize decision-making about IT requests, and to communicate the status of those 
requests to the affected user communities.  It focuses on alignment of IT decisions with 
the overall strategy and delivery of value from investment decisions. 
Status  
In the second cycle of the governance process, the team continues to work with the 
JISC to develop guidelines for the IT governance groups.  The ITG team has sent 
information letters out to 10 associations/committees/groups that will have the 
“Endorse” role of the ITG process.  Additional letters have been sent to the same 
groups requesting that potential names for the new Court Level User Groups be 
submitted.  Overview presentations and training on the process have started internally 
with JSD and ISD.  External training to communities of interest will proceed through 
June.  Court Level User Groups will be established in June and have the initial meeting 
facilitated by the ITG project team.  A Governance website is currently under production 
and will be ready for the ITG process to commence on July 1, 2010.  
Recently Completed and Upcoming Milestones 


 Presented framework recommendations to JISC for approval 
 Finalized and distributed materials to Interim Court Level User Group for SCJA IT 


request 
 Distributed letters and introductory materials for 10 court 


communities/associations(endorsing) and 3 court-level user groups 
(recommending) 


 Completed interviews and analysis for the Communications Assessment 
• Finalize Cycle 2 Project Initiation Documents (schedule, work plan and charter)  
• Present ITG policy detail to JISC for approval 
• Complete training workshops 
• Charter IT review committees 


 


 


 
III. Other Approved Projects 
Vehicle Related Violations (VRV) 
Description 
The Vehicle Related Violations (VRV) project was designed to automate the input and 
submittal of parking-type violations as received by local courts through local 
enforcement agencies (LEAs).  The VRV web portal provides jurisdictions with the 
technical information they would need to begin building data exchanges at their end.   
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Vehicle Related Violations (VRV) 
Status 
Completed the baseline work plan and schedule development to define necessary 
activities over the project’s expected performance period to be completed by October 
2011.  Pilot court candidate list has been finalized and approved by DMSC. The team is 
proceeding with pilot court planning and coordination while remaining work activities for 
operational readiness continue.  


Recently Completed and Upcoming Milestones 
 Communicated to recruit courts interested in being next pilot 
 Received direction from DMSC on second pilot and state-wide rollout 
 Determined AOC capacity to conduct next pilot 
 Identified candidates for next pilot 


• Complete next pilot 
• Complete planning for state-wide roll-out 


 
E-Ticketing Stabilization 
Description 
E-Ticketing applications at AOC enable courts to electronically receive and process 
crimes and infractions that created by law enforcement officers or prosecutors using the 
Statewide Electronic Collision & Ticket Online Records (SECTOR) data-collection 
system.  SECTOR provides an automated, fully electronic process in place of current 
paper-based processes for issuing tickets and collision reports, enabling law 
enforcement to create and submit those documents electronically from their patrol car or 
agency computer. This effort, supported by the eTRIP Governance Committee and 
program endorsers, is a joint venture of the Washington State Patrol (WSP), 
Administrative Office of the Courts (AOC), and Washington Association of Sheriffs and 
Police Chiefs (WASPC), the Department of Licensing (DOL), the Washington State 
Department of Transportation (WSDOT), the Department of Information Systems (DIS), 
and the Washington Traffic Safety Commission (WTSC). 
Status 
The team is building on the performance analysis conducted earlier in the year.  They 
have identified the specific improvement areas and developed alternatives for 
resolution.  A recommendation was presented to and endorsed by stakeholders.  The 
team engaged a contractor to continue the work to stabilize the system to ensure its 
continued success.  This work is expected to be complete in November 2010. 
Recently Completed and Upcoming Milestones 


 Project charter finalized and approved 
 Solutions analysis completed 
 Solution alternative selected 
 Project schedule completed 


• Develop solution  
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E-Ticketing Stabilization 
• Implement solution  


 
 
Superior Court Data Exchange 
Description 
The intent of Superior Court Data Exchange is to build and implement an enhanced 
technology infrastructure and leading standards to allow flexible access to state superior 
court data. It will also support third-party information exchange with local non-JIS 
systems. 
Status 
The baseline work plan and schedule have been completed.  The team is now engaged 
in the first round of requirements development activities for the Docketing Data 
Exchange.  A key court partner is Pierce County Superior Court. 
Recently Completed and Upcoming Milestones 


 Statement of Work (services delivered) for vendor engagement 
 Stakeholder briefings 
 Kick-off for AOC and vendor project teams 
 Completed baseline plan and schedule 
 Completed PM Toolkit  


• Complete requirements workshops with users 
• Complete requirements for docketing 


 
 


JIS Equipment Replacement 
Description 
In accordance with JIS General Policy, equipment replacements for JIS Courts happen 
every five years, as it has for the past 15 years. Equipment such as personal 
computers, serial impact printers, receipt printers and cash drawers are provided to 
Courts and Clerks Offices throughout the state; additionally, laptops and personal laser 
printers are provided to judicial officers. JIS Courts include such courts as the State 
Supreme Court, three Courts of Appeal, District courts and Municipal courts. 
Status  
FY2010 Equipment replacement is complete. The team is starting to generate 
equipment counts and contracts for FY2011 Equipment Replacement which will start on 
July 1, 2010. 
Recently Completed and Upcoming Milestones 


 Eligible equipment identified 
 Eligible courts contacted and equipment purchased 
 Contracts processed and installations arranged 
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JIS Equipment Replacement 
 Inventory and maintenance records updated 
 Surplus of old equipment arranged 
 Install equipment for FY 2010 


• Planning for FY 2011 equipment replacement 


 
 
Infrastructure and Operations 
Description 
AOC ISD operates and supports the computer related operational needs of the AOC, 
Temple of Justice, and Court of Appeals, along with the Judicial Information System 
(JIS) application, the Judicial Receipting System (JRS), Superior Court Information 
System (SCOMIS), Judicial and Corrections System (JCS), Appellate Court System 
(ACORDS), JIS Calendaring (CAPS), e-Ticketing and web services, and applications. 
AOC ISD supports the servers (hardware and operating system) and all the software 
necessary to run the applications.  Although existing user applications are dated, the 
systems they run under are current and state of the art. The systems maintained run 
under a variety of programming languages including COBOL, Natural, Java, ColdFusion 
and Unipaas. 
Status  
The infrastructure team completed the procurement for Disaster Recovery Hot Site 
(existing contract was expired).  Our previous vendor, SunGard will remain the Hot Site 
provider.  The Operations Legacy team completed several changes that were 
considered mandated changes and fixed several known JIS system errors. The Java 
team is monitoring the e-Ticketing application in response to the Slow Down or Pay Up 
safety campaign which runs through end of May.  The Web team created a new 
Directory of Problem Solving Courts (e.g. Drug Courts, Mental Health Courts) and made 
it available on the public site. 
Recently Completed and Upcoming Milestones 


 Completed Disaster Recovery Hot Site procurement 
 Completed mandated changes 
 Upgraded server to new technology 


• Upgrade mainframe operating systems 
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DECISION POINT –  JIS Statewide Service Level to Courts: 
A Centralized or Decentralized Model? 


MOTION:  


I move that the JISC:   


• Maintain the current preference for centralized statewide JIS systems that provides a basic level 
of service to all courts in the state. 


• Continue to develop data exchanges to connect local court applications with the statewide 
applications and databases. 


• Define the basic level of service as the services currently invested in and provided by existing 
AOC JIS applications, data exchanges and services plus any customer requested changes 
approved for those systems, data exchanges and services.    


• Work toward adopting a set of criteria to aid in future determinations of which business functions 
should be supported with statewide IT solutions and which functions should be supported with 
local IT solutions. 


Background 
On March 5, 2010, in the context of IT Governance guidance, it was suggested that the JISC should 
determine whether the general JIS focus should be on supplying applications with a base level of 
functionality for court business, or on maintaining a central data repository and data exchanges with local 
court applications.  The issue has been discussed by the JISC on multiple occasions in years past.  On 
May 19, the Committee discussed the basic model for focusing future IT investments.  The committee 
also discussed the development of criteria to guide decisions on which court business functions should be 
provided statewide (centralized) and which should be local (decentralized).   


The committee generally agreed on the following points: 


• There should be a centralized system that provides a basic level of service to all courts in the 
state. 


• Local courts with more sophisticated systems should be able to provide data to and receive data 
from the statewide database through data exchange. 


• Defining the basic level of service has not yet been decided. 


• The JISC should develop a set of criteria for decided which business functions should be 
provided at the state level with JIS funding, and which should be maintained locally.   


• Relative to the current effort to acquire a calendaring and caseflow management functionality, the 
JISC needs more information about economies of scale and the cost/benefit of the two 
approaches before deciding on the basic model.   


Outcome If Not Passed 
Developing a set of criteria for determining which business functions should be provided at the state level 
with JIS funding, and which should be maintained locally will provide guidance for all participants in the IT 
Governance process regarding the JISC’s general focus for future IT investments.  Without that guidance, 
the debate is likely to resurface and the JISC’s intent will not be clear to IT governance participants and 
the court community. 
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DECISION POINT – JIS IT GOVERNANCE GUIDELINES 


MOTION:   


• I move that the JISC adopt the attached IT Governance Guidelines to instruct and inform the 
IT Governance process. 


I. BACKGROUND  
As part of the JISC-approved modernization and integration, AOC initiated a series of key 
initiatives. One of those initiatives, establishing an IT Governance Framework, is a necessary 
foundation for establishing a consistent process for IT investment decision-making. 


Prior to formal implementation of the IT Governance Framework, the JISC was asked to 
describe key information management priorities and strategies.  This guidance will be used by 
user communities to assess and prioritize IT requests in a manner consistent with JISC 
priorities.  


On March 5, 2010, the JISC approved the Final IT Governance Framework reflecting input from 
the court community and industry best practices.  On May 19th, the JISC described their key 
priorities.  These priorities are summarized in the attached document. 


II. PROPOSAL  
The JISC should approve IT Governance Guidelines which will serve as guidance to the JIS 
user community in the governance process. 


III. OUTCOME IF NOT PASSED 


Without guidelines, it will be difficult for the endorsing communities and the court level user 
groups to know whether a given request is within scope and aligns with the JIS strategy and 
priorities.  It will also be difficult for groups to prioritize requests without guidelines on how the 
available budget will be allocated. 


IV. NEXT STEPS 
The new IT Governance request process is being supported by training and education. The 
development of charters for court level user groups, in addition to templates, procedures and an 
automated system, will assist court stakeholders in fulfilling their role in the IT Governance 
process.  Formal implementation of the IT Governance process is set to begin in July 2010. 
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JISC IT Governance Guidance


As IT requests are reviewed and evaluated as part 
of the new IT Governance process, priorities and 
decision criteria will guide Judicial business and IT 
alignment:


Priorities define “What Matters”


Criteria describe “How to Choose”


At the May 19, 2010 JISC Work Session, the JISC 
defined priorities and described decision criteria.
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IT Governance Priorities


Provide Infrastructure
Supply court communities and AOC with the necessary hardware, 
network and other infrastructure needed to access JIS.


Maintain Portfolio
Maintain existing portfolio of JIS applications , providing baseline  
functionality.


Integrate to Inform
Enable data, applications and information to be shared and combined 
in meaningful and useful ways.


Modernize Applications
Replace, enhance and otherwise modernize JIS applications.
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IT Governance Decision Criteria


Enhance Access – provide better access to data and better access to 
Justice through technology.
Characteristics: Support all court levels statewide (Data Exchanges, Reporting, Data, 


Images, e‐Applications such as e‐Filing, etc.)


Improve Decision‐making – provide business tools to ensure all 
JIS users can make necessary and informed decisions.
Characteristics: Address all judicial roles (Bench, Clerks, Administrators, 


users/others); Provide person‐based information; Compliance with RCW, WAC, 
Access to Justice Principles, JISC Rules, etc.


Advance Performance – enable measurable improvements to 
business processes through automation of process and workflow. Qualitative 
improvements result in enhanced trust and better outcomes in the Judicial 
process.
Characteristics: Process Improvement (e.g., automated / workflow); Qualitative 


measures (e.g., outcomes, trust); Reduced Complexity
4







IT Governance Decision Criteria


Quantify Value – measure impacts to overall Judicial process and 
user communities through calculations such as Return on Investment (ROI), 
Cost Benefit Analysis (CBA), Total Cost of Ownership (TCO), etc.
Characteristics: Measure Return on Investment, Cost Benefit Analysis, Total Cost of 


Ownership, etc; Reduced Risk


Adherence to JISC Standards – provide consistent basis for 
making IT investment decisions and build a robust IT portfolio by applying 
technology and data standards.
Characteristics: Enterprise Architecture  and Data Standards, Buy / Build, etc.


5







JISC IT Governance Exclusions


As IT requests are reviewed and evaluated as part 
of the new IT Governance process, certain types of 
requests will be excluded from consideration:


IT requests only about local data 


IT requests only about local practice
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JISC IT Governance Action Items


At the May 19, 2010 JISC Work Session, the JISC 
determined the need to define the desired 
“baseline” JIS functionality.
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JISC Priority Investments


At the May 19, 2010 JISC Work Session, the JISC 
identified the following initial priority investments 
(current or prospective IT requests):


Case Scheduling


Case Management


Calendaring


Risk Assessment


Feasibility Study


Improve Trust / Credibility –what is the IT request?
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Questions
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JISC Guidance on IT Governance Priorities & Criteria 
For June 25, 2010 JISC Meeting 


Priorities:  “What Matters” 
The Judicial Information System Committee (JISC) has identified the following priorities to guide 
decision-making on information technology (IT) requests.  


 Provide Infrastructure
Supply court communities and AOC with the necessary hardware, network and other 
infrastructure needed to access JIS. 


 Maintain Portfolio
Maintain existing portfolio of JIS applications, providing baseline1 functionality. 


 Integrate to Inform
Enable data, applications and information to be shared and combined in meaningful 
and useful ways. 


 Modernize Applications
Replace, enhance and otherwise modernize JIS applications. 


Criteria:  “How to Choose” 
JISC has identified the following high-level criteria to apply to IT requests. These criteria will be 
applied when deciding between competing IT requests and to ensure requests align with the 
priorities above. 


 Enhance Access – provide better access to data and better access to Justice by
facilitating the exchange of data between databases and systems and provide reporting 
that informs court stakeholders statewide.  


Characteristics 
 Support all court levels statewide (Data Exchanges, Reporting, Data, Images,  


e-Applications such as e-Filing, etc.) 
 Improve Decision-making – provide business tools to ensure all JIS users (the


bench, clerks, administrators and others) are better able to make necessary and 
informed decisions and adhere to authorizing statutes, rules, policies and principles. 


 


Characteristics 
 Address all judicial roles: Bench, Clerks, Administrators, users/others 
 Provide person-based information 
 Compliance with RCW, WAC, Access to Justice Principles, JISC Rules, etc. 


                                                 
1 Defining “baseline functionality” has been defined as an action item from the May 19, 2010 JISC Work Session. 
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  Advance Performance – enable measurable improvements to business processes
provided by investments in automation of process and workflow. Qualitative 
improvements result in enhanced trust and better outcomes in the Judicial process. 


Characteristics 
 Process improvements (e.g., automated process / workflow) 
 Qualitative measures (e.g., outcomes, trust) 
 Reduced complexity 


 Quantify Value – measure impacts to overall Judicial process and user 
communities, through calculations such as Return on Investment (ROI), Cost Benefit 
Analysis (CBA), Total Cost of Ownership (TCO), etc. 


Characteristics 
 Quantifiable ROI, CBA, TCO, etc. 
 Reduced Risk 


 Adherence to JISC Standards – established technology and data standards
provide a consistent basis for making IT investment decisions and building a high-
functioning, robust and cohesive technology and applications portfolio. 


 


Characteristics 
 Enterprise Architecture and Data standards, Buy/Build considerations, etc. 


 
 





		JISC Guidance on IT Governance Priorities & Criteria

		For June 25, 2010 JISC Meeting

		Priorities:  “What Matters”

		Criteria:  “How to Choose”
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DECISION POINT – IT GOVERNANCE POLICY 


MOTION:  


• I move that the JISC approve the IT Governance Policy. 


I. BACKGROUND  
On March 5, 2010, the JISC approved the IT Governance Framework, which is a necessary 
foundation for establishing a consistent process for IT investment decision-making. 


As part of the larger plan to institute a practice of formally adopting JISC policy and practice into 
a cohesive set of written policies, AOC is asking the JISC to institute an IT Governance policy in 
line with the IT Governance framework adopted by the committee in March.  The committee 
received the IT Governance policy for initial review at the May 19, 2010 meeting.  The first 
attached draft reflects comments from JISC members.  The second attached draft shows the 
redlined changes. 


II. DISCUSSION   


The Information Technology Governance Policy reinforces the JISC’s authority over IT 
investments made by AOC and memorializes the limits of the authority delegated to AOC.  It 
directs the AOC to develop and implement standards that address the critical elements of the IT 
Governance framework and outlines the minimum components the IT Governance Framework 
must contain.   


The policy will be the formal direction from the JISC for AOC to establish standards, guidelines, 
and procedures for the IT Governance process. 


III. PROPOSAL  


The JISC should approve the IT Governance policy.  


IV. OUTCOME IF NOT PASSED 


If the IT Governance policy is not adopted and implemented, there will not be clear, formal 
written guidance from the JISC which AOC can use to develop formal standards and 
procedures necessary to fully implement the IT Governance Framework. 


  


V. NEXT STEPS 
The elements of the IT Governance Framework will be developed into standards, guidelines, 
and procedures to guide the implementation of the IT Governance program.   
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JIS Information Technology  
Governance Policy 


Adopted by the Judicial Information System Committee (JISC) on          , 2010 
Policy No: 1000 – P1  
  
Effective Date:                   , 2010  
Revision Date:  Definitions (add hyperlink) 
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Purpose 
The purpose of this policy is to ensure that Judicial Information System (JIS) information 
technology (IT) resource investments are aligned with business objectives, add value to 
the IT portfolio (see JIS Policy 2000 – P1), mitigate risk, and deliver projects and 
services in a cost-effective manner. 
 
The Judicial Information System Committee (JISC) needs a consistent and structured 
process for its IT governing bodies, so it can: make effective IT investment decisions; 
process IT requests associated with projects, applications, and services; and address IT 
governance challenges.  The development and implementation of an ITG Framework 
for JIS applications and services will address this need.  
 
IT governance provides the framework by which IT investment decisions are made, 
communicated, and overseen.  IT governance focuses on the alignment of IT decisions 
with the overall organizational strategy and the delivery of the greatest value from those 
decisions.   
 


Authority  
RCW 2.68.010 gives the JISC the authority to “determine all matters pertaining to the 
delivery of services available from the judicial information system.”  JISC Rule 1 
provides for AOC to operate the Judicial Information System (JIS) under the direction of 
the JISC and with the approval of the Supreme Court pursuant to RCW 2.56.   
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Scope 
For purposes of this policy, “IT governance” is defined as a structure for the JIS 
governing bodies to classify requests and apply criteria and thresholds to deliver the 
most value for IT investment decisions.  IT governance includes, but is not limited to, 
policies, processes, tools, and templates to identify, evaluate, prioritize, and authorize IT 
requests, and to communicate the status of those requests to the user communities 
affected.   IT governance applies to all persons, organizations, or agencies that operate, 
manage, or use the portfolio of IT products and services provided by AOC (see JIS 
Portfolio Management Policy 2000 – P1). 
 
 


Policy 
 
1. It is the policy of the Judicial Information System Committee that the AOC implement 


a set of IT governance standards and processes that are driven by the JIS Business 
Plan and IT strategy, and provide clear guidance, repeatable processes, and 
measurable outcomes.  The standards must address: 


 
• Maximizing business value and benefit 
• Minimizing impact of potential risks 
• Providing a cost-benefit analysis and the best return on investment 
• Leveraging existing IT portfolio assets and technology expertise 
• Aligning with enterprise architecture and other technology-related standards 
• Aligning with the JIS Business Plan and IT Strategy 


 
2. The AOC shall implement an IT governance framework that is used to process all 


requests for IT investments.  The framework shall contain a workflow that includes 
five steps: 


 
• Initiate an incident or project request. 
• Endorse – Affirm that the request is reasonable and viable. 
• Analyze – Assess the request prior to review by recommending bodies. 
• Recommend – Filter and score against pre-defined criteria to create and 


integrate with a prioritized list of IT requests. 
• Schedule – Compare all recommended requests to determine the scheduling 


of action, subject to delegated authority, resource availability, and approved 
budget. 


 
3. The authority to initiate and endorse a request shall be vested in the court user 


community through the existing Endorsing Groups listed in Appendix A. 
 
4. The authority to recommend requests to the JISC for scheduling shall be vested in 


the court user community through the establishment of Court Level User Groups 
representing the constituencies listed in Appendix A. 
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5. The Court Level User Groups shall adopt individual charters describing their 


composition, and rules of operation, provided that the charters adopted by the court 
level user groups shall state that requests may only be denied upon a unanimous 
vote of the membership and all other requests will move forward with either a 
unanimous or majority/minority recommendation for scheduling to the JISC. 


 
6. A copy of the Court Level User Group charters shall be provided to the JISC. 
   
7. The IT governance framework must meet these expectations: 
 


a) Governance processes align with the business priorities and strategic 
direction of the JISC and the AOC. 


b) The IT governance process is as clear and simple as possible. 


c) The IT governance process supports the business needs of Washington 
courts. 


 
d) Decision makers and stakeholders understand their roles in the governance 


process and the roles of others. 
 
e) AOC takes ownership of the governance model and tools, and facilitates 


future reviews and improvements. 


f) Standards, policies, and procedures are created in collaboration with all 
affected stakeholder groups, based on acceptance of minimum AOC IT 
governance standards. 


 
g) A designated IT governance authority and governance structures establish 


priorities, manage key issues, and make decisions relating to the selection 
and management of requests, initiatives, and projects. 


 
h) Stakeholders, providers, and users participate in the development and 


adoption of the IT governance framework. 
 
i) AOC will provide staff support and management for initiatives, requests, or 


projects arising from stakeholder communities subject to delegated authority, 
resource availability, and approved budget. 


 
j) The JISC will prioritize requests so that AOC may schedule and manage 


requests, initiatives and projects subject to resource availability and approved 
budget.    
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k) The JISC will promote stabilization of governance efforts by carefully 
considering impacts of reprioritization of projects on current work and 
resource efforts. 


 
l) The governance bodies and other participants in the governance process 


operate in a clear and transparent way to promote trust in the process for 
managing requests and any resulting initiatives or projects. 


 
m) Participants are informed through each step of the process, equipping them 


with the appropriate information, tools, and resources needed to take each 
step. 


 
n) There is communication throughout the governance process to ensure 


greater visibility into the decision-making process. 


o) The range of participants and level of participation evolve over time as the IT 
governance framework is established. 


 
8.  Delegated authority for the State Court Administrator and the AOC Chief Information 


Officer is shown in the IT Governance Delegation Matrix in Appendix B. The JISC 
may review, increase, decrease, or revoke any previous delegation regarding 
acquisition of IT resources. All acquisitions conducted under delegated authority 
must comply with JIS IT Governance Policy and the JISC IT Governance Standards. 


 
9.  The Administrator for the Courts and the AOC CIO shall report to JISC on all 


decisions made under the delegation matrix at each regularly scheduled JISC 
meeting. 


 
10. Decisions not to schedule recommended requests by the State Court Administrator 


and the AOC CIO shall state the reasons for the denial and may be appealed to the 
JISC by the recommending court level user group. 


 


Maintenance 
The governance framework will be allowed to operate without changes for one year.  
The AOC, in collaboration with participants and stakeholders, will review its IT 
Governance standards and framework at least annually and make appropriate updates 
after any significant changes in its business or technology environment.  Major policy 
changes will require the approval of the JISC. 
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Appendix A: Endorsing Groups 
 


1. Court of Appeals Executive Committee 
2. Appellate Judges and Clerks 
3. Superior Court Judges’ Association 
4. Washington Association of County Clerks 
5. Association of Washington Superior Court Administrators 
6. District and Municipal Court Judges’ Association 
7. District and Municipal Court Managers’ Association 
8. Misdemeanant Corrections Association 
9. SCJA Family and Juvenile Law Committee 
10. Washington Association of Juvenile Court Administrators 
11. State Court Administrator – Endorses for other stakeholder 


communities 
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As Required Weekly Bi-Weekly


$5,000 Authorize Inform


$10,000 Authorize Inform


< $25,000 Gate Gate Authorize


$10,000 Authorize Inform


$25,000 Request Staff Authorize Inform


< $50,000 Gate Gate Authorize


$50,000 Authorize Inform


$100,000 Authorize Inform


< $250,000 Gate Gate Authorize


As Required Weekly Bi-Weekly


$25,000 Authorize Inform


$50,000 Authorize


 Beyond  Gate


$50,000 Authorize Inform


$100,000 Request Staff Gate Authorize


 Beyond  Gate


$100,000 Authorize Inform


$250,000 Authorize


 Beyond  Gate


JIS Delegation Matrix


 Incident Classifications
 Primarily driven by support requests; Preplanned operational  activity occurs outside of the matrix


  Project Classifications 


Application ‐ operational problems such as workflow, 
business  processes, or documentation


Stakeholder
Communit


Gate


Ongoing


Court / 
Supervisor


AOC
Staff


ISD
Manager


Standing or
Ad Hoc


Committeey s
AOC
CIO


AOC
Administrator


Replacement ‐ removing applications or functions 
currently provided that are to be materially changed or 
retired, requiring extensive planning and 
communication


Maintenance ‐ changes  to existing applications that are 
mandatory, legislated or critical or have very narrow or 
limited impact, such as table and cosmetic changes


Infrastructure ‐ assistance with non‐business  problems 
such as network issues, password or report locking, 
access to tools


Not‐to‐Exceed 
Cost 


(includes 
AOC hours)


Primarily driven by the gated stack‐ranked requests  and projects  named by JIS IT Governance


Stakeholder
Communit


Gate


Gate


Gate


Gate


Gate


Standing or
Ad Hoc


Committeey s
ISD


Manager
AOC
Staff


Court / 
Supervisor


AOC
Administrator


AOC
CIOProject Classification Description


Incident Classification Description


Not‐to‐Exceed 
Cost 


(includes 
AOC hours)


Endorse
(may engage  
with Staff) 


Endorse
(may engage  
with Staff) 


Ongoing


Enhancement ‐ existing applications  that are to be 
changed in a limited manner that do not require 
extensive planning and communication


New ‐ applications or functions not currently provided
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Purpose 
The purpose of this policy is to ensure that Judicial Information System (JIS) information 
technology (IT) resource investments are aligned with business objectives, add value to 
the IT portfolio (see JIS Policy 10.2002000 – P1), mitigate risk, and deliver projects and 
services in a cost-effective manner. 
 
The Judicial Information System Committee (JISC) needs a consistent and structured 
process for its IT governing bodies, so it can: make effective IT investment decisions; 
process IT requests associated with projects, applications, and services; and address IT 
governance challenges.  The development and implementation of an ITG Framework 
for JIS applications and services will address this need.  
 
IT governance provides the framework by which IT investment decisions are made, 
communicated, and overseen.  IT governance focuses on the alignment of IT decisions 
with the overall organizational strategy and the delivery of the greatest value from those 
decisions.   
 


Authority  
RCW 2.68.010 gives the JISC the authority to “determine all matters pertaining to the 
delivery of services available from the judicial information system.”  JISC Rule 1 
provides for AOC to operate the Judicial Information System (JIS) under the direction of 
the JISC and with the approval of the Supreme Court pursuant to RCW 2.56.   
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Scope 
For purposes of this policy, “IT governance” is defined as a structure and process for 
the JIS governing bodies to classify requests and apply criteria and thresholds to 
determine the appropriate levels of authority and accountability and deliver the most 
value for IT investment decisions.  IT governance includes, but is not limited to, policies, 
processes, tools, and templates to identify, evaluate, prioritize, and authorize IT 
requests, and to communicate the status of those requests to the user communities 
affected.   IT governance applies to all persons, organizations, or agencies that operate, 
manage, or use the portfolio of IT products and services provided by AOC (see JIS 
Portfolio Management Policy 1002000 -– P1). 
 
 


Policy 
 


1. It is the policy of the Judicial Information System Committee that the AOC 
implement a set of IT governance standards and processes that are driven by a 
business plan, align with anthe JIS Business Plan and IT strategy, and provide 
clear guidance, repeatable processes, and measurable outcomes.  The 
standards must address: 


 
1.• Maximizing business value and benefit 
2.• Minimizing impact of potential risks 
3.• Providing a cost-benefit analysis and desirable the best return on investment 
4.• Leveraging existing IT portfolio assets and technology expertise 
5.• Aligning with enterprise architecture and other technology-related standards 
6.• Aligning with the JIS Business Plan and IT Strategy 


 
 


2. The AOC shall implement an IT governance framework that is used to process all 
requests for IT investments.  The framework shall contain a workflow that 
includes five steps: 


 
• Initiate an incident or project request. 
• Endorse – Affirm that the request is reasonable and viable. 
• Analyze – Assess and augment the request prior to review by recommending 


bodies. 
• Recommend – Filter and score against pre-defined criteria to create and 


integrate with a prioritized list of IT requests. 
• Schedule – Compare all recommended requests to determine the scheduling 


of action, subject to delegated authority, resource availability, and approved 
budget. 
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3. The authority to initiate and endorse a request shall be vested in the court user 
community through the establishment of user groups representing the 
constituenciesexisting Endorsing Groups listed in Appendix XXXA. 


 
4. The authority to recommend requests to the JISC for scheduling shall be vested 


in the court user community through the establishment of Ccourt Llevel Uuser 
Ggroups comprised ofrepresenting the constituencies listed in Appendix XXXA. 


 
5. The user groups and the cCourt lLevel uUser gGroups shall adopt individual 


charters describing their composition, and rules of operation, provided that the 
charters adopted by the court level user groups shall state that requests may 
only be denied upon a unanimous vote of the membership and all other requests 
will move forward with either a unanimous or majority/minority recommendation 
for scheduling to the JISC. 


 
6. A copy of the user group and Ccourt Llevel Uuser Ggroup charters shall be 


provided to the JISC. 
   


7. The IT governance framework must ensure thatmeet these expectations: 
 


1.a) Governance processes are aligned with the business priorities and reflect 
the strategic direction of the JISC and the AOC. 


b) The IT governance process is as clear and simple as possible.processes, 
frameworks, models, and tools are developed and evolve to their most simple 
state, in 


2.c) The IT governance process supports of the business needs of Washington 
courts. 


 
3.d) Decision makers and stakeholders understand their roles in the 


governance process and the roles of others. 
 
4.e) AOC takes ownership of the governance model and tools, and facilitates 


future reviews and improvements. 


5.f) Standards, policies, and procedures are created in collaboration with all 
affected stakeholder groups, based on acceptance of minimum AOC IT 
governance, ISD-wide standards. 


 
6.g) A designated IT governance authority and governance structures establish 


priorities, manage key issues, and make decisions relating to the selection 
and management of requests, initiatives, and projects. 


 
7.h) Stakeholders, providers, and users govern participate in the development 


and implementation adoption of the IT governance framework. 
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i) AOC will provide staff support and management for initiatives, requests, or 


projects arising from stakeholder communities subject to delegated authority, 
resource availability, and approved budget. 


  
j) The JISC will prioritize requests so that AOC may schedule and manage 


requests, initiatives and projects subject to resource availability and approved 
budget.    


  
8.k) The JISC will promote stabilization of governance efforts by carefully 


considering impacts of reprioritization of projects on current work and 
resource efforts.. 


 
9.l) The governance bodies and other participants in the governance process 


operate in a clear and transparent way to promote trust in the process for 
managing requests and any resulting initiatives or projects. 


 
10.m) Participants are informed through each step of the process, equipping 


them with the appropriate information, tools, and resources needed to take 
each step. 


 
11. There is communication throughout the governance process to ensure 


greater visibility into the decision-making process. 


12. The governance model be allowed to operate for a given period and 
assessed formally on an ongoing basis, guided by predetermined 
performance measures. 


13.n) The approach to IT governance evolves over time, allowing participants 
and stakeholders to continue to operate the IT governance process in a way 
that meets their business needs. 


14.o) The range of participants and level of participation evolve over time as the 
IT governance framework is established. 


 
 
 


8.  Delegated authority for the State Court Administrator  and the AOC Chief 
Information Officer is shown in the IT Governance Delegation Matrix in appendix 
Appendix XXXB. The JISC may review, increase, decrease, or revoke any 
previous delegation regarding acquisition of IT resources. All acquisitions 
conducted under delegated authority must comply with JIS IT Governance Policy 
and the JISC IT Governance Standards. 


 


Formatted: Indent: Left:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: List Paragraph,  No bullets or
numbering


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: List Paragraph,  No bullets or
numbering


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  36 pt, Numbered +
Level: 1 + Numbering Style: a, b, c, … + Start
at: 1 + Alignment: Left + Aligned at:  18 pt +
Indent at:  36 pt


Formatted: Indent: Left:  0 pt


Formatted: Indent: Left:  18 pt, Hanging:  18
pt







JIS Information Technology Governance Policy  Draft 6/25/10 
 


JIS IT Governance Policy Page 5  
10.100 


9.  The Administrator for the Courts and the AOC CIO shall report to JISC on all 
decisions made under the delegation matrix at each regularly scheduled JISC 
meeting. 


 
10. Decisions not to schedule recommended requests by the State Court 


Administrator and the AOC CIO shall state the reasons for the denial and may be 
appealed to the JISC by the recommending court level user group. 


 


Maintenance 
The governance framework will be allowed to operate without changes for one year.  
The AOC, in collaboration with participants and stakeholders, will must review its IT 
Governance standards and framework at least annually and make appropriate updates 
after any significant changes in its business or technology environment.  Major policy 
changes will require the approval of the JISC. 
 


Appendix A: Endorsing Groups 
 


1. Court of Appeals Executive Committee 
2. Appellate Judges and Clerks 
3. Superior Court Judges’ Association 
4. Washington Association of County Clerks 
5. Association of Washington Superior Court Administrators 
6. District and Municipal Court Judges’ Association 
7. District and Municipal Court Managers’ Association 
8. Misdemeanant Corrections Association 
9. SCJA Family and Juvenile Law Committee 
10. Washington Association of Juvenile Court Administrators 
11. State Court Administrator – Endorses for other stakeholder 


communities 
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Appendix B: JIS Delegation Matrix  
 


As Required Weekly Bi-Weekly


$5,000 Authorize Inform


$10,000 Authorize Inform


< $25,000 Gate Gate Authorize


$10,000 Authorize Inform


$25,000 Request Staff Authorize Inform


< $50,000 Gate Gate Authorize


$50,000 Authorize Inform


$100,000 Authorize Inform


< $250,000 Gate Gate Authorize


As Required Weekly Bi-Weekly


$25,000 Authorize Inform


$50,000 Authorize


 Beyond  Gate


$50,000 Authorize Inform


$100,000 Request Staff Gate Authorize


 Beyond  Gate


$100,000 Authorize Inform


$250,000 Authorize


 Beyond  Gate


JIS Delegation Matrix


 Incident Classifications
 Primarily driven by support requests; Preplanned operational  activity occurs  outside of the matrix


  Project Classifications 


Application ‐ operational problems  such as  workflow, 
business processes, or documentation


Stakeholder
Community


Gate


Ongoing


Court / 
Supervisor


AOC
Staff


ISD
Manager


Standing or
Ad Hoc


Committees
AOC
CIO


AOC
Administrator


Replacement ‐ removing applications or functions  
currently provided that are to be materially changed or 
retired, requiring extensive planning and 
communication


Maintenance ‐ changes  to existing applications  that are 
mandatory, legislated or critical or have very narrow or 
limited impact, such as  table and cosmetic changes


Infrastructure ‐ assistance with non‐business  problems 
such as network issues, password or report locking, 
access to tools


Not‐to‐Exceed 
Cost 


(includes 
AOC hours)


Primarily driven by the gated stack‐ranked requests  and projects  named by JIS IT Governance


Stakeholder
Community


Gate


Gate


Gate


Gate


Gate


Standing or
Ad Hoc


Committees
ISD


Manager
AOC
Staff


Court / 
Supervisor


AOC
Administrator


AOC
CIOProject Classification Description


Incident Classification Description


Not‐to‐Exceed 
Cost 


(includes 
AOC hours)


Endorse
(may engage  
with Staff) 


Endorse
(may engage  
with Staff) 


Ongoing


Enhancement ‐ existing applications that are to be 
changed in a limited manner that do not require 
extensive planning and communication


New ‐ applications  or functions  not currently provided
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