
 

    

 

 

1. 
Call to Order 
Introductions 
Approval of Minutes 

Justice Mary Fairhurst 9:00 – 09:05 Tab 1 

2. 2009-2011 Budget Status – Report Mr. Ramsey Radwan 9:05 – 9:15 Tab 2 

3. Operational Plan Status Update Ms. Vonnie Diseth 9:15 – 9:25 Tab 3 

4. 
JIS Policy on IT Governance  

Decision Point:  

 Approve Draft Policy 

Ms. Vonnie Diseth 9:25 – 9:35 Tab 4 

5. 

IT Governance Process for JISC 
Subcommittees:   

1. JIS Codes Committee,  
2. Data Dissemination Committee and  
3. Data Management Steering Committee 

(DMSC) 
 – Discussion 

Ms. Vonnie Diseth 
Mr. Bill Cogswell 
 

9:35 – 9:55 Tab 5 

6. 

Proposed GR 30 Amendment – Officer 

Signatures on Citations –  

Report from GR 30 Work Group 

Decision Point:  

 Propose GR 30 Amendment to Supreme 
Court Rules Committee 

Judge James Heller 

 
9:55 – 10:05 

 

Tab 6 

 Break  10:05 – 10:15  

7. 
Case Management System Readiness Review 

– Report 
Mr. Shayne Boyd 10:15 – 10:30 Tab 7 

8.  
Public Website Case Search Work Group – 
Recommendations - Discussion Justice Mary Fairhurst 10:30 – 10:55 Tab 8 

9. 

Enterprise Architecture – Future State 
Architecture  

Decision Point: 

 Approve Future State Architecture 

Mr. Kumar Yajamanam 10:55 – 11:30 Tab 9 

10. ISD Overview – Part 1 – Presentation 
Ms. Vonnie Diseth 
Mr. Bill Cogswell 

11:30 – 11:45 Tab 10 

11. 
Committee Reports 

Data Management Steering Committee 
Mr. Rich Johnson 
 

11:45 – 11:55  

12. 
Special Sept. Meeting: JISC ITG Prioritization 

Timing/Duration of Meetings Justice Mary Fairhurst 11:55 – 12:00  

 Future Meetings: 

 

 
JUDICIAL INFORMATION SYSTEM COMMITTEE (JISC) 
WEDNESDAY, AUGUST 18, 2010    9:00 A.M. – 12:00 P.M.  
CALL IN NUMBER       360-704-4103 (NO PIN REQUIRED) 

SEATAC FACILITY, 18000 PACIFIC HIGHWAY SOUTH, SUITE 1106, SEATTLE, WA 98188 

 
 

 
October 22, 2010,     December 3, 2010,  
9:00 a.m. – 12:00 p.m.   9:00a.m. – 12:00 p.m.,  
SeaTac Facility    SeaTac Facility   

 Operational Plan Status Update        Operations Plan Status Update  
 2009-11 Budget Status         2009-2011 Budget Status 

 IT Governance Requests        IT Governance Requests 
            JIS Policy Revisions 

 





JUDICIAL INFORMATION SYSTEM COMMITTEE (JISC) 
 


June 26, 2010 
9:00 a.m. to 12:00 p.m. 


Administrative Office of the Courts, SeaTac, WA 
 


Draft Minutes 
 


Members Present: 
Justice Mary Fairhurst, Chair 
Mr. Larry Barker 
Chief Robert Berg 
Ms. Cathy Grindle 
Mr. Jeff Hall  
Judge James Heller  
Mr. William Holmes 
Mr. N. F. Jackson  
Mr. Rich Johnson 
Judge J. Robert Leach 
Judge Steven Rosen 
Judge Michael Trickey  
Ms. Siri Woods (phone) 
Judge Thomas J. Wynne, Co-chair 
 
 
Members Absent: 
Mr. Marc Lampson 
Mr. Steward Menefee 
Ms. Yolande Williams 
 


Guests Present: 
Ms. Lori Bame 
Ms. Linda Bell 
Mr. Shayne Boyd 
Mr. Don Horowitz 
Mr. Sam Kurle 
Ms. Marti Maxwell 
Ms. Barb Miner (phone) 
Mr. Brian Rowe 
Ms. Keri Sullivan 
Mr. Roland Thompson 
 
Staff Present: 
Mr. Kevin Ammons 
Mr. Bill Cogswell 
Ms. Vicky Marin 
Ms. Heather Morford 
Ms. Pam Payne 
Mr. Kumar Yajamanam 
 


 
 
Call to Order 
 
Justice Fairhurst called the meeting to order at 9:00 a.m. and introductions were made.  During 
introductions Linda Bell was introduced as Cathy Grindle’s replacement on the committee.  Cathy 
will be retiring.  Justice Fairhurst thanked Cathy for her many years of dedicated service and told 
Linda that we look forward to her officially joining us in August. 
 
Approval of Special Session Minutes 
 
Justice Fairhurst asked if there were any changes or comments to the draft minutes from the May 
19, 2010 meeting.  Justice Fairhurst asked for future minutes to reflect when votes are taken that 
motions passed as “unanimous” is noted, and if necessary that numbers are noted if a dissention 
or nay vote is given.  Also to be noted in future votes, person who moved and person who 
seconded. 
 
Mr. Jackson moved to approve, Hearing no objections Justice Fairhurst approved the May 19, 
2010 minutes.   
 
Budget Status Update 
 
Mr. Hall reported that we are beginning to see expenditures versus obligations.  The budget report 
that will be given in August will be a quarterly report including more details on the changes in 
numbers. 
 
Operational Plan Status Update  
 
The IT Governance process is moving forward as we are getting out and meeting with the 
representative groups and forming the Court Level User Groups. 
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AOC Service Level – Centralized or De-Centralized 
 
Justice Fairhurst summarized that at the May 19 meeting, agreement was reached that there is a 
need for a basic level of service to be provided state wide.  As we go forward we will need to make 
decisions on a case by case basis, as to whether it is “Centralized or De-Centralized”.   
 
After discussion by the committee, it was determined that a decision could not be made now and 
that a sub-committee was needed to further evaluate the subject.  
 


1. Motion: As described in Tab 4:  
 I move that the JISC:   


• Maintain the current preference for centralized statewide JIS systems that provides a basic level of 
service to all courts in the state. 


• Continue to develop data exchanges to connect local court applications with the statewide 
applications and databases. 


• Define the basic level of service as the services currently invested in and provided by existing AOC 
JIS applications, data exchanges and services plus any customer requested changes approved for 
those systems, data exchanges and services.    


• Work toward adopting a set of criteria to aid in future determinations of which business functions 
should be supported with statewide IT solutions and which functions should be supported with local 
IT solutions. 


Moved by: William Holmes, Second: Siri Woods.  Unanimously passed. 
 
2. Motion: To create a subcommittee to address bullets, three and four in motion utilizing 
information coming from the RFP.   


 
Moved by: Mr. Rich Johnson, Second:  Larry Barker – Unanimously passed 
 
IT Governance Guidelines  
 
Mr. Shayne Boyd presented back to the committee the JISC Guidance on IT Governance Priorities 
and Criteria that Mr. Boyd captured from the previous JISC meeting.  Infrastructure was 
determined to be the most important, because without hardware, network etc, support to the court 
communities cannot take place.  Maintaining the current portfolio is next, this includes all the 
applications, and baseline functionality. 
 
Moving forward, the JISC Committee will decide what work will need to be done.  Determining 
what work will be done will be based on if the work matches the priorities as outlined by the IT 
Governance guidelines.  Without guidelines it would be difficult for the endorsing communities and 
the court level user groups to know whether a given request is within the scope of the JISC and 
aligns with the JIS strategy and priorities.  Additionally, Court Level User Groups (CLUGS) will not 
be able to prioritize requests without guidelines on how the available budget will be allocated. 
Establishing technology and data standards provides a consistent basis for making IT investment 
decisions and builds a high-functioning, robust and cohesive technology and application portfolio. 
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Motion:  The JISC adopt the discussed IT Governance Guidelines to instruct and inform the IT 
Governance process.  Moved by: Mr. Rich Johnson, Second: Cathy Grindle. Unanimously passed. 
 
SC Management Feasibility Study 
Noted that Sierra Systems and Cayzen Technologies left the room.  
 
The primary goal of the feasibility study is to determine the feasibility of alternatives to provide 
calendaring and caseflow management business functionality to Superior Courts. 
 
A decision was made at the May 19 JISC meeting that the RFP would outline the requirements as 
mandatory and desirable and LINX would be added as a potential solution.  The information 
requested in the RFP will cover the requirements for calendaring and caseflow management along 
with other business functions that down the road might be options to enhance the productivity of 
the courts.  The outcome of the feasibility study will tell us what market options are available, are 
the platforms modular and if it is possible to add other modules at a later date. 
 
The committee discussed the current version of the RFP and there were concerns raised about the 
language used within the Statement of Work.  
 
Justice Fairhurst summarized the discussion that everyone agrees we need to know what these 
systems offer, but as currently written it wouldn’t get us other things outside of Case Management 
and Calendaring.  If we get a product that does Case Management and calendaring we might want 
to determine if there are other functions that could meet the needs of other user groups. Based on 
the current language, it is recommendation that the Statement of Work is reworded to add another 
section, “we would also like to know what else you have; if you have modules, other features or 
add-ons”, but this is not a requirement.  
 
Brian Rowe, Access to Justice (ATJ) Board liaison to JISC, asked to have the ATJ Technology 
Principles included in the RFP language to evaluate the secondary requirement issues.  Justice 
Fairhurst suggested that due to the RFP deadline it was not possible to include the principles at 
this time.  However, Justice Fairhurst acknowledged the importance of having the principles as 
part of the consideration for the future and said that the criteria committee should look at the ATJ 
principles and incorporate them as a checklist when evaluating systems and products. 
 
Motion:  Siri Wood moved the RFP be prepared and reviewed by the committee chair (Justice 
Fairhurst) and processed as final draft.  Motion denied unanimously. 
 
Amended motion:  Judge Trickey move to delegate to the Executive Committee, to amend the RFP 
to include key language from clerks, judges and JISC committee. Second: Judge Leach. Judge 
Rosen made amendment that the Executive Committee be guided by Justice Fairhurst reiteration 
of everyone’s understanding.   Motion passed, Cathy Grindle abstaining. 
 
 
GR 30 
 
Judge Heller explained the need for an amendment to GR 30.  There are some practical problems 
with the rule with relation to e-ticketing.  The current rule creates some practical problems with 
electronic signatures in these situations: documents attached to tickets, tickets sent first to 
prosecutors for a charging decision, and the requirement that the date and location be included 
according to RCW 9A.72.085.  Don Horowitz raised a question about the language in subsection 
(d) (1) (a).   
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Motion:  Judge Wynne moved deferring action on this subject to the August meeting and in the 
interim form a workgroup to draft a revision of the language for submission to the Court Rules 
Committee.  Second: Judge Rosen.  Unanimously passed. 
 
Workgroup Volunteers: Jim Heller, Don Horowitz, Keri Sullivan, Linda Bell 
 
Committee Reports  
 
Mr. Rich Johnson – no update from Data Management Steering Committee. 
Justice Fairhurst – Public Website Case Search, group has been meeting, will report to JISC in 
August. 
 
JISC Bylaw Amendment 
 
Justice Fairhurst summarized:  The recommendation before the committee is to amend the bylaws 
for the JISC in that, the Vice chair for the JISC would be a judge and that person would serve on 
the executive committee as a representative of their court affiliation.  The second point is a Rule 2 
change, allowing the JISC committee members to elect a vice-chair from among the JISC 
members who are judges.  This rule change will be submitted to the Supreme Court. 
 
Motion:  Mr. William Holmes moved that the draft language as offered in this package be accepted.  
Second:  Jim Heller.  Unanimously passed. 
 
Agenda Items carried to August   
 
6.   JIS Policy on IT Governance 
7.   IT Governance Process Implementation 
9.   Case Management System Readiness Review 
13.  ISD Overview 
 
Next Meeting 
 
The next regular JISC meeting will be August 18, 2010, at the AOC SeaTac facility; from 9:00 a.m. 
– 12:00 p.m.  
 
Adjournment  
 
Being out of time the meeting was adjourned at 12:00 p.m. 
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Information Services 
Division


ISD OVERVIEW
Part 1 
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MISSION:


‘the mission of the AOC is to advance the
efficient and effective operation of the
Washington State judicial system”
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Our Customers
Judicial Branch Supreme Court


Court of Appeals (COA) – 3 Divisions
Superior Court – 39 Counties, 33 Juvenile Departments
Courts of Limited Jurisdiction (CLJ) – 56 Districts, 129 Municipals
County Clerks
AOC – Administrative Office of the Courts


Government Department of Licensing
Agencies Law Enforcement Agencies (WSP, DOC)


Social Services
State Auditor’s Office


Commercial Legal Offices
Businesses Insurance Companies


Property Management 
Claims Services
Bail Bonds


General Public Case Search
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Currently ~ 94 staff


Data  Mgmt


Operations


Architecture 
& Strategy


Standards & 
Policies


CIO & Staff


Infrastructure


ISD Organization
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PMO, Standards 
and Policies


17%


Architecture 
and Strategy


11%


Operations 
Maintenance


22%


Data 
Management, 
Application 
Development


13%


Infrastructure
29%


CIO, Managers 
& Admin


8%


Staff Distribution
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ISD Director


Infrastructure Operations
Data


Management
Standards  & 


Policies
Architecture 
& Strategy


Network


Server


Desktop


Applications


Support


DBA


Data 
Warehouse


Development


Database


Project Mgmt 
Office


Quality 
Assurance


Portfolio 
Mgmt


Solutions 
Mgmt


Enterprise 
Architecture


Service 
Delivery 


Tactical to Strategic Focus moving left to right 
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Applications, Data Warehouse and Infrastructure


Infrastructure
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o DISCIS – District Courts Information System - this application 
is used by the District, Municipal, and Superior courts
o SCOMIS – Superior Court Management Information System 
- Used by the Superior courts as their case management 
system.  Referenced by the other court levels in view-only 
mode
o ACORDS - Appellate Court Records & Data Systems -
released in 2002, this system is the case management system 
for the Supreme and Appellate Courts
o JCS – Juvenile and Corrections System
o JRS – Judicial Receipting System (Superior Courts)
o JABS – Judicial Access Browser System
o Web (Intra and Internet and applications)


Applications
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21 employees service, maintain and support the 
Judicial Information System applications. 


• DISCIS
• SCOMIS
• JRS
• JCS


Working on:
• outages
• incidents
• customer support


Operations
Bill Cogswell, Manager


Operations


• customer changes
• error corrections (Defects)
• legislation
• development


• ACORDS
• CAPS
• JABS
• Web


• eTicketing
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How we Spend our Time


• 20% ‐ 25 % Administration


• What varies by person?
• Maintenance and Support 
(Right Now Tickets)


• Quality Control 
(Proofing/testing/checking) 


• Known errors,  fixes,  
legislative, code updates


• Work on PMO sponsored 
projects


Administrative  20‐
25%


Incidents Maintenance 
Support  varies up to 


75%


Quality Control 5%  to 
10%


Fixes, Known Errors, 
Codes, Legislative 20%


PMO Assigned 15%
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27 employees operate and support 
equipment for AOC, Temple of Justice, and 
Court of Appeals, along with the Judicial 
Information System applications


Operate Data Center 
Manage Disaster Recovery program 


The group consists of the following units:
Desktop
Server
Network


Infrastructure  
Dennis Longnecker, Manager


Infrastructure
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Information Services Division JIS Transition Allocation & Expenditure Update


Initiatives   JIS Transition ALLOCATED EXPENDED OBLIGATED VARIANCE
Organizational Change Management Phase 1
Develop Organizational Change Strategy $224,000 $626 $0 $223,374
Implement New Organization Structure $136,000 $0 $136,000 $0
Organizational Change Management Phase 1-Subtotal $360,000 $626 $136,000 $223,374
Capability Improvement Phase I
Implement Change Management and Communications $350,000 $410,000 $0 ($60,000)
Implement IT Governance $721,000 $637,088 $0 $83,912
Implement Project Management Office (PMO) $734,000 $214,500 $296,000 $223,500
Implement IT Portfolio Management (ITPM) $686,000 $132,500 $506,952 $46,548
Capability Improvement Phase I-Subtotal $2,491,000 $1,394,088 $802,952 $293,960


Capability Improvement Phase II
Implement Enterprise Architecture Management $275,000 $92,200 $0 $182,800
Implement Solution Management $125,000 $0 $0 $125,000
Implement Relationship Management $320,000 $0 $0 $320,000
Implement IT Service Management-Change, Configure, Release $225,000 $0 $0 $225,000
Capability Improvement Phase II-Subtotal $945,000 $92,200 $0 $852,800


Capability Improvement Phase III
Establish Vendor Management $100,000 $0 $0 $100,000
Mature Application Development Capability $160,000 $0 $0 $160,000
Establish Enterprise Security $200,000 $0 $0 $200,000
Capability Improvement Phase III-Subtotal $460,000 $0 $0 $460,000


Capability Improvement Phase IV
Implement IT Service Management-Incident, Problem, Service $497,000 $0 $0 $497,000
Implement Financial Management Reporting $75,000 $0 $0 $75,000
Capability Improvement Phase IV-Subtotal $572,000 $0 $0 $572,000


Capability Improvement Phase V $0


Administrative Office of the Courts


EXPENDITURES AND OBLIGATIONS THROUGH JUNE 30, 2010


Master Data Management
Develop Data Governance Model $70,000 $0 $0 $70,000
Implement Data Quality Program $240,000 $0 $0 $240,000
Develop Unified Data Model $298,000 $0 $0 $298,000
Implement MDM Tool $900,000 $0 $0 $900,000
Master Data Management-Subtotal $1,508,000 $0 $0 $1,508,000


Migrate Data Exchanges $0


Migrate Web Sites $0


JIS Applications Refresh
Conduct Feasibility Study and Transition Planning $576,000 $120 $0 $575,880
JIS Applications Refresh-Subtotal $576,000 $120 $0 $575,880
Organization Change Management Phase II
Change Management in Support of JIS $320,000 $0 $0 $320,000
Organization Change Management Phase II-Subtotal $320,000 $0 $0 $320,000


Ongoing Activities
Natural To COBOL Conversion $550,000 $31,850 $37,048 $481,102
SCOMIS DX $1,600,000 $216,568 $1,285,353 $98,079
E-Ticketing stabilization $225,000 $3,228 $0 $221,772
Non-allocated Projects $7,000 $0 $0 $7,000
Ongoing Activities-Subtotal $2,382,000 $251,646 $1,322,401 $807,953


Equipment Replacement
Equipment Replacement - External $2,700,000 $636,036 $0 $2,063,964
Equipment Replacement - Internal $300,000 $76,757 $0 $223,243
Equipment Replacement-Subtotal $3,000,000 $712,793 $0 $2,287,207
TOTAL $12,614,000 $2,451,473 $2,261,353 $7,009,174


Prepared by AOC August 18, 2010
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2009-2011 Biennium
Estimated 
Budget-
Qrtr. To 


Date


Actual 
Costs Qrtr. 


Ending 
3/31/10


Actual 
Costs Qrtr. 


Ending 
6/30/10


Total 
Expenditures 


and 
Obligations


Variance 
Through 
6/30/10


Estimated 
Remaining 


Budget


1. Organizational Change Management Phase 1
1.1 Develop Organizational Change Strategy $224,000 $626 $0 $626 $223,374 $223,374
1.2 Implement New Organization Structure $0 $136,000 $0 $136,000 ($136,000) $0
2. Capability Improvement Phase I
2.1 Implement Change Management and Communications $200,000 $220,000 $190,000 $410,000 ($210,000) ($60,000)
2.2 Implement IT Governance $360,000 $542,213 $94,875 $637,088 ($277,088) $83,912
2.3 Implement Project Management Office (PMO) $270,000 $510,500 $510,500 ($240,500) $223,500
2.4 Implement IT Portfolio Management (ITPM) $270,000 $639,452 $639,452 ($369,452) $46,548
3. Capability Improvement Phase II
3.1 Implement Enterprise Architecture Management $275,000 $72,000 $20,200 $92,200 $182,800 $182,800
3.2 Implement Solution Management $125,000 $0 $0 $125,000 $125,000
3.3 Implement Relationship Management $0 $0 $0 $0 $320,000
3.4 Implement IT Service Management $0 $0 $0 $0 $225,000
4. Capability Improvement Phase III
4.1 Establish Vendor Management $100,000 $0 $0 $100,000 $100,000
4.2 Mature Application Development Capability $0 $0 $0 $0 $160,000
4.3 Establish Enterprise Security $200,000 $0 $0 $200,000 $200,000
5. Capability Improvement Phase IV
5.1 Implement IT Service Management $0 $0 $0 $0 $497,000
5.2 Implement Financial Management Reporting $0 $0 $0 $0 $75,000
6. Capability Improvement Phase V 
6.1 Establish Custom Development Capabilities $0 $0 $0 $0 $0
7. Master Data Management
7.1 Develop Data Governance Model $70,000 $0 $0 $70,000 $70,000
7.2 Implement Data Quality Program $240,000 $0 $0 $240,000 $240,000
7.3 Develop Unified Data Model $0 $0 $0 $0 $298,000
7.4 Implement MDM Tool $0 $0 $0 $0 $900,000
7.5 Optimize Data Warehouse $0 $0 $0 $0 $0
8. Migrate Data Exchanges
8.1 Develop Data Exchange Migration Strategy $0 $0 $0 $0 $0


$ $ $ $ $


JIS Transition Initiative Through June 30, 2010


8.2 Develop File Based Exchanges $0 $0 $0 $0 $0
8.3 Develop Transactional Transfers $0 $0 $0 $0 $0
8.4 Migrate Exchanges Including JIS Link $0 $0 $0 $0 $0
9. Migrate Web Sites
9.1 Develop Migration Strategy $0 $0 $0 $0 $0
9.2 Redirect Web Application Data Source $0 $0 $0 $0 $0
10. JIS Applications Refresh
10.1 Conduct Feasibility Study and Transition Planning $0 $120 $120 ($120) $575,880
10.2 Purchase, Configure and Deploy COTS Application 1 $0 $0 $0 $0 $0
10.3 Purchase, Configure and Deploy COTS Application 2 $0 $0 $0 $0 $0
10.4 Purchase, Configure and Deploy COTS Application 3 $0 $0 $0 $0 $0
10.5 Design, Develop and Deploy Custom Application 1 $0 $0 $0 $0 $0
10.6 Design, Develop and Deploy Custom Application 2 $0 $0 $0 $0 $0
11. Organization Change Management Phase II
11.1 Change Management in Support of JIS $0 $0 $0 $0 $320,000
12. Ongoing Activities
12.1  Natural To COBOL Conversion $550,000 $68,898 $68,898 $481,102 $481,102
12.2  SCOMIS DX $0 $1,645,729 ($143,808) $1,501,921 ($1,501,921) $98,079
12.3  Eticketing stabilization $225,000 $0 $3,228 $3,228 $221,772 $221,772
12.3  Parking Module enhancements $0 $0 $0 $0 $7,000
12.4  Non-allocated Projects $0 $0 $0 $0 $0
13. Equipment Replacement
13.1  Equipment Replacement - External $2,700,000 $591,848 $44,188 $636,036 $2,063,964 $2,063,964
13.2  Equipment Replacement - Internal $300,000 $76,757 $76,757 $223,243 $223,243


Total $6,109,000 $4,504,143 $208,683 $4,712,826 $1,396,174 $7,901,174


Prepared by AOC August 18, 2010
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Information Services Division JIS Transition Allocation & Expenditure Update


JIS Transition Initiatives


ALLOCATED 
July 1, 2009-


December 31, 
2009


ALLOCATED 
January 1, 2010 -


June 30, 2010


ALLOCATED 
July 1, 2010-


December 31, 
2010


ALLOCATED 
January 1, 2011 -


June 30, 2011
Organizational Change Management Phase 1
Develop Organizational Change Strategy $224,000 $224,000 $224,000
Implement New Organization Structure $136,000 $136,000 $136,000
Organizational Change Management Phase 1-Subtotal $360,000 $360,000 $360,000
Capability Improvement Phase I
Implement Change Management and Communications $50,000 $350,000 $350,000
Implement IT Governance $721,000 $721,000 $721,000
Implement Project Management Office (PMO) $734,000 $734,000 $734,000
Implement IT Portfolio Management (ITPM) $686,000 $686,000 $686,000
Capability Improvement Phase I-Subtotal $2,191,000 $2,491,000 $2,491,000


Capability Improvement Phase II
Implement Enterprise Architecture Management $275,000 $275,000 $275,000
Implement Solution Management $275,000 $125,000 $125,000
Implement Relationship Management $0 $0 $320,000
Implement IT Service Management-Change, Configure, $0 $0 $225,000
Capability Improvement Phase II-Subtotal $550,000 $400,000 $945,000


Capability Improvement Phase III
Establish Vendor Management $100,000 $100,000 $100,000
Mature Application Development Capability $0 $0 $160,000
Establish Enterprise Security $200,000 $200,000 $200,000
Capability Improvement Phase III-Subtotal $300,000 $300,000 $460,000


Capability Improvement Phase IV
Implement IT Service Management-Incident, Problem, Service $0 $0 $497,000
Implement Financial Management Reporting $0 $0 $75 000


Administrative Office of the Courts


JUNE 30, 2010


Implement Financial Management Reporting $0 $0 $75,000
Capability Improvement Phase IV-Subtotal $0 $0 $572,000


Capability Improvement Phase V $0 $0 $0


Master Data Management
Develop Data Governance Model $70,000 $70,000 $70,000
Implement Data Quality Program $240,000 $240,000 $240,000
Develop Unified Data Model $448,000 $298,000 $298,000
Implement MDM Tool $0 $0 $900,000
Master Data Management-Subtotal $758,000 $608,000 $1,508,000


Migrate Data Exchanges $0 $0 $0


Migrate Web Sites $0 $0 $0


JIS Applications Refresh
Conduct Feasibility Study and Transition Planning $576,000 $576,000 $576,000
Organization Change Management Phase II $0 $0 $0
Change Management in Support of JIS $0 $0 $320,000
Organization Change Management Phase II-Subtotal $0 $0 $320,000


Ongoing Activities
Natural To COBOL Conversion $550,000 $550,000 $550,000
SCOMIS DX $1,600,000 $1,600,000 $1,600,000
E-Ticketing stabilization $225,000 $225,000 $225,000
Non-allocated Projects $7,000 $7,000 $7,000
Ongoing Activities-Subtotal $2,382,000 $2,382,000 $2,382,000


Equipment Replacement
Equipment Replacement - External $2,700,000 $2,700,000 $2,700,000
Equipment Replacement - Internal $300,000 $300,000 $300,000
Equipment Replacement-Subtotal $3,000,000 $3,000,000 $3,000,000
TOTAL $10,117,000 $10,117,000 $12,614,000


Prepared by AOC August 18, 2010
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JIS Operational Plan Status – July, 2010 
Reporting Period:  May 15th – July 15th, 2010 
 


I. Background 
 
In 2008, the JISC directed AOC to modernize and integrate the Judicial Information 
System. For the 2009-2011 biennium, the Legislature appropriated funds to fulfill that 
direction. The budget proviso stipulated that a portion of those funds was for the 
development of a comprehensive Information Technology (IT) strategy and detailed 
business and operational plan.  This strategy included the development of a fully 
operational Project Management Office, the establishment of an Enterprise Architecture 
program, the implementation of a Master Data Management solution, and a focus on 
data exchanges. 
 
To plan the modernize-and-integrate strategy, AOC contracted with two industry 
leaders, Ernst & Young and Sierra Systems.  The firms performed analysis of the 
current business problems, the organization’s capability and maturity to successfully 
implement the modernization and integration strategy, and planned a detailed IT 
strategy to guide the modernization over the next several years. 
 
Upon the completion of an IT strategy and business plan, the Information Services 
Division (ISD) began implementation of a multi-year operational plan with the launch of 
new transformation initiatives in September 2009: Project Management Office (PMO), IT 
Portfolio Management (ITPM), Enterprise Architecture Management (EAM), Information 
Technology Governance (ITG), and Organizational Change Management (OCM). In 
2010, additional initiatives began including Master Data Management.  
 
Additionally, AOC ISD continues its work on other approved priorities including data 
exchanges, e-ticketing enhancements, equipment replacement, disaster recovery and 
on-going maintenance and operations of legacy systems. 
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II. Transformation Activities 


PMO – Project Management Office 
Description 
The PMO is responsible for developing and providing a consistent project management 
methodology and standardized set of tools for managing projects within ISD.  The PMO 
ensures that projects are consistently delivered, on-time, on-budget and that the 
completion of all ISD Transformation initiatives and future IT projects align with 
organizational priorities.   
Status  
The PMO team has been working on the development of the new PMO SharePoint site. 
This new SharePoint site will benefit the organization by giving visibility into project 
details and ensuring that project managers follow consistent “best practices” throughout 
project life cycles.  This will increase the ability for successful project delivery and 
effective decision making.  
Activity Highlights 


 The new internal PMO SharePoint website is currently in test and scheduled to 
be completed at the beginning of August.   


Upcoming Activities & Milestones 
• Develop Management Decision Support Structure and Report (Deliverable #2.04)
• Develop PMO Rollout Strategy and Report (Deliverable #2.05) 


 
ITPM – IT Portfolio Management  
Description 
IT Portfolio Management ensures that the costs and performance of IT assets are 
accurately measured and monitored, ensuring the ability of the JISC and AOC to make 
sound decisions about IT investments.  Portfolio assets include hardware, software, 
applications, tools, and services that are created, supported or provided by AOC. 
Status  
ISD continues to work with consultants from Sierra Systems to perform the initiative 
integration analysis. The development of the Portfolio metrics, process descriptions, and 
process reports are underway and work continues on the ISD Integration Roadmap 
Detail Report.   
Activity Highlights 


 ITPM Project Schedule approved with scheduled end date of Dec 2010  
 Completed first drafts of the portfolio and asset templates  
 Completed portfolio review process.  


Upcoming Activities & Milestones 
• Complete the ITPM Portfolio definitions 
• Complete the ITPM Portfolio processes 
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ITPM – IT Portfolio Management  


• Define Portfolio metrics 
• Develop the initial portfolio 
• Develop integration roadmap 
• Develop portfolio reporting plan, processes, methods 
• Develop review process for continuous improvement 
• Conduct initial review 


 
EAM – Enterprise Architecture Management 
Description 
Enterprise Architecture Management (EAM) provides the foundation and framework on 
which everything is built to ensure that the interrelated IT components such as software 
applications and hardware infrastructure fit together coherently and sustainably and 
support the long term AOC business mission. Enterprise Architecture additionally 
involves adopting a common set of data, which will facilitate information sharing among 
systems and applications. 
Status  
The EA team completed the EA Vision & Principles which provides the JISC with 
general guidance on future IT investments.  The EA Charter was completed, 
establishing the structure and purpose of Enterprise Architecture Management within 
the AOC organization and provides guidance  the work of the EA team.  The team 
completed the Future State Reference Architecture and EA processes which give the 
overall picture of what the enterprise will look like after completing the transformation 
plan and have been presenting it to stakeholders for feedback.  
Activity Highlights 


 Completed EA Vision & Principles: The development of the Vision & Principles 
will provide the JISC with general guidance as to future decisions on IT 
investments 


 Completed EA Charter: Establishes the structure and purpose of Enterprise 
Architecture within the AOC organization and will guide the work of the EA team 
in ISD. 


 Completed Future state reference architecture: Provides a complete picture of 
the state of the enterprise after completing the transformation plan.  


 Completed EA processes: By establishing EA processes the EA team will be 
able to complete work more efficiently and consistently which will impact the 
overall timing and recommendations on enterprise architecture. 


Upcoming Activities & Milestones 
• Present the Future State Architecture to the JISC for approval on August 18th. 
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ITG – Information Technology Governance 
Description 
Information Technology (IT) Governance is the system of policies, processes, tools, and 
templates used to optimize decision-making about IT requests, and to communicate the 
status of those requests to the affected user communities.  IT Governance provides a 
consistent, transparent and inclusive method for making IT decisions while ensuring that 
the business needs drive the IT decisions.  
Status  
The IT Governance team completed the final IT Governance training which included a 
session for the four IT Governance Court Level User Groups.  Additionally, a new IT 
Governance website was launched which is now available at 
http://inside.courts.wa.gov/index.cfm?fa=ITGPortal.home . 
The new IT Governance website allows the court community and other communities of 
interest to submit, track, and view all of the requests for changes, enhancements and 
projects related to the JIS system and applications.  
Activity Highlights 


 Presented ITG policy detail to JISC for approval 
 Completed training workshops 
 Launched the new IT Governance Portal website 


 
III. Other Approved Projects 
 
Superior Court Case Management and Calendaring Feasibility Study   
Description 
The Superior Court Case Management and Calendaring Feasibility Study (SCMFS) is 
intended to provide the research and analysis needed to make informed decisions on 
which software applications would meet the business needs of the Superior Courts for 
managing case flow and calendaring functions in support of judicial decision making 
and scheduling activities. 
Status 
The Request For Proposal (RFP)  was approved by the JISC in June.  The RFP, for the 
feasibility study to select a vendor to conduct research and analysis of the feasibility of 
available solutions, was published on July 7th with a deadline of August 2nd, 2010 for 
proposals to be received by AOC.  The SCMFS team continues to work on evaluating 
the RFP responses, setting up processes, and gathering volunteers for the 
requirements gathering effort.  An apparent vendor will be selected from the proposals 
in mid August.     
Activity Highlights 


 The SCMFS RFP was published on July 7, 2010 
 Vendor Responses were due on August 2, 2010 



http://inside.courts.wa.gov/index.cfm?fa=ITGPortal.home
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Superior Court Case Management and Calendaring Feasibility Study   


 Nine vendors responded to the RFP 
Upcoming Activities & Milestones 


• Evaluate the RFP Proposals (currently underway) 
• Select the vendor 
• Schedule court Subject Matter Experts (SME) meetings to gather requirements 


 
Vehicle Related Violations (VRV) 
Description 
Vehicle Related Violations (VRV) was designed to automate the input and submittal of 
parking violations as received by local courts through local enforcement agencies 
(LEAs).  The VRV website provides a service for jurisdictions to get access to the 
technical information and data needed to setup and build data exchanges for use on the 
jurisdictions end.   
Status 
The VRV Data Exchange Website content was published and made available for use. A 
draft performance benchmark test plan is being reviewed and revised.  Initially the 
website will support VRV Operational Readiness activities, but in the long term the 
website will be the primary external access point for our customers and partners to get 
targeted information about any data services that may be available to them.  The site 
and supporting content will grow over time as new services are added and the customer 
base grows. 
Activity Highlights 


 Launched VRV Data Exchange website for public use.  
Upcoming Activities & Milestones 


• System Optimization 
• Create Operational Support (Programmer’s Guide, Deployment Guide) 
• Pilot Program Readiness  


 
E-Ticketing Stabilization 
Description 
E-Ticketing is a Statewide Electronic Collision & Ticket Online Records (SECTOR) data-
collection system that provides Law Enforcement Officers with the ability to create and 
submit tickets & collision reports electronically from their patrol car or other agency 
computer. SECTOR provides an automated, fully electronic process in place of current 
paper-based processes for issuing tickets and collision reports. This effort, supported by 
the eTRIP Governance Committee and program endorsers, is a joint venture of the 
Department of Information Services (DIS), Washington State Patrol (WSP), 
Administrative Office of the Courts (AOC), Washington Traffic Safety Commission 
(WTSC), the Department of Licensing (DOL) and the Washington State Department of 
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E-Ticketing Stabilization 
Transportation (WSDOT). 
Status 
The team is building on the performance analysis conducted in January. Work 
continues on planning and allocation of appropriate resourcing levels and the 
documentation of use cases.  In addition, the development of the HATS-JAGACY 
conversion has begun.  Assessing and analyzing the functionality of eTicketing is 
intended to stabilize performance expectations for the application.  
Activity Highlights 


 Project charter finalized and approved 
 Project scheduled approved for completed in November 2010 
 Completed a detailed estimate of the HATS to Jagacy conversion 


Upcoming Activities 
• Execute final test and preparation for Phase 1 enhancements for eTicketing 


 
Superior Court Data Exchange (SCDX) 
Description 
The intent of the Superior Court Data Exchange is to build and implement an enhanced 
technology infrastructure with leading standards that ensures flexible access to superior 
court data. The intent of the Superior Court Data Exchange is that it will also support 3rd 
party information exchanges with local non-JIS systems. 
Status 
The team is now engaged in the first round of requirements development activities for 
the Docketing Data Exchange.  The Pierce County Superior Court is a key court 
partner.  The team completed the on-site court observations and current practices which 
are currently being reviewed. Preparation is underway for an as-is business model and 
operations overview highlighting court practices around current document imaging 
needs.      
Activity Highlights 


 Completed all business/data requirements with Pierce County Superior Court 
 Completed the kickoff with the calendaring work group and technology partners.  
 Completed on-site court observations of current practices.  
 Completed analysis of calendaring and docketing 


 
JIS Equipment Replacement 
Description 
In accordance with JIS General Policy, equipment replacements for JIS Courts happen 
every five years, as it has for the past 15 years. Equipment such as personal 
computers, serial impact printers, receipt printers and cash drawers are provided to 
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JIS Equipment Replacement 
Courts and Clerks Offices throughout the state.  Additionally, laptops and personal laser 
printers are provided to judicial officers. JIS Courts include such courts as the State 
Supreme Court, three Courts of Appeal, District courts and Municipal courts. 
Status  
For FY2011 Equipment Replacement, the infrastructure team is preparing an RFQ for 
procuring printers for the courts. Staff have been evaluating printers and have 
demonstrated some of the printers in the courts. This cycle includes growth computers 
for the courts, as directed by the JISC. Equipment Replacement started on July 1, 2010.
Activity Highlights  


 Completed FY2010 equipment replacement 
Upcoming Activities 


• Planning for FY 2011 equipment replacement 


 
 
Infrastructure   
Description 
AOC ISD operates and supports the computer related operational needs of the AOC, 
Temple of Justice, and Court of Appeals, along with the Judicial Information System 
(JIS) application, the Judicial Receipting System (JRS), Superior Court Information 
System (SCOMIS), Judicial and Corrections System (JCS), Appellate Court System 
(ACORDS), JIS Calendaring (CAPS), e-Ticketing and web services, and applications. 
The Infrastructure team at AOC ISD supports the servers (hardware and operating 
system) that run all the necessary software applications.  Although existing user 
applications are dated, the systems they run under are current and state of the art. The 
systems maintained run under a variety of programming languages including COBOL, 
Natural, Java, ColdFusion and Unipaas. 
Status  
The infrastructure team is preparing for an upcoming Disaster Recovery (DR) Test on 
September 17th – 19th.   In addition, they are conducting a proof of concept on Virtual 
Desktops which has the potential of increasing the lifespan of the desktop computers 
delivered to staff and reducing support costs.  
Activity Highlights  


 Equipment Replacement for FY2010 is complete 
 Completed the upgrade to the operating software (OS) for the servers that run 


JIS, SCOMIS, and ACORDS.  
Upcoming Activities 


• Virtual Desktop proof of concept 
• Disaster Recovery Test in September 2010. 
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Operations 
Description 
AOC ISD Operations team supports new projects and the ongoing maintenance of 
legacy systems including the Judicial Information System (JIS) application, the Judicial 
Receipting System (JRS), Superior Court Information System (SCOMIS), Judicial and 
Corrections System (JCS), Appellate Court System (ACORDS), JIS Calendaring 
(CAPS), e-Ticketing and web services. 
Status  
The Operations team has completed a number of code changes mandated by 
legislature and continues to work on application changes and Known Error Corrections. 
The web team released Spring 2010 forms and publicly launched the Supreme Court 
website. Work is continuing on the Superior Court Management Feasibility Study RFP 
and eTicketing stabilization. In addition, with the implementation of the new IT 
Governance Process, the previous Customer Change Requests (blue sheets) have 
been returned to their groups of interest for review, validation, and resubmission under 
the new process.  
Activity Highlights  


 Completed accounting code changes mandated by legislation 
 Completed the addition of two new language codes to JIS and the modification of 


SCOMIS Names screen to allow display of language code for multiple 
participants. 


 Completed Spring 2010 Forms Release, which includes RCW 13, Relief from 
Offender Registration, Guardianship RCW 11, Mandatory Dependency, and 
other miscellaneous forms. 


 Completed the launch of the Supreme Court website which is now publicly 
available. 


 Completed the migration of JABS and ACORDS applications to Websphere 7. 
 Released the new Juvenile and Corrections System (JCS) into production which 


included improved lists for courts to identify deleted referrals and detention 
episodes. 


 Sent IT Governance Customer Change Requests (blue sheets) back to 
endorsing groups for them to review and determine their validity and priority for 
submission into the new IT Governance process.  
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Judicial Information System Committee Meeting     August 18, 2010 


DECISION POINT – IT GOVERNANCE POLICY 


MOTION:  


• I move that the JISC approve the IT Governance Policy. 


I. BACKGROUND  
On March 5, 2010, the JISC approved the IT Governance Framework, which is a necessary 
foundation for establishing a consistent process for IT investment decision-making. 


As part of the larger plan to institute a practice of formally adopting JISC policy and practice into 
a cohesive set of written policies, AOC is asking the JISC to institute an IT Governance policy in 
line with the IT Governance framework adopted by the committee in March.  The committee 
received the IT Governance policy for initial review at the May 19, 2010 meeting.  Additional 
comments were received at the June 25, 2010 meeting.  The first attached draft incorporates all 
comments from JISC members.  The second attached draft shows all of the redlined changes. 


II. DISCUSSION   
The Information Technology Governance Policy reinforces the JISC’s authority over IT 
investments made by AOC and memorializes the limits of the authority delegated to AOC.  It 
directs the AOC to develop and implement standards that address the critical elements of the IT 
Governance framework and outlines the minimum components the IT Governance Framework 
must contain.   


The policy will be the formal direction from the JISC for AOC to establish standards, guidelines, 
and procedures for the IT Governance process. 


III. PROPOSAL  


The JISC should approve the IT Governance policy.  


IV. OUTCOME IF NOT PASSED 


If the IT Governance policy is not adopted and implemented, there will not be clear, formal 
written guidance from the JISC which AOC can use to develop formal standards and 
procedures necessary to fully implement the IT Governance Framework. 


V. NEXT STEPS 
The elements of the IT Governance Framework will be developed into standards, guidelines, 
and procedures to guide the implementation of the IT Governance program.   
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JIS Information Technology  
Governance Policy 


Adopted by the Judicial Information System Committee (JISC) on          , 2010 
Policy No: 1000 – P1  
  
Effective Date:                   , 2010  
Revision Date:  Definitions (add hyperlink) 
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Purpose 
The purpose of this policy is to ensure that Judicial Information System (JIS) information 
technology (IT) resource investments are aligned with business objectives, add value to 
the IT portfolio (see JIS Policy 2000 – P1), mitigate risk, and deliver projects and 
services in a cost-effective manner. 
 
The Judicial Information System Committee (JISC) needs a consistent and structured 
process for its IT governing bodies, so it can: make effective IT investment decisions; 
process IT requests associated with projects, applications, and services; and address IT 
governance challenges.  The development and implementation of an ITG Framework 
for JIS applications and services will address this need.  
 
IT governance provides the framework by which IT investment decisions are made, 
communicated, and overseen.  IT governance focuses on the alignment of IT decisions 
with the overall organizational strategy and the delivery of the greatest value from those 
decisions.   
 


Authority  
RCW 2.68.010 gives the JISC the authority to “determine all matters pertaining to the 
delivery of services available from the judicial information system.”  JISC Rule 1 
provides for AOC to operate the Judicial Information System (JIS) under the direction of 
the JISC and with the approval of the Supreme Court pursuant to RCW 2.56.   
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Scope 
For purposes of this policy, “IT governance” is defined as a structure for the JIS 
governing bodies to classify requests and apply criteria and thresholds to deliver the 
most value for IT investment decisions.  IT governance sets levels of authority and 
ensures accountability for decision making.  IT governance includes, but is not limited 
to, policies, processes, tools, and templates to identify, evaluate, prioritize, and 
authorize IT requests, and to communicate the status of those requests to the user 
communities affected.   IT governance applies to all persons, organizations, or agencies 
that operate, manage, or use the portfolio of IT products and services provided by AOC 
(see JIS Portfolio Management Policy 2000 – P1). 
 
 


Policy 
 
1. It is the policy of the Judicial Information System Committee that the AOC implement 


a set of IT governance standards and processes that are driven by the JIS Business 
Plan and IT strategy, and provide clear guidance, repeatable processes, and 
measurable outcomes.  The standards must address: 


 
• Maximizing business value and benefit 
• Minimizing impact of potential risks 
• Providing a cost-benefit analysis and the best return on investment 
• Leveraging existing IT portfolio assets and technology expertise 
• Aligning with enterprise architecture and other technology-related standards 
• Aligning with the JIS Business Plan and IT Strategy 


 
2. The AOC shall implement an IT governance framework that is used to process all 


requests for IT investments.  The framework shall contain a workflow that includes 
five steps: 


 
• Initiate an incident or project request. 
• Endorse – Affirm that the request is reasonable and viable. 
• Analyze – Assess the request prior to review by recommending bodies. 
• Recommend – Filter and score against pre-defined criteria to create and 


integrate with a prioritized list of IT requests. 
• Schedule – Compare all recommended requests to determine the scheduling 


of action, subject to delegated authority, resource availability, and approved 
budget. 


 
3. The authority to initiate and endorse a request shall be vested in the court user 


community through the existing Endorsing Groups listed in Appendix A. 
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4. The authority to recommend requests to the JISC for scheduling shall be vested in 
the court user community through the establishment of Court Level User Groups 
representing the constituencies listed in Appendix A. 


 
5. The Court Level User Groups shall adopt individual charters describing their 


composition, and rules of operation, provided that the charters adopted by the court 
level user groups shall state that requests may only be denied upon a unanimous 
vote of the membership and all other requests will move forward with either a 
unanimous or majority/minority recommendation for scheduling to the JISC. 


 
6. A copy of the Court Level User Group charters shall be provided to the JISC. 
   
7. The IT governance framework must meet these expectations: 
 


a) Governance processes align with the business priorities and strategic 
direction of the JISC and the AOC. 


b) The IT governance process is as clear and simple as possible. 


c) The IT governance process supports the business needs of Washington 
courts. 


 
d) Decision makers and stakeholders understand their roles in the governance 


process and the roles of others. 
 
e) AOC takes ownership of the governance model and tools, and facilitates 


future reviews and improvements. 


f) Standards, policies, and procedures are created in collaboration with all 
affected stakeholder groups, based on acceptance of minimum AOC IT 
governance standards. 


 
g) A designated IT governance authority and governance structures establish 


priorities, manage key issues, and make decisions relating to the selection 
and management of requests, initiatives, and projects. 


 
h) Stakeholders, providers, and users participate in the development and 


adoption of the IT governance framework. 
 
i) AOC will provide staff support and management for initiatives, requests, or 


projects arising from stakeholder communities subject to delegated authority, 
resource availability, and approved budget. 


 
j) The JISC will prioritize requests so that AOC may schedule and manage 


requests, initiatives and projects subject to resource availability and approved 
budget.    
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k) The JISC will promote stabilization of governance efforts by carefully 


considering impacts of reprioritization of projects on current work and 
resource efforts. 


 
l) The governance bodies and other participants in the governance process 


operate in a clear and transparent way to promote trust in the process for 
managing requests and any resulting initiatives or projects. 


 
m) Participants are informed through each step of the process, equipping them 


with the appropriate information, tools, and resources needed to take each 
step. 


 
n) There is communication throughout the governance process to ensure 


greater visibility into the decision-making process. 


o) The range of participants and level of participation evolve over time as the IT 
governance framework is established. 


 
8.  Delegated authority for the State Court Administrator and the AOC Chief Information 


Officer is shown in the IT Governance Delegation Matrix in Appendix B. The JISC 
may review, increase, decrease, or revoke any previous delegation regarding 
acquisition of IT resources. All acquisitions conducted under delegated authority 
must comply with JIS IT Governance Policy and the JISC IT Governance Standards. 


 
9.  The Administrator for the Courts and the AOC CIO shall report to JISC on all 


decisions made under the delegation matrix at each regularly scheduled JISC 
meeting. 


 
10. Decisions not to schedule recommended requests by the State Court Administrator 


and the AOC CIO shall state the reasons for the denial and may be appealed to the 
JISC by the recommending court level user group. 


 


Maintenance 
The governance framework will be allowed to operate without changes for one year.  
The AOC, in collaboration with participants and stakeholders, will review its IT 
Governance standards and framework at least annually and make appropriate updates 
after any significant changes in its business or technology environment.  Major policy 
changes will require the approval of the JISC. 
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Appendix A: Endorsing Groups 
 


1. Supreme Court 
2. Court of Appeals Executive Committee 
3. Superior Court Judges’ Association 
4. Washington Association of County Clerks 
5. Association of Washington Superior Court Administrators 
6. District and Municipal Court Judges’ Association 
7. District and Municipal Court Managers’ Association 
8. Misdemeanant Corrections Association 
9. SCJA Family and Juvenile Law Committee 
10. Washington Association of Juvenile Court Administrators 
11. State Court Administrator – Endorses for other stakeholder 


communities 
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Purpose 
The purpose of this policy is to ensure that Judicial Information System (JIS) information 
technology (IT) resource investments are aligned with business objectives, add value to 
the IT portfolio (see JIS Policy 10.2002000 – P1), mitigate risk, and deliver projects and 
services in a cost-effective manner. 
 
The Judicial Information System Committee (JISC) needs a consistent and structured 
process for its IT governing bodies, so it can: make effective IT investment decisions; 
process IT requests associated with projects, applications, and services; and address IT 
governance challenges.  The development and implementation of an ITG Framework 
for JIS applications and services will address this need.  
 
IT governance provides the framework by which IT investment decisions are made, 
communicated, and overseen.  IT governance focuses on the alignment of IT decisions 
with the overall organizational strategy and the delivery of the greatest value from those 
decisions.   
 


Authority  
RCW 2.68.010 gives the JISC the authority to “determine all matters pertaining to the 
delivery of services available from the judicial information system.”  JISC Rule 1 
provides for AOC to operate the Judicial Information System (JIS) under the direction of 
the JISC and with the approval of the Supreme Court pursuant to RCW 2.56.   
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Scope 
For purposes of this policy, “IT governance” is defined as a structure and process for 
the JIS governing bodies to classify requests and apply criteria and thresholds to 
determine the appropriate levels of authority and accountability and deliver the most 
value for IT investment decisions.  IT governance sets levels of authority and ensures 
accountability for decision making.  IT governance includes, but is not limited to, 
policies, processes, tools, and templates to identify, evaluate, prioritize, and authorize IT 
requests, and to communicate the status of those requests to the user communities 
affected.   IT governance applies to all persons, organizations, or agencies that operate, 
manage, or use the portfolio of IT products and services provided by AOC (see JIS 
Portfolio Management Policy 1002000 -– P1). 
 
 


Policy 
 


1. It is the policy of the Judicial Information System Committee that the AOC 
implement a set of IT governance standards and processes that are driven by a 
business plan, align with anthe JIS Business Plan and IT strategy, and provide 
clear guidance, repeatable processes, and measurable outcomes.  The 
standards must address: 


 
1.• Maximizing business value and benefit 
2.• Minimizing impact of potential risks 
3.• Providing a cost-benefit analysis and desirable the best return on investment 
4.• Leveraging existing IT portfolio assets and technology expertise 
5.• Aligning with enterprise architecture and other technology-related standards 
6.• Aligning with the JIS Business Plan and IT Strategy 


 
 


2. The AOC shall implement an IT governance framework that is used to process all 
requests for IT investments.  The framework shall contain a workflow that 
includes five steps: 


 
• Initiate an incident or project request. 
• Endorse – Affirm that the request is reasonable and viable. 
• Analyze – Assess and augment the request prior to review by recommending 


bodies. 
• Recommend – Filter and score against pre-defined criteria to create and 


integrate with a prioritized list of IT requests. 
• Schedule – Compare all recommended requests to determine the scheduling 


of action, subject to delegated authority, resource availability, and approved 
budget. 
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3. The authority to initiate and endorse a request shall be vested in the court user 
community through the establishment of user groups representing the 
constituenciesexisting Endorsing Groups listed in Appendix XXXA. 


 
4. The authority to recommend requests to the JISC for scheduling shall be vested 


in the court user community through the establishment of Ccourt Llevel Uuser 
Ggroups comprised ofrepresenting the constituencies listed in Appendix XXXA. 


 
5. The user groups and the cCourt lLevel uUser gGroups shall adopt individual 


charters describing their composition, and rules of operation, provided that the 
charters adopted by the court level user groups shall state that requests may 
only be denied upon a unanimous vote of the membership and all other requests 
will move forward with either a unanimous or majority/minority recommendation 
for scheduling to the JISC. 


 
6. A copy of the user group and Ccourt Llevel Uuser Ggroup charters shall be 


provided to the JISC. 
   


7. The IT governance framework must ensure thatmeet these expectations: 
 


1.a) Governance processes are aligned with the business priorities and reflect 
the strategic direction of the JISC and the AOC. 


b) The IT governance process is as clear and simple as possible.processes, 
frameworks, models, and tools are developed and evolve to their most simple 
state, in 


2.c) The IT governance process supports of the business needs of Washington 
courts. 


 
3.d) Decision makers and stakeholders understand their roles in the 


governance process and the roles of others. 
 
4.e) AOC takes ownership of the governance model and tools, and facilitates 


future reviews and improvements. 


5.f) Standards, policies, and procedures are created in collaboration with all 
affected stakeholder groups, based on acceptance of minimum AOC IT 
governance, ISD-wide standards. 


 
6.g) A designated IT governance authority and governance structures establish 


priorities, manage key issues, and make decisions relating to the selection 
and management of requests, initiatives, and projects. 


 
7.h) Stakeholders, providers, and users govern participate in the development 


and implementation adoption of the IT governance framework. 
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i) AOC will provide staff support and management for initiatives, requests, or 


projects arising from stakeholder communities subject to delegated authority, 
resource availability, and approved budget. 


  
j) The JISC will prioritize requests so that AOC may schedule and manage 


requests, initiatives and projects subject to resource availability and approved 
budget.    


  
8.k) The JISC will promote stabilization of governance efforts by carefully 


considering impacts of reprioritization of projects on current work and 
resource efforts.. 


 
9.l) The governance bodies and other participants in the governance process 


operate in a clear and transparent way to promote trust in the process for 
managing requests and any resulting initiatives or projects. 


 
10.m) Participants are informed through each step of the process, equipping 


them with the appropriate information, tools, and resources needed to take 
each step. 


 
11. n) There is communication throughout the governance process to ensure 


greater visibility into the decision-making process. 


12. The governance model be allowed to operate for a given period and 
assessed formally on an ongoing basis, guided by predetermined 
performance measures. 


13. The approach to IT governance evolves over time, allowing participants 
and stakeholders to continue to operate the IT governance process in a way that 
meets their business needs. 


14. o) The range of participants and level of participation evolve over time as 
the IT governance framework is established. 


 
 
 


8.  Delegated authority for the State Court Administrator  and the AOC Chief 
Information Officer is shown in the IT Governance Delegation Matrix in appendix 
Appendix XXXB. The JISC may review, increase, decrease, or revoke any 
previous delegation regarding acquisition of IT resources. All acquisitions 
conducted under delegated authority must comply with JIS IT Governance Policy 
and the JISC IT Governance Standards. 
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9.  The Administrator for the Courts and the AOC CIO shall report to JISC on all 
decisions made under the delegation matrix at each regularly scheduled JISC 
meeting. 


 
10. Decisions not to schedule recommended requests by the State Court 


Administrator and the AOC CIO shall state the reasons for the denial and may be 
appealed to the JISC by the recommending court level user group. 


 


Maintenance 
The governance framework will be allowed to operate without changes for one year.  
The AOC, in collaboration with participants and stakeholders, will must review its IT 
Governance standards and framework at least annually and make appropriate updates 
after any significant changes in its business or technology environment.  Major policy 
changes will require the approval of the JISC. 
 


Appendix A: Endorsing Groups 
 


1. Supreme Court 
2. Court of Appeals Executive Committee 
3. Superior Court Judges’ Association 
4. Washington Association of County Clerks 
5. Association of Washington Superior Court Administrators 
6. District and Municipal Court Judges’ Association 
7. District and Municipal Court Managers’ Association 
8. Misdemeanant Corrections Association 
9. SCJA Family and Juvenile Law Committee 
10. Washington Association of Juvenile Court Administrators 
11. State Court Administrator – Endorses for other stakeholder 


communities 
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Appendix B: JIS Delegation Matrix  
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A.  Executive Summary 


Problem 
It is not clear how the IT Governance process applies to the following established JISC 
subcommittees:   
 


1. Codes Committee 
 


2. Data Dissemination Committee 
 


3. Data Management Steering Committee.   
 
Each of these subcommittees is composed of broad-based membership, including 
representatives from multiple court levels and functions at the courts.  Each subcommittee is 
chartered by the JISC with responsibility to address specific types of issues or policy matters.  
However, the JISC subcommittees are not specifically assigned roles and responsibilities under 
the IT Governance Framework. 
 
Discussion 
Subcommittees follow the established incident management process for simple, routine 
maintenance items and updates. These tasks generally require less than 20 person hours of 
work effort.  If the request is more than a simple maintenance or update, then the IT 
Governance process applies.  The IT Governance Framework did not include JISC 
subcommittees as either endorsing or recommending bodies. 
 
Alternatives  
The following alternatives are possible for incorporating the JISC subcommittees into the 
governance process: 
 


1) Standard Model:  Subcommittees follow the standard governance process and act 
as request initiators (Step 1), selecting an appropriate endorsing body to move the 
request through the governance process. 
 


2) Subcommittees as Endorsing Bodies Model:  Subcommittees would function as 
endorsing bodies (Step 2) and endorse requests falling under the subcommittees’ 
purview. 
 


3) Subcommittees as Recommending Bodies Model:  Subcommittees would 
function as recommending bodies (Step 4) and recommend and prioritize requests 
falling under the subcommittees’ purview. 
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B.  Background 


The Administrative Office of the Courts (AOC) has launched a new IT Governance Framework 
to better address the IT business needs of the Washington Courts.  The Judicial Information 
Systems Committee (JISC) approved the IT Governance Framework on March 5th, 2010, 
contingent on the delivery of the final IT Governance Framework, which was completed April 
23rd, 2010.  AOC presented a draft IT Governance policy to the JISC on May 19th, 2010.  The 
policy states that: 


…“IT governance” is defined as a structure and process for the JIS governing 
bodies to classify requests and apply criteria and thresholds to determine the 
appropriate levels of authority and accountability and deliver value for IT 
investment decisions. 


To properly evaluate requests under IT Governance, it is of paramount importance that all 
requests flow through the process. 


The JISC has three subcommittees that have been established at various points in the past.  
These subcommittees are the Data Dissemination Committee, the Data Management Steering 
Committee and the JIS Codes Committee.  These subcommittees regularly produce requests 
for AOC to adapt the JIS systems to meet changing business needs.   


Most of their requests do not involve changes to system functionality or significant modification 
to system operations.  This type of request is classified as an “incident”, which is defined as an 
“unplanned interruptions or reduction in quality of an IT service.”  As such, these requests will 
continue to flow through AOC’s established incident management process.   


Some of the requests generated by these subcommittees, however, involve significant changes 
in system functionality or large investments of AOC resources.  These requests are defined as 
“project” requests and involve addressing significant unmet business needs through 
enhancement of existing applications or services, acquisition of new applications or services, or 
replacement of existing applications or services.  Project requests are required to flow through 
the IT Governance process to ensure they are all evaluated and prioritized using the same 
method.   


In addition, the IT Governance Framework does not address how requests generated outside of 
the subcommittees are brought to those subcommittees for consideration if the subject matter of 
the request falls within a subcommittee’s purview. 


C.   The Issue 


The IT Governance Framework approved by the JISC does not specifically define roles and 
responsibilities for the JISC subcommittees.  They are not included as either endorsing bodies, 
like the court community associations, or as recommending bodies, like the Court Level User 
Groups.  The IT Governance Framework does not clearly define the method for the JISC 
subcommittees to participate in the governance process. 


D.   The Alternatives 


After discussion with the chairs of each subcommittee on August 11th, 2010 and study of the IT 
Governance Framework, AOC has identified three alternatives for incorporating the JISC 
subcommittees into the IT Governance Framework.  It is important to note that on March 5th, 
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2010 the JISC decided that requests that affect more than one court level will not go through the 
Recommend step, but will instead be routed directly to JISC.   


 1.  Standard Model 


This alternative would treat each of the JISC subcommittees as an initiator.  Within 
each committee’s chartered authority, it could determine that there is a business need 
to enhance or significantly change the functionality of a current system.  Once that 
decision is reached, the subcommittee would generate an IT Governance request using 
the same process as any other requestor (Step 1).  The subcommittee would select to 
send the request to one of the endorsing groups currently identified in the IT 
Governance Framework.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Step 1: 
Subcommittee 
initiates Request 


Step 2:  Request 
endorsed by one 
of 10 associations 


Step 3:  Request 
analyzed by AOC 


Step 4:  Request 
recommended and 
prioritized by 
CLUG(s) if the 
request affects a 
single court level 


Step 5:  Request 
authorized and 
scheduled by JISC 


Figure 1 
 
Advantages 
 
1. Every IT governance request would follow an identical process.  Existing endorsing 


groups would evaluate the request in the same manner as all other requests.  
 


2. Most of the requests generated by the JISC subcommittees would affect more than 
one court level and would not have to go through the recommend step after 
analysis.  The request would move directly to the JISC. 


 
3. It would honor the commitment of the JISC not to make changes to the IT 


Governance process for one year.  This allows the governance process to mature 
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and take hold in the user community before the committee entertains making 
changes to it. 


 
Disadvantages 
 
1. Moving an enhancement request from initiation by the broad-based membership of 


the committees to the narrow focus of a specific endorsing group may be viewed as 
moving down the value chain. 


 
2. It would take longer for requests to be acted upon that are within the purview of the 


subcommittees, because they would be reviewed and approved by the committees, 
and then have to be initiated and moved through the entire IT governance process. 


2.  Subcommittees as Endorsing Bodies Model 


This alternative would add the JISC subcommittees to the list of endorsing bodies 
established in the IT Governance Framework.  They would endorse requests submitted 
to them by request initiators, provided that the request fell under the subcommittee’s 
delegated area of authority.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Step 1:  Request 
initiated by any 
stakeholder 


Step 2:  Request 
endorsed by the 
appropriate 
subcommittee 


Step 3:  Request 
analyzed by AOC 


Step 4:  Request 
recommended and 
prioritized by 
CLUG(s) if the 
request affects a 
single court level


Step 5:  Request 
authorized and 
scheduled by JISC 


Figure 2 
 


Advantages 
 


1. Requests would likely flow more rapidly to the JISC for prioritization and 
authorization.  By acting as an endorsing group, the subcommittees would be able to 
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endorse requests directly without having to seek another endorsing group as a 
sponsor. 
 


2. Most of the requests from the JISC subcommittees will affect more than one court 
level, so these requests would not have to go through the recommend step and 
would instead proceed to the JISC after analysis. 
 


Disadvantages 
 


1. If the request affected a single court level, it would still proceed to the appropriate 
Court Level User Group(s) and may not be recommended by those groups.   


 
2. If the requests affected a single court level and it is recommended, the request could 


still be prioritized by the Court Level User Group at a different level than the 
endorsing subcommittee desired.  


3.  Subcommittees as Recommending Bodies Model 


This alternative would add the JISC subcommittees to the list of Court Level User 
Groups established in the IT Governance Framework.  As recommending groups, the 
subcommittees would recommend and prioritize requests (Step 4) that fall within their 
delegated authority.   


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 


Step 1:  Request 
initiated by any 
stakeholder 


Step 2:  Request 
endorsed by one of 
10 associations 


Step 3:  Request 
analyzed by AOC 


Step 4:  Request 
recommended and 
prioritized by 
appropriate 
subcommittee 


Step 5:  Request 
authorized and 
scheduled by JISC 


Figure 3 
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Advantages 
 
1. By having the subcommittees act as recommending bodies for all requests that fall under 


their purview, this model would let the subcommittees recommend and prioritize requests 
that align with their missions.   


 
2. The subcommittees would also be able to fulfill their primary functions by evaluating the 


relative business value of requests and establishing prioritization for each request before the 
request goes to the JISC.   


 
Disadvantages 
 
1. This alternative has the same disadvantages as alternative 1: 


 
• Moving an enhancement request from initiation by the broad-based membership of the 


committees to the narrow focus of a specific endorsing group may be viewed as moving 
down the value chain. 


 
• It would take longer for requests to be acted upon that are within the purview of the 


subcommittees, because they would be reviewed and approved by the committees, and 
then have to be initiated and moved through the entire IT governance process 


 
2. Requests would not reach the subcommittees in question until the request had been 


initiated and endorsed by one of the 10 endorsing bodies.  This could result in requests 
originated by the members of the subcommittee not being endorsed and therefore never 
reaching the recommend step of the IT Governance Process. 
 


3. If a request affects multiple court levels, it would skip the recommend step and instead 
proceed directly to the JISC after analysis.  This could prevent the subcommittees from 
acting on requests that fall under their purview.    
 


 
 
 
 





		A.  Executive Summary

		B.  Background

		C.   The Issue

		D.   The Alternatives

		 1.  Standard Model

		2.  Subcommittees as Endorsing Bodies Model

		3.  Subcommittees as Recommending Bodies Model

		This alternative would add the JISC subcommittees to the list of Court Level User Groups established in the IT Governance Framework.  As recommending groups, the subcommittees would recommend and prioritize requests (Step 4) that fall within their delegated authority.  
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Judicial Information System Committee Meeting      August 18, 2010 


DECISION POINT – GR 30 AMENDMENT PROPOSAL 


MOTION:   


• I move that the JISC recommend the amendment of GR 30 to the Supreme Court, 1) removing 
the requirement that a law enforcement officer must have applied for a password from an 
electronic filing service provider, and 2) providing that electronic documents initiated by law 
enforcement and submitted to a court or prosecutor through SECTOR or a secured system 
approved by the presiding judge are presumed signed by the officer on the date and in the place 
set forth in the citation. 
 


I. BACKGROUND  
E-ticketing allows law enforcement officers to electronically create and submit collision reports, 
notices of infraction and citations to courts and state agencies using the Statewide Electronic 
Collision and Ticket Online Record (SECTOR) application.    This process benefits law enforcement 
officers, court staff, and DOL and DOT staff by reducing filing time and data entry time, and by 
providing more accurate data.   


Officers create eTickets by signing onto the SECTOR client application.  Once created, the ticket(s) 
may be served on a defendant and electronically filed with a court or routed to a prosecutor for review 
and filing with a court.  The officer's signature on the ticket is achieved by using their User ID and 
Password, following GR30. See GR 30(d)(2)(D). 


Many counties and cities do not authorize police officers to directly file criminal charges.  Instead, the 
prosecuting authorities in these jurisdictions require police officers to forward their reports for 
prosecutor review.  GR 30(d)(2)(D) does not explicitly provide that documents completed by officers 
in the SECTOR system that are sent to the prosecutor for charging purposes will be presumed to 
have been signed by the officer for purposes of the perjury statute. The same issue applies with 
respect to any documents attached to the eTicket and filed with the court. 


This proposal treats any document completed by an officer with his or her user id and password that 
is transmitted through the SECTOR system to a prosecutor or to a court as being “signed under 
penalty of perjury.” 


II. PROPOSAL  


The JISC is being asked by the Washington Traffic Safety Commission (WTSC) to recommend to 
the Supreme Court amendment of GR 30.  The proposed amendment would specify that a 
document submitted electronically to a prosecutor is presumed signed under penalty of perjury 
when an arresting or citing officer uses his or her user id and password.  


III. OUTCOME IF NOT PASSED 


There may continue to be an issue in some jurisdictions about whether an electronically filed ticket or 
supporting documents were properly signed under GR 30.  Prosecutors in sizeable jurisdictions are 
reluctant to use SECTOR until this issue is resolved.  Courts and law enforcement in those jurisdictions 
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will not be able to eliminate the redundant data entry and error rate through electronic ticketing and 
collision reporting.  








----------------------------------------------- 
GR 9 COVER SHEET 


----------------------------------------------- 
 


Proposal to Amend General Rule 30 
Concerning Electronic Filing 


 
A.  Name of Proponents:  Submitted by the Judicial Information System Committee  
 
B.  Spokesperson:  Justice Fairhurst  
 
C.  Purpose: 
 


The ETRIP initiative started as an effort to reduce redundant data entry, reduce 
time required to create and file documents with courts and other agencies, and 
ensure the correctness of data. ETRIP allows Law Enforcement Officers to 
electronically create and send collisions and citations to the appropriate state 
agency. ETRIP consists of the SECTOR (Statewide Electronic Collision & Traffic 
Online Records) application, the JINDEX (Justice Information Network Data 
Exchange), and many enhancements to applications at AOC (Administrator for 
the Courts), DOL (Department of Licensing), and DOT (Department of 
Transportation). 
 
SECTOR is currently available free of charge to all local law enforcement in 
Washington.  It is being used by over 150 agencies and courts including WSP, 
Tribal agencies, and other local law enforcement agencies.   


 
ETRIP and SECTOR benefit Law enforcement officers, Court staff, and DOL and 
DOT staff by reducing filing time and data entry time, and by providing more 
accurate data.  Unfortunately, the current language of GR 30(d)(2) reduces 
SECTOR’s effectiveness. 


 
SECTOR consists of a client application that resides on a law enforcement 
officer's computer which allows them to quickly and easily capture date related to 
citations and collisions. This data is sent to the SECTOR BackOffice application 
which resides at WSP. The SECTOR BackOffice application stores and sends 
the data to the AOC, DOL, and DOT as applicable, where it is processed 
accordingly. 
 
Background and Proposed Change to GR 30(d)(1)(A) 
Law enforcement officers that receive SECTOR training receive the User ID and 
Password after electronic filing training is completed.  They do not receive the 
user id and password from the electronic service provider.  Rather, they receive 
them from their local system administrator.  The proposal to GR 30(d)(1)(A) 
eliminates the words “applied for” and “provider,” and adds that officers receive 
their passwords from a government agency.  This will allow law enforcement 







officers to use electronic filing as long as they have a user id and password.  This 
change in the rule does not affect the overall intent of electronic filing:  that 
electronic filers must maintain and use a user id and password to electronically 
file their cases. 
 
Background and Proposed Change to GR 30(d)(2)(D) 
When an officer creates an incident/eTicket, using SECTOR, they sign onto the 
client application to create the incident. Once the incident is created, the ticket(s) 
may be served on a defendant and electronically filed with a court, or may be 
routed to a prosecutor for review and filing with a court. Defendants are no longer 
required to sign their copy of a ticket and an officer's signature on the ticket or 
citation is achieved by them using their User ID and Password, following GR30. 
See GR 30(d)(2)(D). 


 
Many counties and cities do not authorize police officers to directly file criminal 
charges. Instead, the prosecuting authorities in these jurisdictions require the 
police officers to forward their reports for prosecutor review. The prosecuting 
authority then makes an independent charging decision after reviewing the 
criminal history of the suspect, considering available defenses, the prosecutorial 
standards set forth at RCW 9.94A.411, and local charging standards. If the 
prosecuting attorney determines that charges will be pursued, the charging 
decision is memorialized by the filing of a complaint pursuant to CrRLJ 2.1(a). 


 
Unfortunately, GR 30(d)(2)(D) does not provide that documents completed by the 
officer in the SECTOR system that are sent to the prosecutor for charging 
purposes will be presumed to have been signed by the officer for purposes of the 
perjury statute. The same issue applies with respect to any documents attached 
to the eTicket and filed with the court. 
 
In addition, GR 30(d)(2)(D) does not provide that documents attached to eTickets 
are presumed to meet the requirements of RCW 9A.72.085 that, in addition to 
signature, they must include the date and place of signature. 


 
This proposal treats any document completed by an officer with his or her user id 
and password that is transmitted through the SECTOR system to a prosecutor or 
to a court to be “signed under penalty of perjury.” 


 
D.  Hearing:  None needed. 
 
E.  Expedited Consideration:  Requested. 
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(a) Definitions 
 


 (1) "Digital signature" is defined in RCW 19.34.020. 
 


 (2) "Electronic Filing" is the electronic transmission of information to a 
court or clerk for case processing. 


 
 (3) "Electronic Document" is an electronic version of information 


traditionally filed in paper form, except for documents filed by facsimile which are 
addressed in GR 17. An electronic document has the same legal effect as a 
paper document. 


 
(4) "Electronic Filing Technical Standards" are those standards, not 


inconsistent with this rule, adopted by the Judicial Information System committee 
to implement electronic filing. 


 
 (5) "Filer" is the person whose user ID and password are used to file an 


electronic document. 
 


Comment: The form of "digital signature" that is acceptable is not limited 
to the procedure defined by chapter 19.34 RCW, but may include other 
equivalently reliable forms of authentication as adopted by local court rule 
or general. 


 
(b) Electronic filing authorization, exception, service, and technology 
equipment. 


 
(1) The clerk may accept for filing an electronic document that complies 


with the Court Rules and the Electronic Filing Technical Standards. 
 
(2)  A document that is required by law to be filed in non-electronic media 


may not be electronically filed. Comment Certain documents are required by law 
to be filed in non-electronic media. Examples are original wills, certified records 
of proceedings for purposes of appeal, negotiable instruments, and documents of 
foreign governments under official seal. 


 
 (3) Electronic Transmission from the Court. The clerk may 


electronically transmit notices, orders, or other documents to a party who has 
filed electronically, or has agreed to accept electronic documents from the court, 
and has provided the clerk the address of the party's electronic mailbox. It is the 
responsibility of the filing or agreeing party to maintain an electronic mailbox 
sufficient to receive electronic transmissions of notices, orders, and other 
documents. 


 







 (4) Electronic Service by Parties. Parties may electronically serve 
documents on other parties of record only by agreement. 
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(5) A court may adopt a local rule that mandates electronic filing by 


attorneys provided that the attorneys are not additionally required to file paper 
copies except for those documents set forth in (b)(2). The local rule shall not be 
inconsistent with this Rule and the Electronic Filing Technical Standards, and the 
local rule shall permit paper filing upon a showing of good cause. Electronic filing 
should not serve as a barrier to access. 


 
Comment: When adopting electronic filing requirements, courts should 
refrain from requiring counsel to provide duplicate paper pleadings as 
"working copies" for judicial officers. 


 
(c) Time of Filing, Confirmation, and Rejection. 


 
(1) An electronic document is filed when it is received by the clerk's 


designated computer during the clerk's business hours; otherwise the document 
is considered filed at the beginning of the next business day. 


 
(2) The clerk shall issue confirmation to the filing party that an electronic 


document has been received. 
 


(3) The clerk may reject a document that fails to comply with applicable 
electronic filing requirements. The clerk must notify the filing party of the rejection 
and the reason therefore. 


 
(d) Authentication of Electronic Documents. 


 
(1) Procedures 


 
(A) A person filing an electronic document must have applied for and 


received a user ID and password from 
32 


a government agency or a person 33 
delegated by such agency in order to use the applicable electronic filing service 
provider
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Comment: The committee encourages local clerks and courts to develop 
a protocol for uniform statewide single user ID's and passwords. 


 
(B) All electronic documents must be filed by using the user ID and 


password of the filer. 
 


(C) A filer is responsible for all documents filed with his or her user ID and 
password. No one shall use the filer's user ID and password without the 
authorization of the filer. 
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(A) Attorney Signatures - An electronic document which requires an 
attorney's signature may be signed with a digital signature or signed in the 
following manner: 


 
s/John Attorney 
State Bar Number 12345 
ABC Law Firm 
123 South Fifth Avenue 
Seattle, WA 98104 
Telephone: (206) 123-4567 
Fax: (206) 123-4567 
E-mail: John.Attorney@lawfirm.com 


 
(B) Non-attorney signatures - An electronic document which requires a 


non- attorney's signature and is not signed under penalty of perjury may be 
signed with a digital signature or signed in the following manner: 


 
s/John Citizen 
123 South Fifth Avenue 
Seattle, WA 98104 
Telephone: (206) 123-4567 
Fax: (206) 123-4567 
E-mail: John.Citizen@email.com 


 
(C) Non-attorney signatures on documents signed under penalty of 


perjury – Except as set forth in (d)(2)(D) of this rule, if the original document 
requires the signature of a non-attorney signed under penalty of perjury, the filer 
must either: 


 
(i) Scan and electronically file the entire document, including the signature 


page with the signature, and maintain the original signed paper document for the 
duration of the case, including any period of appeal, plus sixty (60) days 
thereafter; or 


 
(ii) Ensure the electronic document has the digital signature of the signer. 


 
(D) Law enforcement officer signatures on documents signed under 38 


penalty of perjury. Arresting or citing officer signatures on citations, and notices 39 
of infraction filed electronically in courts of limited jurisdiction - 40 


41  
(i) A citation or notice of infraction initiated by an arresting or citing officer 


as defined in IRLJ 1.2(j) and in accordance with CrRLJ 2.1 or IRLJ 2.1 and 2.2 is 
presumed to have been signed when the arresting or citing officer uses his or her 
user id and password to electronically file the citation or notice of infraction. 


42 
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(ii) Any document initiated by a law enforcement officer is presumed to 1 
have been signed when the officer uses his or her user id and password to 2 
electronically submit the document to a court or prosecutor through the Statewide 3 
Electronic Collision & Traffic Online Records application, the Justice Information 4 
Network Data Exchange, or a local secured system that the presiding judge 5 
designates by local rule.  Unless otherwise specified, the signature shall be 6 
presumed to have been made under penalty of perjury under the laws of the 7 
State of Washington and on the date and at the place set forth in the citation.   8 
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(E) Multiple signatures - If the original document requires multiple 


signatures, the filer shall scan and electronically file the entire document, 
including the signature page with the signatures, unless: 


 
(i) The electronic document contains the digital signatures of all signers; or 


 
(ii) For a document that is not signed under penalty of perjury, the signator 


has the express authority to sign for an attorney or party and represents having 
that authority in the document. 


 
If any of the non-digital signatures are of non-attorneys, the filer shall 


maintain the original signed paper document for the duration of the case, 
including any period of appeal, plus sixty (60) days thereafter. 


 
(F) Court Facilitated Electronically Captured Signatures - An 


electronic document that requires a signature may be signed using electronic 
signature pad equipment that has been authorized and facilitated by the court. 
This document may be electronically filed as long as the electronic document 
contains the electronic captured signature. (3) An electronic document filed in 
accordance with this rule shall bind the signer and function as the signer's 
signature for any purpose, including CR 11. An electronic document shall be 
deemed the equivalent of an original signed document if the filer has complied 
with this rule. All electronic documents signed under penalty of perjury must 
conform to the oath language requirements set forth in RCW 9A.72.085 and GR 
13. 


 
(e) Filing fees, electronic filing fees. 


 
(1) The clerk is not required to accept electronic documents that require a 


fee. If the clerk does accept electronic documents that require a fee, the local 
courts must develop procedures for fee collection that comply with the payment 
and reconciliation standards established by the Administrative Office of the 
Courts and the Washington State Auditor. 


 
(2) Anyone entitled to waiver of non-electronic filing fees will not be 


charged electronic filing fees. The court or clerk shall establish an application and 







waiver process consistent with the application and waiver process used with 
respect to non-electronic filing and filing fees. 
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[Adopted effective September 1, 2003; December 4, 2007.] 








AOC‐ISD Transformation


June 25, 2010


IT Governance
Superior Courts Readiness Assessment







Scope


Superior Court Calendaring


Superior Court Case Management


2







Objective


Update 2007 market study


Develop a limited market profile


Assist stakeholder assessment


3







Landscape


Existing WA State applications


Traditional COTS – established presence


Emerging COTS – employing new technologies


4







Offerings


Existing WA State applications


SCOMIS


LINX


Traditional COTS – established presence


Tyler Technologies


Emerging COTS – employing new technologies


New Dawn


5







Approach


Reviewed documentation


NCSC


2007 Market study


Conduct assessments


Use case groupings


Demonstration Workflows


6







Workshops


SCOMIS Review


On site 


LINX


Tyler  Odyssey


New Dawn JustWare


7







Deliverables


Use Case and Demonstration Workflows


Fit Reports (4)


NCSC User Requirements


JISC/AOC/ISD Requirements


Assessment


Findings


Summation


8







Assessment


Findings (Score out of a potential 100)


Values are calculated using a weighted scoring system applied to feedback 
received from 19 participants attending the workshops


Scores reflect a relative assessment between applications and NOT an 
qualitative or quantitative measurement


9


Tyler New 
Dawn


LINX Range


Screen Navigation 75 78 90 15
User Interface 77 62 84 22
Intuitive Usability 69 68 83 14
Demonstrated Workflow 94 86 78 16
Adaptability to Local Practice 85 82 77 8







Summation


COTS Solutions


Provides most functionality


High readiness relative to current NCSC practices


WA State Applications


SCOMIS: Lowest NCSC compliance


Optimized for current practices & data entry


Non compliance with JISC Enterprise Standards
10







Conclusion


This assessment provides JISC with a consolidated 
dataset about the four solution categories for 


case management and calendaring


The assessment of readiness should prove 
advantageous in subsequent efforts to address 


the business needs of the courts


11
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                Administrative Office of the Courts 


 
 
Judicial Information System Committee Meeting    August 18, 2010 
 
DECISION POINT -  Should Changes be made to the Disclaimer and the Display of  
    Case Information on the Washington Courts Website? 
 
MOTION: 
 
 I move that the JISC: 
  


1. Adopt Recommendations 1 through 8 for changes to the display of case 
information on the Washington Courts Website by following the IT 
governance process. 
 


2. Adopt Recommendation 9 for changes to the Disclaimer on the 
Washington Courts website only, and to leave the existing Disclaimer on 
JIS-Link Subscription Agreements, Public Index Contracts, Data 
Dissemination Reports, and Data Exchanges with Other Agencies. 
 


3. Adopt Recommendation 10 to refer unresolved issues to the JISC Data 
Dissemination Committee for further discussion by interested parties. 


 
Background 
At its December 4, 2009, meeting, the Judicial Information System Committee (JISC) 
discussed how court case information is displayed on the Washington Courts public 
website (www.courts.wa.gov).  The public case search feature of the website is located 
at http://dw.courts.wa.gov. 
 
This issue was brought to the JISC for discussion by several stakeholder groups: 


 The Washington State Bar Association (WSBA) Juvenile Law Section; 


 The Washington Association of Criminal Defense Lawyers (WACDL); 


 The American Civil Liberties Union (ACLU); 


 Columbia Legal Services (which provides legal services to low-income persons). 
 
It was noted that AOC has also received complaints directly from members of the public 
regarding the information displayed on the public case search website. 
 
After discussion, the JISC established the JISC Public Case Search Workgroup 
(Workgroup) composed of both JISC members and stakeholder representatives to 
discuss the stakeholders’ concerns regarding the website. The Workgroup roster is 
attached as Appendix 1.  Since December 2009 the Workgroup has met monthly via 



http://www.courts.wa.gov/

http://dw.courts.wa.gov/
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teleconference to discuss the issues raised by the stakeholders and consider changes 
to the display of information on the website.   
 
Information Available on the Public Case Search Website 
The public case search website is a way for anyone to search by name or case number 
for a public case or proceeding filed in a municipal, district, superior or appellate court.  
The search function is simple to operate and is free.  The index on the AOC website is 
the only index for superior court cases in the automated case management system; the 
counties do not maintain separate indexes. 
 
A name search that brings up a case will display the party’s name and relationship to 
the case, the court name, the case number and “court information”, which may be a 
filing date or may be other information.  Superior and appellate court cases may also 
link to a case docket. 
 
A Disclaimer on the website notes that the case information on the website is not the 
official court record and directs parties to the court of record to obtain the case record 
and copies of case file documents.  Since there are no personal identifiers on the public 
website case information, it is difficult to link case information to a specific person.   
 
The case search website helps fulfill a legislative suggestion that the courts “[u]se 
technologies that allow continuous access twenty-four hours a day, seven days per 
week, involve little or no cost to access, and are capable of being used by persons 
without extensive technology ability”.1  A 2005 report to the Supreme Court discussing 
the Access to Justice Technology Principles noted that the website helped fulfill those 
principles by facilitating the public’s access to court records.2 
 
Recommendations 


 The Workgroup has arrived at several recommendations for changes to the 
website display of case information, set forth below.   


 Workgroup members who did not agree with the recommendations were invited 
by the Chair to submit Minority Reports to the JISC.   


 Finally, there are issues which require further discussion.  The Workgroup 
recommends that JISC refer those issues to the JISC Data Dissemination 
Committee for further discussion by interested parties and that the JISC 
authorize the Data Dissemination Committee to pursue any further 
recommended changes through the IT Governance Process. 


 
 
Recommendation No. 1 Juvenile Offense Cases 
 


Identify juveniles in these cases as “juvenile respondents” instead of 
“defendants”.  Make the change on the public case search display as soon 
as possible. Make the change in SCOMIS as determined by the IT 
governance process. 


                                            
1
 RCW 2.68.050 (7). 


2
 2005 ATJ Technology Principles Report to the Supreme Court, December 30, 2005, page 5. 
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Recommendation No. 2 Juvenile Offense Cases 
 


Support the suggestion that the juvenile law stakeholders continue 
working toward a legislative solution which would address the permissible 
use of juvenile offender case information by noncourt users.   
 


Comment:  The statutes in RCW Title 13 do not refer to juveniles in juvenile offense 
cases (SCOMIS case type 8) as “defendants”, which is the identifying term used in 
SCOMIS.  The term “juvenile offender” is used for a juvenile who has been found by the 
juvenile court to have committed an offense.3  The term “respondent” is used for a 
juvenile who is alleged or proven to have committed an offense.4  The term 
“respondent” is used in the caption of the Washington pattern forms for juvenile offense 
proceedings, since the same term can be used on the forms for the entire case from 
information to disposition.5  RCW Chapter 13.50, which is the chapter that prescribes 
the rules for the keeping and release of juvenile court records, uses the term “alleged or 
proven juvenile offender” to refer to juveniles with juvenile offense cases.6   
 
The Workgroup understands that it is relatively easy to substitute “juvenile respondent” 
for “defendants” on the public website display.  However, to make the change in 
SCOMIS requires much more engineering and that request should go through the IT 
governance process.  Until a change is made in SCOMIS, customers using JIS-Link or 
viewing the case on a public terminal at the courthouse will still see the juvenile 
identified as a “defendant”. 


 
The Workgroup was not able to reach consensus on the Juvenile Law Section’s 
recommendations to either remove all juvenile information from the public case search 
website, or to remove information from the website when the juvenile reaches the age of 
18 or 21, or to remove nonconviction information. The legislature has provided that 
juvenile offender case information is open to the public, except where statutes provide 
otherwise.  It was suggested that the Juvenile Law Section continue working toward a 
legislative solution which would address the (mis)use of juvenile offender case 
information.   
 
Recommendation No. 3  Court of Limited Jurisdiction Criminal Case Records 
 


Implement the recommendations adopted by the JISC on April 25, 2008, 
regarding the retention and destruction of certain court of limited 
jurisdiction criminal case records, utilizing the IT governance process. 
 


Comment:  Attached as Appendix 2 is a policy memorandum adopted by the JISC on 
April 25, 2008, which required that certain records in the courts of limited jurisdiction be 
purged after a period of time:  probable cause hearings (three years), records of 
criminal felonies in the courts of limited jurisdiction (three years), and criminal cases that 


                                            
3
 RCW 13.40.020 (15). 


4
 RCW 13.40.020 (24). 


5
 http://www.courts.wa.gov/forms/?fa=forms.contribute&formID=26.   


6
 RCW 13.50.050(2). 



http://apps.leg.wa.gov/rcw/default.aspx?cite=13.40.020

http://apps.leg.wa.gov/rcw/default.aspx?cite=13.40.020

http://www.courts.wa.gov/forms/?fa=forms.contribute&formID=26

http://apps.leg.wa.gov/rcw/default.aspx?cite=13.50.050
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are either dismissed or have the judgments vacated (except for domestic violence and 
driving under the influence cases) (ten years).  Purging of these records would take 
them off the public website display.  
 
Recommendation No. 4  Trial Court Case Cover Sheets 
 


Add information to the superior court and court of limited jurisdiction case 
cover sheets that states that information in a pleading and court file may be 
posted on a public website. 
 


Comment:  The Workgroup is concerned that the public is unaware that information in 
a pleading and a court file may be posted by the court on a public website.  Adding 
information to the case cover sheet used in the trial courts when a case is filed would be 
one method of informing the public.7 
 
Recommendation No. 5  New Code  
 


Add a new code which would identify a party as being a victim of identity 
theft. 
 


Comment:  if a party falsely pretends to be another person, the innocent person’s name 
remains part of the case record even after the defendant is correctly identified.  This 
may cause the innocent person continued embarrassment and inconvenience, 
particularly if the case record is publicly available on a website.  Allowing the innocent 
person to be identified as a victim of identity theft would make it easier for that person to 
disassociate him/herself from the case. 
 
Recommendation No. 6  Hyperlink Codes  
 


Hyperlink JIS/SCOMIS case resolution and completion codes to definitions. 
 


Comment:  The Workgroup supported having the terminology used in JIS/SCOMIS be 
made more clear to the public using the website.  One way to do this would be to 
hyperlink resolution and completion codes to definitions, if they are used in the display 
of case information. 


 
Recommendation No. 7  Judgment Information 
 


Only display a judgment “case” as a hyperlink from the underlying civil or 
criminal case. 


 
Comment:  When a judgment is entered in a civil or criminal case, it is given a separate 
case number (SCOMIS case type 9.)  Therefore, a name search may turn up what 
appears to be two cases for an individual, because there are two separate case 
numbers, when in fact there is only one actual case.  Judgments should not display 
during a public case search.  Instead, only the original civil or criminal case should be 


                                            
7
 See the cover sheets at http://www.courts.wa.gov/forms/?fa=forms.static&staticID=14. 



http://www.courts.wa.gov/forms/?fa=forms.static&staticID=14
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displayed, with a hyperlink from that case to the judgment case and to the case docket 
(if available.)   


 
An explanation should also appear on the screen stating that even though the judgment 
has a separate identifying case number, it is not a separate or different case from the 
criminal or civil proceedings that resulted in the judgment. 
 


Recommendation No. 8   Change Column Heading  
 


Change the column caption on the website display from “Violation Date” to 
“Court Information”, since the information in this column is not always the 
violation date. 


 
Comment:  There was a column on the website display entitled “Violation Date”.  Local 
courts use this column to enter different kinds of information for local business 
purposes.  Since courts were not using this column to enter violations dates, the name 
of the column has been changed to “Court Information”.  AOC has already made this 
change. 
 
Recommendation No. 9  Change the Disclaimer on the Public Website 
 


Change the Disclaimer on the public website display of case information so 
that it reads as set forth in Appendix 3. 
 


Comment:  The information on the public website display of case information is 
minimal.  It is an index to allow the public to locate the case number and the court of 
record, so the public can review the entire file to determine what has happened in a 
case.  The public should not rely solely on the information on the public website to 
determine what has happened in a case.  The revised language in the Disclaimer is 
meant to convey more strongly to users of the website that the case file in the court of 
record should be reviewed to verify and/or determine what has happened in the case. 
 
The current website Disclaimer language is also used in the following situations: 


1) JIS-Link Subscription Contracts; 
2) Electronic Public Index Contracts; 
3) Data Dissemination Reports containing JIS Data; and  
4) Data Exchanges with other Agencies. 


 
It is proposed that the original Disclaimer language continue to be used in those 
contracts and reports, since those users are not using the public website for case 
information. 
 
Recommendation No. 10  JISC Data Dissemination Committee 
 


Refer remaining issues to the Data Dissemination Committee for 
discussion and formulation of recommendations. 
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Comment:  There were several issues which the Workgroup discussed at length but 
which did not result in recommendations.  It is suggested that the JISC refer the 
continued discussion of these issues to the JISC Data Dissemination Committee for 
continued work.  These issues include: 


 The display of probable cause information in adult and juvenile cases. 


 The display of information in unlawful detainer cases. 


 The display of additional case outcome information on the website in a 
“Disposition’ column. 


 The addition of more explanatory language and definitions on the website. 
 


The Data Dissemination Committee may want to form subgroups to discuss these 
issues.  Current Workgroup stakeholders will be invited to participate in these 
discussions.  The Data Dissemination Committee may also want to invite new 
stakeholders, such as prosecuting attorneys, criminal defense attorneys, landlord and 
tenant representatives, and background investigators, to give their points of view. 
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APPENDIX 1 


JISC PUBLIC CASE SEARCH WORKGROUP 


Membership Roster 


 Name Title/Affiliation 


Chair 


 Fairhurst, Mary  Justice of the Supreme Court  


   


Stakeholders 


 Bennett, Kurt WACDL (Washington Association of 
Criminal Defense Lawyers) 


 Cronin, Jim Seattle Insurance and Legal Investigations 


 Ehman, Merf Columbia Legal Services 


 Hurley, Katie WSBA Juvenile Law Section 


 Klunder, Doug ACLU 


 Miner, Barb King County Director of Judicial 
Administration and Superior Court Clerk 


 Muenster, Mark WACDL 


 Nist, Jeannie WSBA Juvenile Law Section 


 Stock, Kevin Pierce County Clerk 


 Talner, Nancy WACDL 


 Thompson, Rowland Allied Media 


 Yeannakis, George WSBA Juvenile Law Section 


JISC Members 


 Grindle, Cathy King County District Court Director of Court 
Technology 


 Heller, James Pierce County District Court Judge 


 Holmes, William Kittitas County Juvenile Court Administrator 


 Jackson, N.F. Whatcom County Clerk/Superior Court 
Administrator 


 Lampson, Marc Attorney at Law (WSBA representative) 


 Rosen, Steven Black Diamond Municipal Court Judge 


 Woods, Siri Chelan County Clerk 


 Wynne, Thomas Snohomish County Superior Court Judge 


Staff 


 Alfasso, Lynne AOC Data Dissemination Administrator 


 Ang, Ferd AOC Website Services 


 Phillips, Cindy Administrative Assistant to Justice Fairhurst 
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APPENDIX 3 


DISCLAIMER 
 
What is this website? 
It is an index of cases filed in the municipal, district, superior, and appellate courts of the state of 
Washington.  This index can point you to the official or complete court record. 
 
How can I obtain the complete court record? 
You can contact the court in which the case was filed to view the court record or to order copies of 
court records. 
 
Click here for a court directory with information on how to contact every court in the state. 
 
Can I find the outcome of a case on this website? 
No.  You must consult the local or appeals court record. 
 
How do I verify the information contained in the index? 
You must consult the court record to verify all information. 
 
Can I use the index to find out someone’s criminal record? 
No.  The Washington State Patrol (WSP) maintains state criminal history record information.  Click 
here to order criminal history information. 
 
Where does the information in the index come from? 
Clerks at the municipal, district, superior, and appellate courts across the state enter information on 
the cases filed in their courts.  The index is maintained by the Administrative Office of the Court for 
the State of Washington. 


Do the government agencies that provide the information for this site and maintain this site:  


Guarantee that the information is accurate or complete? 


No. 


 Guarantee that the information is in its most current form? 


 No.  


 Guarantee the identity of any person whose name appears on these pages? 


No. 


Assume any liability resulting from the release or use of the information? 
 
No. 
 
By checking the box below, you acknowledge that you must view the court case 
record to determine a person’s involvement in a case or verify the accuracy of the 
information under consideration. 



http://www.courts.wa.gov/court_dir/

https://watch.wsp.wa.gov/

https://watch.wsp.wa.gov/
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August 4, 2010 
 
To: JIS Committee 
 
Fr:  American Civil Liberties Union of Washington (ACLU-WA), Washington 
Association of Criminal Defense Lawyers (WACDL), Juvenile Law Section of the WSBA 
(JLS), Columbia Legal Services (CLS) 
 
Re: Minority report from JISC Public Case Search Workgroup 


The above organizations fully participated in the JISC Public Case Search Workgroup 
meetings over the past seven months. While we do agree that the recommendations adopted 
by the JISC Public Case Search Workgroup, as described in its final report, represent 
improvements to the AOC web site, we write separately to emphasize that those 
recommendations must be seen only as a starting point, and a modest one at that. We feel 
strongly that the recommendations do not go far enough to address the serious issues raised 
about the current functioning of the web site. The fundamental problems raised by our 
organizations last fall (see attached memos) will continue to exist even if all the Workgroup 
recommendations are implemented. 


THE PROBLEMS 


Nonconviction information 


The single largest problem remains the display of nonconviction information on the AOC 
web site as accessed by a name search. The result is that the web site will continue to be used 
for quick and dirty background checks, as documented in John Bell’s 11/4/08 memo (see 
attached). While our organizations understand why court indices are not appropriate for 
conducting background checks, it is clear that many members of the public continue to use 
them in that manner. 


We doubt that the recommended new disclaimer will have a significant effect; although we 
support the language, we recognize that most people do not read disclaimers, on this or any 
web site. As long as it remains possible to obtain a free check by using the AOC name 
search functionality, many people will choose to accept lesser accuracy by doing so—the 
alternative is to pay the Washington State Patrol or a private background search company. 
Similarly, the recommended changes in terminology on the web site headers are also unlikely 
to change the misuse of court information for employment and housing purposes. To the 
extent that the terminology changes help to clarify which cases result in convictions, that will 
be a plus. But frankly, many landlords and employers are not concerned about whether 
charges result in a conviction; the mere fact of a charge (or even a probable cause hearing) 
will bias them against applicants. This is especially true for cases where a conviction is 
obtained, but then vacated or overturned on appeal. Although our state public policy treats 
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such cases as if a conviction never occurred, see, e.g., RCW 9.94A.640, employers and 
landlords may well feel differently.  


Concerns about misuse of criminal justice records for employment and housing purposes 
were recognized by the Legislature over thirty years ago when it enacted our Criminal 
Records Privacy Act, prohibiting the public disclosure of nonconviction information. It is 
true that the Act exempted court records. However, there is no indication that the 
Legislature intended the same principles to not apply to court records at any time in the 
future. Instead, the Legislature likely did not anticipate a problem with the misuse of court 
records. At the time, court records were relatively difficult to locate and obtain, and the 
Legislature could not have even imagined a future with instant, no-cost access to such 
information from the courts. 


Probable Cause Hearings 


The display of one particular type of nonconviction data on the AOC website is particularly 
vexing: probable cause hearings which do not result in the filing of charges. In some 
counties, these hearings are assigned fictitious case numbers, and added to JIS as if there 
were an actual case filed. The result is that a name search will return a result for an innocent 
person, for whom there is not even probable cause to believe the person guilty of criminal 
wrongdoing. 


We understand that one of the Workgroup recommendations is to refer to the JISC Data 
Dissemination Committee a continued exploration of the display of probable cause 
information. Our understanding, however, is that this exploration is limited to the question 
of how to recognize “cases” that are actually only probable cause hearings, better label them 
as such, and link them to actual cases that are filed in instances where probable cause is 
determined to exist. While those goals are admirable, they will not address a core concern of 
displaying information associated with a name search when no actual case has ever been 
filed. 


Juvenile Cases 


The primary issues raised by JLS in its December memo (see attached) were not addressed 
by the Workgroup. As indicated in recommendation #2, the Workgroup’s response is 
primarily to put the burden on the Legislature to protect information about juvenile 
offenders—as well as those merely accused of being juvenile offenders. Our organizations 
will certainly continue to work with the Legislature, which is already moving in the right 
direction, see SB 6561. We believe, however, that this is an area where the courts should be 
proactive, not simply following the Legislature. As such, we fully support the 
recommendations listed in the June memo from JLS to the Workgroup (see attached). 


At a minimum, we believe that juveniles should be protected from the display of 
nonconviction information as a result of a name search. All of the reasons listed above for 
limiting the disclosure of nonconviction data apply with extra force for juveniles. They are 
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just entering job and housing markets, and are therefore unlikely to have good references 
from previous situations. As such, any sort of black mark will carry extra weight, and many 
employers and landlords will view any involvement with the juvenile justice system as being 
a black mark, without bothering to check or care whether that involvement resulted in a 
conviction. 


We also believe that all juvenile records, including adjudicated offenses, should be removed 
from the public name search functionality of the AOC web site. This is different from our 
recommendation for adult records, and reflects the difference in goals between the juvenile 
justice system and the criminal justice system. The primary goal of the juvenile system 
remains rehabilitation. The only way this goal can be achieved is to let juvenile offenders 
move on from their pasts and into productive adult crime-free lives. In order to do so, they 
must have the opportunity to participate fully in employment, education, and housing—
without being blackballed due to a history of juvenile offenses. While it would be best that 
the records never appear on the AOC web site, our organizations would alternatively 
support removing those records from the public name search functionality after the juveniles 
reach the age of 18 or 21 (i.e., when they will typically be entering the housing and 
employment markets). 


Identity Theft 


Although not mentioned in the memos from last fall, we became aware during Workgroup 
discussions that the JIS system does not handle instances of identity theft well. Currently, if a 
person is misidentified when a case is created (e.g., due to a criminal suspect’s 
misrepresentation of his or her identity), that misidentification stays with the case record 
forever, even when it is known to be incorrect. The result is that a name search for a totally 
innocent person, who has not even had any contact with the justice system, may incorrectly 
show that there are criminal cases associated with that person. 


Recommendation #5 of the Workgroup is a small step towards remedying this problem, by 
adding a code that says the party listed is actually a victim of identity theft. While better than 
nothing, this is not a good solution. It seems counterintuitive to display information about a 
criminal case, associate it with a name, and then simply add a small code saying, in essence, 
“ignore what we’re displaying.” Far better would be to remove any display of that case from 
the name search functionality or, at a minimum, to have a process whereby individuals can 
request that this be done. In fact, the only accurate solution is to change the index entry so 
that it is not associated with the person at all, but instead is titled “John Doe” or “ID Theft 
Victim” or some other term that accurately reflects the actual situation, and does identify the 
victim. (Of course, if all nonconviction data is removed from public access via name search, 
this problem largely goes away.) 


LIMITS ON NAME SEARCH DO NOT VIOLATE GR 31 


There was very little serious discussion in the Workgroup of these suggested significant 
changes to the name search functionality. Some members of the Workgroup strongly 
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believed that such changes were entirely incompatible with existing law, especially GR 31, 
and its “one tier” philosophy. Since the Workgroup operated in a consensus mode, this 
effectively terminated any discussion. Our organizations, however, do not believe that what 
we suggest is in any way incompatible with GR 31. 


Much has been made of the so-called “one tier” approach of GR 31. That argument 
overlooks two key facts: GR 31 does not mandate a one-tier access system, and the existing 
system of access to judicial records in Washington is already a multi-tier system. It is true 
that GR 31 makes no distinction between forms in which court records are stored. It 
provides that “the public shall have access to all court records except as restricted” by law, 
and it defines “access” as “the ability to view or obtain a copy of a court record.” But that’s 
it. By its plain language, there is no requirement to make records available electronically or 
remotely—and, in fact, most court records are still not available remotely. GR 31 itself 
contemplates different levels of access at the courthouse and remotely, requiring viewing at 
the courthouse to be free, but placing no such limit on website viewing. 


In practice, Washington does not have a one-tier system; there are at least three tiers of 
access. At the courthouse, one can do a variety of different name searches, and obtain 
complete information about a case, but it is limited to SCOMIS records, and one cannot 
search across counties or across case types. The AOC web site is both broader and narrower 
than courthouse searches; one can do statewide searches across case types, but the name 
search has lesser functionality. In addition, only docket information is listed for some cases, 
with barebones entries such as “letter” or “order,” and the abbreviated index form viewers 
cannot show important things like the outcome of the case. Finally, JIS-Link provides a third 
level of functionality, presumably the greatest. 


These facts lead to the conclusion that the entire AOC website is an optional function of the 
judiciary. The JISC has chosen to make the JIS indices available via the web site, but it is just 
that: a choice. Prior to the establishment of the web site, and even prior to the move to 
electronic records, the judicial system in Washington did an admirable job of providing 
public access to court records. It would continue to do so, even were the public website to 
be eliminated. To be clear, the website is an extremely useful one, and our organizations fully 
support and use it on a regular basis—but it is not mandated by GR 31 or any other law. 


It is therefore up to the judicial system, starting with the JISC, to decide the contours of 
what should be displayed on the system, and how that information should be accessed. It is 
within the prerogatives of JISC to decide to limit the functionality of name search so as to 
prevent the needless and serious harm that its current implementation causes for many 
persons. Each of our organizations urges the JISC to begin a serious consideration of the 
ways in which those harms can be reduced. 
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November 4, 2008 


 


TO:  Judge Ken Grosse, Chair 


  Data Dissemination Committee 


 


FROM: John Bell, AOC 


 


RE:  Washington Courts Person/Case Search Public Website  


 


 


In 2002, AOC enabled a “search case records” tool on its website.  The search tool at 


www.courts.wa.gov (Search Case Records) allows attorneys and the public to search 


for a case and to determine when and where the case was filed.  The searcher can 


either run a party’s name or look for a specific case number.  The search provides the 


name of the defendant (parties in a civil case), court, case number, and violation date.  


Certain superior court cases also have a hyperlink to docket information.  


 


The searcher should not reach any conclusions from the information viewed on this 


website.  To make this clear, the following admonition is given to the viewing party at 


the time the information is requested: 


This information is provided for use as reference material 
and is not the official court record. The official court record is 
maintained by the court of record. Copies of case file 
documents are not available at this website and will need to 
be ordered from the court of record.  


The Administrative Office of the Courts, the Washington 
State Courts, and the Washington State County Clerks:  


1) Do not warrant that the information is accurate or 
complete;  


2) Do not guarantee that information is in its most current 
form;  


3) Make no representations regarding the identity of any 
person whose name appears on these pages; and  


4) Do not assume any liability resulting from the release or 
use of the information.  
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Please consult official case records from the court of record 
to verify all provided information.  


Despite this admonition, there is a strong belief that certain people are not taking the 
extra step to verify the information and simply relying on this website to reach 
conclusions.  Use of this website is extensive and growing. In July of 2007, the 
case/name search website had 2,287,189 hits, while in July of this year the same site 
had 5,742,010 hits.  AOC has received complaints regarding the information on this 
website since its inception.  AOC receives calls daily complaining about this website. 
(Rarely, are the complaints about inaccurate information, rather that the information is 
misleading or that the information is there at all.)  Recently, we received a complaint 
from the Washington State Bar Association and their letter is attached.   


In response to the numerous complaints, a decision was made at AOC to remove a 
column of information until AOC could receive some guidance from this committee.  
This column simply listed the case type: “criminal, civil, or infraction.”  This column had 
generated the several complaints as it provided information that could easily be 
misinterpreted. The case could be “murder” or “walking a dog without a leash” and the 
caption simply said “criminal.” 


However, the most complaints have been from individuals who were charged with a 


crime, but where no conviction resulted because of a dismissal or not guilty verdict – in 


short, unproven allegations.   


 


The legislature has recognized that law enforcement records that contain unproven 


allegations (“non-conviction data”) can be “deleted” under RCW 10.97.060.  But as 


everyone on this committee knows, this statute does not apply to court records per 


RCW 10.97.030 and GR 15 does not allow destruction/expungement of a court record 


without statutory authority.  See GR 15(h) and State v. Gilkinson, 57 Wn. App. 861, 866 


(1990). There is no statutory authority to destroy/expunge a court record.   


 


I have received phone calls from a number of people who complain about their arrest 


record, which resulted in a dismissal or not guilty verdict, being publicly accessible 


through the courts.  They become even more frustrated when they learn that there is 


nothing they can do about it.  Several have claimed that they have been turned down for 


better jobs or worse, remain unemployable, because of the arrest record remaining 


publicly accessible.   


 


The website certainly doesn’t help matters.  Please review the following names in our 


case record search website – Sarah Barghelame, Ricky Lee Nelson.  In each case, the 
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charged crime was dismissed and the charged person claims the charge was 


unjustified. The quick dismissal after charging supports this assertion.1   


 


Currently, AOC’s website does not display the dismissal.  It simply lists the name of the 


defendant, court, case number, violation date.  There is no indication what the results of 


the case were, leaving the reader to assume that the charge was justified and the 


defendant guilty of the crime.  


 


AOC’s search engine is so easy to use that numerous people, including employers and 


landlords, access it only to misinterpret the information to the detriment of the 


exonerated defendant.  It is interesting to note that when the case type column was 


removed, I received a number of telephones calls from frustrated amateur background 


checkers complaining about the removal of the column.   Several callers admitted that 


they were using this site as their primary source of obtaining background information 


about an individual.  


 


I have spoken with Ferd Ang, a webmaster at AOC, and he has tested this site using 


“drill down” links so more information can be given to the viewer.  For example, Mr. Ang 


states that the cause number could be hyperlinked so the person could click on the 


hyperlink and the results would display the original charge(s) and the final disposition(s).   


 


I strongly recommend that we proceed with developing this site with these added tools 


so the viewer can access the charges and also view the final dispositions of the cases.  


So if a case was dismissed or not guilty finding entered, then the viewer would be aware 


of this information.  Also, if the person was charged with a felony, but was guilty of a 


lesser crime, this information would be displayed.  Finally, if the case had not yet been 


resolved the charges would be displayed with the caption “resolution pending.”    


 


 


   


                                                           
1
  Please keep in mind a number of unproven allegations filed in courts of limited jurisdiction were never reviewed 


by a prosecutor prior to being filed.  In certain CLJs, police officers routinely file misdemeanors and gross 


misdemeanor citations directly into court.  CrRLJ 2.1(b)(6). 







Washington State Bar Association 


Juvenile Law Section 


 


 


December 2, 2009 


 


Sent via electronic mail attachment 


 


Justice Mary Fairhurst, Chair  


Members of the Judicial Information Systems Committee (JISC) 


c/o Vicky Marin  


JISC Policy and Planning Liaison 


The Administrative Office Of The Courts 


1206 Quince Street SE 


P.O. Box 41170 


Olympia, WA 98504-1170 


 


Re:  On-line Access to Juvenile Records  


 


Dear Justice Fairhurst and Members of the JISC: 


 


We are writing on behalf of the Juvenile Law Section (“JLS”) of the Washington State Bar 


Association.  We do not represent the position of the WSBA as a whole, but rather we 


represent the position of the JLS, the section of the bar that focuses on juvenile law issues.  The 


WSBA JLS is made up of a diverse group of attorneys from across the state who practice in 


juvenile court and represent or prosecute juveniles in civil or criminal matters.  We have been 


extended an invitation by John Bell to attend the December 4, 2009 JISC meeting and to share 


our concerns with you.  Prior to the meeting we write to summarize our concerns for you.  


 


The Juvenile Law Section formed a subcommittee to address the growing number of concerns 


that have arisen as a result of the broad accessibility and dissemination of juvenile criminal 


records, especially through on-line channels.   The public accessibility of juvenile criminal 


history and non-conviction data has increasingly served to prevent young people from getting 


jobs, housing and access to education.  These consequences follow them well into adulthood.  


In response to the growing demand for legal services created by the sale of juvenile court 


records and their accessibility on the internet, the JLS has partnered with SYLAW (Street Youth 


Legal Advocates of Washington) to run a free legal clinic to assist young people in King and 


Snohomish Counties seal their juvenile criminal history.  We have assisted hundreds of young 


people who are severely impacted by their publicly accessible juvenile records.   


 


Thank you for allowing us to bring our concerns regarding the JIS public website to your 


committee. Many of our concerns have been laid out thoroughly in John Bell’s memorandum of 


November 4, 2008, but we wanted to share further information with you prior to the 


committee meeting on December 4, 2009 







Distribution of Juvenile Criminal Records on the Washington State Courts Website and 


through JIS Bulk Distribution Contracts Contravenes the Purpose of the Juvenile Justice Act 


and RCW 13.50 Concerning Juvenile Justice Records 


 


Unlike adult criminal history records, juvenile records may be sealed pursuant to statute.  RCW 


13.50.050.  Not only did the legislature provide a mechanism to seal juvenile records, the law 


goes further to provide that once a juvenile has moved to seal their record pursuant to RCW 


13.50.050 and that motion has been granted: 


 


Thereafter, the proceedings in the case shall be treated as 


if they never occurred, and the subject of the records may 


reply accordingly to any inquiry about the events, records 


of which are sealed. Any agency shall reply to any inquiry 


concerning confidential or sealed records that records 


are confidential, and no information can be given about 


the existence or nonexistence of records concerning an 


individual. 


 


RCW 13.50.050(14). 


 


The reason for treating adult and juvenile criminal history records differently is clear:  the 


juvenile justice system retains the goal of rehabilitation.
1
  As noted recently in a national report 


released by the Youth Reentry Task Force of the Juvenile Justice and Delinquency Prevention 


Coalition and presented to members of Congress, individuals who have employment and 


education are less likely to reoffend.
2
  Work, school and stable housing are critical to young 


people who are trying to stay out of trouble and navigate adulthood. 


 


Juveniles are routinely told by their attorneys, probation counselors and by judges that they will 


be eligible to seal their juvenile records if they complete their legal financial obligations and 


stay out of trouble for a certain period of time.
3
  Juveniles generally interpret this to mean that 


their juvenile criminal history will “go away” when they turn 18, which has not been the case 


for juveniles in our state since 1977.
4
  In any event, juveniles have the reasonable expectation 


                                                        
1 The Washington Supreme Court has repeatedly held that the juvenile justice system continues to be 


rehabilitative in the context of denying juveniles the right to a jury trial.  See State v. Chavez, 163 Wash. 2d 


262, 272 (2008); State v. Schaaf, 109 Wash. 2d 1 (1987). 
2 Back on Track:  Supporting Youth Reentry from Out of Home Placement to the Community, Youth Reentry Task 


Force of the Juvenile Justice and Delinquency Prevention Coalition, Washington D.C., Fall, 2009, available at 


http://www.sentencingproject.org/doc/publications/CC_youthreentryfall09report.pdf 
3 The waiting periods for sealing juvenile records has changed over the years.  Prior to 1997, juveniles could 


seal any juvenile adjudication (including Class A felonies and sex offenses) after 2 years of being crime free.  


In 1997, the waiting periods were changed by the legislature to mirror the adult statute (10 years for Class B 


felonies, 5 years for Class C felonies, and no sealing for Class A’s or sex offenses.)  In 2004, the legislature 


changed the waiting periods again to the current law:  5 years for Class B felonies and 2 years for Class C 


felonies and misdemeanors.) 
4 Other states, however, do automatically seal juvenile records when the youth reaches the age of 18.  See, e.g., 


Montana Code Annot. Section 41-5-216. 







that when they do seal their juvenile records pursuant to RCW 13.50 they can respond as if it 


“never occurred” on employment and other applications.  Tragically, the JIS policy of selling 


their criminal history to private companies and publically displaying their information on the 


internet renders this statute meaningless.  In fact, it places young people in an even more 


vulnerable state:  they lose jobs and housing because they are perceived to have been lying on 


their applications if they fail to report sealed juvenile criminal history.   


 


There is nothing in the Washington State Court Rules which requires JIS to give unlimited access 


to juvenile’s criminal history on-line or through dissemination to private companies.  In fact, GR 


31 clearly states that “access to court records is not absolute” and should be consistent with 


“reasonable expectations of personal privacy as provide by article 1, Section 7 of the 


Washington State Constitution.”
5
  The release of juvenile records through the JIS results in the 


undoing of an important right that the legislature has conveyed upon young people who have 


been rehabilitated and are entitled to have their juvenile records sealed and treated as if they 


never occurred. 


 


Misleading Information on the JIS website Harms Young People 


 


Even if the JISC determines that juvenile records should be freely distributed over the internet 


and to private companies, the practice should be stopped until there can be assurances that the 


information is accurate, fair and not misleading.  Currently, the information is distributed in a 


misleading fashion which can result in unsophisticated employers, landlords and others making 


incorrect assumptions.  Those misplaced assumptions or perceptions lead to ruined lives. 


 


First, juvenile cases involving non-conviction data (acquittals, dismissals, vacated deferred 


dispositions and “non-charges” which are never filed) are listed without distinction from 


conviction information.  It is also not easily ascertainable as a juvenile offender’s history -- it is 


listed in the exact same way as adult history.  While we commend the action that was recently 


taken, removing the “felony” or “misdemeanor” column for juvenile information, what remains 


is still confusing and misleading.   


 


To add to this confusion, there is no consistency in what information is available on-line.  For 


example, some cases allow access to docketing information, some do not.  Some docketing 


information includes charging information, some does not.  Most of it is in “clerk’s language” 


which would be challenging for the general public to decipher.  But even that language is 


inconsistent from record to record.  There appears to be no policy or rules governing when 


docketing information should be available, what the docketing information should include (for 


example, amended charges are often not listed.)  There appears to be no attempt by clerks or 


court administrators to ensure that this information is consistent or ascertainable.   


 


Another misleading record which can appear for juveniles on the JIS website is a diversion 


record.  Diversion records are generally confidential pursuant to RCW 13.50.05(3) as they are 


                                                        
5 “No person shall be disturbed in his private affairs, or his home invaded, without authority of law.” 







not filed as criminal offenses.  Diversions are available to every juvenile for their first 


misdemeanor offense.  Thousands of minor offenses are successfully disposed of each year 


outside of juvenile court through community accountability boards.  These boards enter into 


diversion agreements with youth and if the agreement is completed, the charge is never filed.  


However, if a youth fails to appear at a community accountability board in response to written 


notice, the matter can be filed in juvenile court.  Unfortunately, many youth have matters 


which would otherwise be confidential filed in juvenile court because they moved since the 


incident and did not receive notice of their eligibility to participate in the diversion program.  


Foster youth and youth whose families lack stable housing are particularly vulnerable.  Usually, 


once the diversion eligible youth appears, he or she has the opportunity to “re-divert” so the 


matter does not result in a conviction; however, a court record is generated.  This matter 


appears, just as any other record, on the JIS public website. 


 


Finally, although the Washington State Patrol is prohibited from disseminating arrest records 


older than one year and non-conviction data pursuant to the Washington State Criminal 


Records Privacy Act,
6
 JIS distributes these records on-line forever, albeit in a confusing fashion.  


Here is an example of the two cases that come up when you search the name “London Ross.”  


London is a young person who has never been charged with a crime.  He has been arrested 


twice, detained and released when probable cause was not found.  


 


Ross, London Alexander 


Defendant  


King Co Superior Ct  07-8-00910-0  11-11-1911 


Ross, London Alexander 


Defendant  


King Co Superior Ct  08-8-02428-0    11-11-1911 


 


If you looked up London’s name, you might think he is a criminal defendant.  Since the 


“File/Violation Date” is listed as “11-11-1911” you would probably be confused.  If you 


understand the numbering system used by court clerks you might know that the real filing 


dates are 2007 and 2008.   You could get the docketing information for one of these cases and 


you would see an “Order of Detention” and an “Order on First Appearance/closed.”   However, 


you may never look beyond “Ross, London Defendant.”  You may just take the easy way out, 


and hire the other guy, whose name does not show up on the Washington State Courts 


website. 


 


Conclusion 


 


We are requesting the JISC to exclude juvenile records from the JIS website and from bulk data 


distribution as a matter of policy because it contravenes the purpose of the Juvenile Justice Act.  


Alternatively, we are requesting that the practice be stopped until processes have been put in 


place to ensure that the information released is fair, consistent, accurate and not misleading.  If 


                                                        
6 RCW 10.97.050. 







you have any questions prior to Friday’s meeting, please do not hesitate to contact us.  Our 


contact information is included below.  We look forward to meeting with you in person.  


 


Thank you for your consideration, 


 


/s/ 


Katherine Hurley 


Co-Chair, Juvenile Law Section Offender Committee 


Staff Attorney, The Defender Association  


206-322-2096 Ext. 716 


khurley@defender.org  


 


/s/ 


Jean Nist 


Secretary/Treasurer, Juvenile Law Section  


Staff Attorney, TeamChild 


(253) 274-0889 


jeannie.nist@teamchild.org 


 


/s/ 


Kimberly Ambrose 


JLS Juvenile Records Subcommittee Member 


Children and Youth Advocacy Clinic 


University of Washington School of Law 


(206) 543-3434 


kambrose@u.washington.edu  


 


/s/ 


George Yeannakis 


JLS Juvenile Records Subcommittee Member 


Special Counsel, TeamChild 


(206) 322-2444 x 107 


george.yeannakis@teamchild.org  


 


 


 


 







 


 


 


November 13, 2009 


TO:  JISC 


FROM: Mark Muenster and Nancy Talner 


  Co-chairs, WACDL Work Group on Sealing and Vacate  


RE: Clients Harmed by Non-conviction Court Files, Vacated Conviction Court Files 


and Dismissed Eviction Court Files on Public Washington Courts Website 


The Problem


As John Bell’s November 4, 2008, memo documents, the Search Case Records function of the 


Washington Courts public website gets nearly 6 million hits a month.  We recognize it provides a 


wealth of useful information to the public and practicing attorneys.  And there is evidence that it 


is used heavily as well by criminal background check companies, tenant screening companies, 


and other data brokers. We feel compelled to bring to JISC’s attention the life-altering problems 


that our clients, and many other people, are experiencing because court files for non-conviction 


cases, vacated conviction cases, and dismissed evictions (unlawful detainers) are so easily 


available on the Washington Courts public website and are used to deny them housing and 


employment and other opportunities.   


The problem is complex and involves important competing interests.  On the one hand, the 


public has an important interest in the transparency of court proceedings, and public access to 


court files allow the public and press to hold the courts accountable. On the other hand, there has 


to be a way for individuals who have been exonerated of criminal or eviction accusations, or who 


have been convicted but have satisfied the vacate statutes, to end the loss of housing and 


employment opportunities caused by public access to their record. We are asking for JISC’s help 


in finding a workable solution to this dilemma.   


Examples


We have attached first-person accounts of individuals who have suffered harm as a result of 


public access to dismissed eviction records.  We have also attached a document from Columbia 


Legal Services discussing the same problem.  These documents demonstrate that individuals are 


being denied housing based solely on the dismissed eviction record that is accessible on the 


Public Washington Courts Website, despite the warning screen that must be accepted before 


Search Case Records function is used. 







We have spoken to another person who, in the midst of a difficult divorce, was accused of 


domestic violence assault and a domestic violence protection order was obtained.  Shortly after 


the criminal charges and protection order case were filed, it was determined that the accusations 


were false and both proceedings resulted in pre-adjudication dismissal, on motion of the 


prosecutor and complainant.  Yet this person has to experience daily fear that his reputation will 


be ruined by the public website that lets anyone in the world freely access the record of the now-


known-false accusations.  There is nothing that prevents people from seeing and acting solely 


based on the stigmatizing “domestic violence” label attached to the files, despite the end result of 


full exoneration.  Although the court system recognized this individual’s innocence, the publicly 


accessible Internet records are used to continue punishing him for a crime he did not commit.  In 


some ways he has less protection than persons who have been convicted and then obtain a vacate 


order; at least in that situation statutes provide a right to state there is no conviction.  And the law 


(RCW 10.97.060) already authorizes deletion of the law enforcement records on the case, 


because it is non-conviction data.  But the deletion of the law enforcement records does no good 


in light of the court file information accessible to the public on the Internet. 


We have information from another WACDL attorney about a very similar situation as the above. 


There are cases where a charge is filed and a court file accessible on the public website is 


generated, but the case is quickly dismissed based on a judicial finding of lack of probable cause.  


The court file remains permanently accessible to the public, posing a risk of harm and misuse 


when the court’s own records demonstrate a lack of probable cause. 


At a recent meeting with the court clerks, the following case was discussed.  A high school 


teacher was charged with rape.  A few days later the victim credibly recanted, and the prosecutor 


dismissed the charge.  Yet this person’s career is likely over because the court file showing the 


felony rape charge is easily accessible to the public for the rest of his life.


A WACDL attorney provides the following example.  Two defendants were charged with felony 


drug offenses.  The prosecutor agreed that the charges against one defendant should be dismissed 


prior to any adjudication.  Despite the agreement, the defendant with the dismissed charges is 


having great difficulty finding employment due to the court file showing up on the public 


website and being used in criminal background checks when she applies for work. 


John Bell’s 11/4/08 memo documents the numerous public complaints that AOC is receiving 


regarding court files posted on the Internet when an exonerating disposition was the result.  We 


believe that expanding the information available to include the name of the charge, as well as the 


result, will make this problem worse, not better.  The danger is too great that adverse actions will 


be taken based on the nature of the charge, without regard for the final disposition.  There is a 


significant risk as well that the public or data brokers will misinterpret the information in the 


court file (as discussed in John Bell’s 11/4/08 memo).   


The Juvenile Law Section of WSBA has already communicated with AOC about errors in 


juvenile records that are accessible on the public part of the Washington Courts website, and the 


harm that has resulted from those errors.  We share the Section’s concerns regarding public 


Internet access to juvenile court files which disclose the charge even though there has been an 


exonerating disposition.  We also understand that some data brokers are collecting juvenile 







offender court file information before sealing occurs, and then using/disclosing it despite the 


court’s sealing order. 


Finally, we ask JISC to include court files of vacated convictions in the kinds of files which can 


be moved to the non-public part of JIS.  GR 15 and RCW 9.94A.640 (as well as the statutes 


permitting vacation of misdemeanors) already recognize the distinction that Washington law has 


made for a long time – that a person convicted of certain crimes, when they have fully satisfied 


their sentence and have gone a lengthy period of time without re-offense, are entitled to have 


their record cleared.  The statutes specifically give people who meet these criteria the right to say 


they have not been convicted.  This protection does no good, and worse makes people look 


dishonest, when the charge and full court docket are available on the courts’ public website.


Again, the danger is too great that the public will misinterpret or overlook the vacate disposition 


and its legal significance which is that it is no longer a conviction.


Possible Solutions


Our work group is considering several ways of solving the problem.   


A.  Allow individual litigants to make a motion to the court to remove court files from the 


public web site and retain it in the non-public part of JIS when the case resulted in certain 


specified exonerating dispositions (JIS already has codes which identify the reason a case 


was dismissed).  Criminal charges dismissed on the prosecutor’s motion prior to 


adjudication, eviction/unlawful detainer cases dismissed by the plaintiff prior to 


adjudication, and vacated convictions should be included in the specified exonerating 


dispositions, but not other criminal dispositions that are considered “adverse 


dispositions” by RCW 10.97.  We believe GR 15 already authorizes such motions, and 


per recent case law the Ishikawa test would have to be addressed as well.  But this would 


provide a remedy where currently there is none.  Our preliminary legal research indicates 


that other states provide for a way to remove court files resulting in exonerating 


dispositions from public access.   


B. Proposed legislation revising RCW 10.97.030 or 10.97.060 to authorize court files of 


exonerating dispositions to be moved to the non-public part of JIS.  This would provide 


statutory authority and GR 15 permits sealing when authorized by statute.


C. Proposed legislation regulating the use of court files resulting in exonerating dispositions 


in background checks and tenant screening. 
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To:    JISC Public Case Search Workgroup 


 


From:  Katie Hurley, Chair, Offender Committee, Juvenile Law Section 


  Jeannie Nist, Secretary/ Treasurer, Juvenile Law Section 


  George Yeannakis, Juvenile Law Section Member 


 


Date:  June 11, 2010 


 


Re:  Recommendations for Juvenile Records on the AOC Web-site 


 


              


 


1. Recommendation # 1:  All juvenile data should be removed from the public portion of 


the AOC web-site 


 


As we shared with the JIS Committee at the December 4, 2009 meeting, it is the Juvenile Law 


Section’s position that all juvenile data should be removed from the public case search portion 


of the web-site for two reasons. 


 


First, juvenile data should be removed as a matter of public policy.  The reason for treating 


adult and juvenile criminal history records differently is clear: the juvenile justice system retains 


the goal of rehabilitation.
1
  As noted recently in a national report released by the Youth Reentry 


Task Force of the Juvenile Justice and Delinquency Prevention Coalition and presented to 


members of Congress, individuals who have employment and education are less likely to 


reoffend.
2
  Work, school and stable housing are critical to young people who are trying to stay 


out of trouble and navigate adulthood.  Juveniles are routinely told by their attorneys, 


probation counselors and by judges that they will be eligible to seal their juvenile records if 


they complete their legal financial obligations and stay out of trouble for a certain period of 


time.
3
   Juveniles generally interpret this to mean that their juvenile criminal history will “go 


                                                 
1 The Washington Supreme Court has repeatedly held that the juvenile justice system continues to be 


rehabilitative in the context of denying juveniles the right to a jury trial. See State v. Chavez, 163 Wash. 2d 


262, 272 (2008); State v. Schaaf, 109 Wash. 2d 1 (1987). 
2
 Back on Track: Supporting Youth Reentry from Out of Home Placement to the Community, Youth Reentry Task 


Force of the Juvenile Justice and Delinquency Prevention Coalition, Washington D.C., Fall, 2009, available at 


http://www.sentencingproject.org/doc/publications/CC_youthreentryfall09report.pdf 
3
 The waiting periods for sealing juvenile records has changed over the years. Prior to 1997, juveniles could 


seal any juvenile adjudication (including Class A felonies and sex offenses) after 2 years of being crime free. 


In 1997, the waiting periods were changed by the legislature to mirror the adult statute (10 years for Class B 


felonies, 5 years for Class C felonies, and no sealing for Class A’s or sex offenses.) In 2004, the legislature 


changed the waiting periods again to 5 years for Class B felonies and 2 years for Class C felonies and 


misdemeanors.) Most recently, the legislature changed the law again in 2010 allowing Class A felonies to be sealed 


after 5 years, and Class B, C and misdemeanors to be sealed after 2 years.  







away” when they turn 18, which has not been the case for juveniles in our state since 1977.   In 


any event, juveniles have the reasonable expectation that when they do seal their juvenile 


records pursuant to RCW 13.50 they can respond as if it “never occurred” on employment and 


other applications.  This expectation is consistent with the goal of rehabilitation.  If a juvenile 


successfully completes the requirements to seal their records, they should have the 


opportunity for a clean slate in adulthood as the law contemplates.   


 


Second, juvenile data should be removed from the public case search because consistency and 


accuracy cannot be assured from jurisdiction to jurisdiction.  The original intent of the public 


case search feature of the web-site was to allow the public and individuals to acquire 


information about their court case.  However, in order to gain detailed electronic information 


about the court case, individuals must go to the county web-site in the county where the case 


was filed for additional information.   Counties have chosen to treat juvenile records differently, 


and therefore the information available is inconsistent from case to case.   For example, in 


Pierce County, juvenile data is not available through the County’s LINX system.   A juvenile who 


searches for their name on the public case search will get incomplete information on the state 


web-site and will be unable to get further information through Pierce County.  Of course, the 


record is still public, the juvenile or the individual seeking information simply has to request the 


information from the court house.  A juvenile living a few towns over in King County would be 


able to go on-line, search their name, and be guided to full docket information on the King 


County web-site.    This inconsistency defeats the purpose of the public case search for 


juveniles.    


 


Another example of inaccuracy is a misleading posting that appears on the website when a 


name is searched.  The posting reads as follows:  “there are two public non-sealed cases that 


match your criteria.”  This language falsely implies that the subject of the search has other 


criminal history, but the records are sealed and makes sealing meaningless.   


 


In addition, the information presented on the county docket itself can be very misleading.  We 


have two examples of cases in which juveniles were charged with serious offenses and found 


guilty of a much less serious offense which was not reflected in the docket.    


 


In example 1, a juvenile was charged with Assault in the Third Degree, Attempting to Disarm a 


Law Enforcement Officer and Obstruction. Ultimately, the juvenile was acquitted of the most 


serious charge, the Assault in the Third Degree, and the Attempting to Disarm and only found 


guilty of the Obstruction. Nowhere is this indicated in the docket. Rather, the charges are listed 


and there is an indication of a Sentencing Hearing but no reference to the fact that the juvenile 


was acquitted of two of the three charges.  See Attachment A. 


 


In the second case, the docket notes that the juvenile was charged with Robbery in the Second 


Degree (a serious felony) and Minor in Possession of Alcohol (MIP)  The docket notes that a 


second amended information was filed however fails to note that the MIP charge was 


dismissed. Most significantly, the docket notes that there was a hearing, finding and decision 







but fails to note the juvenile was only found guilty of a much less serious charge – Theft in the 


Third Degree (a gross misdemeanor). See Attachment B.  


 


These examples further illustrate our concerns about consistency and accuracy of on-line 


juvenile court records.  


 


We are requesting the JISC to exclude juvenile records from the public search feature of the 


AOC website as a matter of policy because it contravenes the purpose of the Juvenile Justice 


Act and because, due to variation in county practices, consistency and accuracy cannot be 


assured.  In addition because of the AOC policy to sell these records to private firms, the 


information cannot be recalled or removed from these external data bases, which restricts a 


juvenile’s opportunity to correct on-line errors and have the assurance that the external data 


bases will do the same. 


 


2. Recommendation #2:  In the alternative, juvenile data should be removed from the 


public case search at age 18 or 21  


 


In the alternative, if the workgroup does not agree that juvenile data should be removed 


entirely, we propose that juvenile data be automatically removed from the public case search 


feature of the web-site after the passage of a period of time.  We would suggest that the data 


be removed after the juvenile turns 18 or 21.    


 


Again, the purpose of the Juvenile Justice Act is to assist juveniles with rehabilitating and 


moving on with their lives. As we mentioned above, many juveniles assume that their records 


seal automatically with the passage of time or may not have the resources to seal their records.   


A juvenile who successfully completed all of the requirements- completed probation, paid 


restitution and did not reoffend- may be penalized unknowingly if their juvenile data remains 


on the web-site and is searched by potential landlords or employers.    


 


Furthermore the posting of juvenile records after age 18 or 21 serves no purpose other than to 


publically shame a juvenile for prior misbehavior or, in the case of non-conviction data, for 


simply being suspected of a crime.  The Juvenile Justice Act specifically provides for the 


mandatory sealing of juvenile records provided the individual makes the appropriate motion, 


has paid any associated fines/restitution, and is crime free for a specified period of time. The 


JJA did not intend for juveniles to be saddled with the convictions into adulthood and, to the 


contrary, put in place a framework allowing juveniles to put their past behind them.  A public 


posting of a juvenile’s record flies in the face of the purposes of the JJA and the information 


that youth receive about juvenile records. 


 


3. Recommendation #3:  Juvenile records should be clearly marked as a juvenile matter 


 


In addition, if the workgroup decides to recommend that juvenile data be maintained in the 


public case search portion of the web-site, juvenile matters should be clearly marked as such.  


 







Currently, a juvenile matter in Pierce County would be displayed in this manner: 


 


Name Court  Case Number Court Information 


Harlan, Westley M 


Defendant 


Pierce Co Superior 06-8-00989-1 05-24-2006 


 


A juvenile matter in King County is displayed as follows:  


 


Case Number Name File Date Participant Cause  Status 


09-8-00854-1 Randolph, 


Deonte    


06-22-09    Defendant     Docket Info 


Available   


 


We recommend removing the term “defendant” and replacing it with the term “juvenile 


respondent” for all juvenile cases.   Under the law, juveniles and juvenile offenses are treated 


differently and if an individual is going to use the public case search feature of the web-site to 


do unofficial background checks, they should be clearly informed that a case number was a 


juvenile case and that the subject of the search was a respondent in a juvenile matter and not a 


defendant  


 


Effective June 10, 2010, RCW 13.04.240 will read “an order of court adjudging a child a 


(delinquent) juvenile offender or dependent under the provisions of this chapter shall in no 


case be deemed a conviction of a crime. “  In juvenile matters, the juvenile is not a “defendant” 


but is rather a “respondent.” See RCW 13.40.020 (21)-- "Respondent" means a juvenile who is 


alleged or proven to have committed an offense and SB 6561.   Our laws are written to clearly 


distinguish juvenile matters from adult criminal convictions, furthering the rehabilitative intent 


of the Juvenile Justice Act.  At a bare minimum, the public case search of the web-site should 


comply with the terminology laid out in state statute and should distinguish juvenile records.  


 


4. Recommendation # 4:  Juvenile non-conviction data should be removed 


 


Additionally, the Juvenile Law Section recommends that juvenile cases involving non-conviction 


data (acquittals, dismissals, vacated deferred dispositions and “non-charges” which are never 


filed) be removed from the web-site.  Currently cases involving non-conviction data are listed 


without distinction from conviction information. It is also not easily ascertainable as a juvenile 


offender’s history -- it is listed in the exact same way as adult history.  


 


Although, the Washington State Patrol is prohibited from disseminating arrest records older 


than one year and non-conviction data pursuant to the Washington State Criminal Records 


Privacy Act, JIS distributes these records on-line forever, albeit in a confusing fashion. 


 


Here is an example that we shared with the JISC back in December of the two cases that come 


up when you search the name “London Ross.”  London is a young person who has never been 


charged with a crime. He has been arrested twice, detained and released when probable cause 


was not found. 







 


 


Ross, London 


Alexander 


Defendant 


 


King Co Superior Ct 07-8-00910-0 11-11-1911 


Ross, London 


Alexander 


Defendant 


 


King Co Superior Ct 08-8-02428-0 11-11-1911 


 


 


If you looked up London’s name, you might think he is a criminal defendant. Since the 


“File/Violation Date” is listed as “11-11-1911” you would probably be confused. If you 


understand the numbering system used by court clerks you might know that the real filing 


dates are 2007 and 2008. You could get the docketing information for one of these cases and 


you would see an “Order of Detention” and an “Order on First Appearance/closed.” However, 


you may never look beyond “Ross, London Defendant.” You may just take the easy way out, 


and hire the other guy, whose name does not show up on the Washington State Courts web-


site.   


 


In another example, many youth are informed by attorneys, judges, and probation counselors 


that after they successfully complete a Deferred Disposition that the case will “go away.” 


However, that is not the case as even convictions that are vacated and dismissed remain 


accessible on the AOC website. See Attachment C.    


 


It was never the intent of the Juvenile Justice Act or the AOC website to publicly shame 


juveniles who were suspected but not convicted of committing a crime.   Yet, that is precisely 


the result of posting non-conviction data on the web-site and this data should be removed for 


juveniles.   
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Judicial Information System Committee Meeting     August 18, 2010 


DECISION POINT – FUTURE STATE ENTERPRISE ARCHITECTURE  


MOTION:   


• I move that the JISC adopt the proposed Future State Technical Architecture as 
presented in Section 4 of the Foundation for Modern Judicial Information Systems in 
Washington State.  


I. FACTS  
As part of the JISC-approved transformation, AOC initiated a series of key initiatives. 
One of those initiatives is Enterprise Architecture Management (EAM), which provides a 
foundational framework that aids in the planning and management of information 
technology resources that supports the business of the courts. Enterprise architecture 
provides holistic thinking and guidance for meeting complex statewide IT business 
needs. EAM also involves adopting a common set of standards that facilitates 
information sharing among systems and applications. 


On May 19, 2010, the JISC approved a set of Enterprise Architecture Principles to guide 
the development of the Enterprise Architecture Management framework and ensure 
alignment with JISC priorities.  Based on those principles, the Enterprise Architecture 
team has developed a Future State Architecture to guide future IT decisions for the 
Judicial Information System (JIS).    


 


II. DISCUSSION   
In line with the Operational Plan, the Enterprise Architecture Management team is 
developing standards and governance in the following five areas:  


1. business architecture,  
2. information architecture,  
3. application architecture,  
4. infrastructure architecture, and  
5. security architecture.   


Based on those standards, the Enterprise Architecture Management Initiative will guide 
future IT decisions.  The Future State Technical Architecture reflects the application of 
those standards in a model for the future development of the JIS. 
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III. PROPOSAL  
The JISC should adopt the proposed Future State Technical Architecture, as 
represented in the attached document. 


IV. OUTCOME IF NOT PASSED 


Without a JISC-approved Future State Technical Architecture, JISC would not have the 
framework necessary to make sound, consistent decisions on future IT investments.  In 
addition, users might not have confidence that objective architecture standards are 
consistently applied to requests moving through the IT governance process. 


V. NEXT STEPS 
1. The Enterprise Architecture team will develop additional IT standards and 


policies supporting the new technical architecture. 
2. The Enterprise Architecture team will participate in the work group that will make 


recommendations to the JISC for determining “baseline” functional capabilities. 
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2 Role-based 
access based 
on multiple 
security 
methods


3 Controlled 
monitoring & 
administration 
of all security


5 Establishes identity 
using certificates –
useful for automating 
system-to-system 
communications


4


Centrally controlled 
policies & access 
controls


6 Ability to support 
single sign-on and 2-
factor authentications
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Future Applications


1 Information 
provided in 
appropriate format 
improving access 
to justice


2 Pre-defined 
standards allow 
easier selection of 
COTS or custom 
applications 
based on user-
needs


3 Uniform methods of 
integration reduce 
implementation 
costs


4 Local applications 
supplement 
functionality in 
more demanding 
jurisdictions


5 Local data is 
easily shared with 
central statewide 
data eliminating 
dual-data entry
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6 Real-time 
interfaces with 
justice partners 
provides timely 
information







Future Applications …2


1 Support for media 
types according to 
the input & output 
devices used


2 Advanced 
workflow 
enhances 
performance in 
the field


3 Data is shared with 
non-court systems 
in real-time avoiding 
information latency


4 Open standards 
provide device 
interface for 
current as well as 
future devices


5 Website portals 
provide 
personalization


6 Easy access to 
information 
through single-
view across 
multiple 
applications
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Technology Trends


Leverage new trends
Provide mechanisms to support and 
keep‐up with changed real‐world 
expectations
Will be adaptable for business 
solutions now and in the future


Growth
Provides business agility
Promotes innovation in the state


Single Sign‐On


Service Oriented 
Architecture


Event Based 
Architecture


Web 2.0


Cloud 
Computing
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Roadmap, Risks & Implications
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Implementation “Vehicles”


Superior Court Data Exchange Project
Master Data Management initiative
Other projects & programs as needed
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Risks & Implications
Risks


Future state business capabilities are not defined
COTS Implementation timeline & resource constraints 
Concurrent project work‐streams need high‐levels of 
coordination


Implications
JIS Foundation architecture needs to be ready before 
the COTS package can be deployed
Standards for methods of applications integration 
need to be developed
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Discussion


Next Steps
Approval of the proposed technical architecture
Incorporate the architecture standards into IT 
Governance request process
Work with the JISC Basic Service Level Workgroup to 
develop business capabilities
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Questions
Kumar Yajamanam


Architecture & Strategy, AOC
Kumar.Yajamanam@courts.wa.gov


Ph: 360-704-4004


“The mission of Enterprise Architecture for Washington Courts is to provide technology guidance, tools and 
value-added services to meet justice information needs”


Stewardship • Objectivity • Transparency
23
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APPENDIX
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Application Assessment
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ACORDS
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Application Business Value vs. Technical Quality
ACORDS


SCOMIS


JRS


CAPS


JIS CLJ Case Management


JIS SCOMIS Case Integration


JIS Accounting


JIS Person


eTicketing


JCS


JABS


VRV


PCH/CACH


Superior Court Data Exchange


Seattle Municipal Court Upload


Department Of Licensing (DOL) Data exports and 
imports


Quadrant 1. Improve Technical 


Quadrant 3. Increase  Business
Value


Quadrant 4. Decommission 
Candidate


Quadrant 2. Desired Architecture







Future State Business Capabilities
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JISC Guidance


AOC needs to provide Centralized 
State‐wide JIS systems
Systems to support “baseline” 
functionality


Current 
Functionality Gaps


Baseline JIS 
Functions
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JISC – Priorities: “What Matters” 


Provide Infrastructure
Supply court communities and AOC with the necessary hardware, 
network and other infrastructure needed to access JIS. 


Maintain Portfolio
Maintain existing portfolio of JIS applications, providing baseline 
functionality. 


Integrate to Inform
Enable data, applications and information to be shared and combined 
in meaningful and useful ways. 


Modernize Applications
Replace, enhance and otherwise modernize JIS applications.  28







JISC – Criteria: “How to Choose”


Criteria Description Characteristic


Enhance Access Provide better access to data and better 
access to Justice through technology


Support all court levels statewide (Data 
Exchanges, Reporting, Data, Images, 
e‐Applications such as e‐Filing, etc.)


Improve Decision
making


Provide business tools to ensure all JIS 
users can make necessary and informed 
decisions.


Address all judicial roles (Bench, Clerks, 
Administrators, users/others); Provide 
person‐based information


Advance 
Performance


Enable measurable improvements to 
business processes through automation 
of process and workflow


Process Improvement (e.g., automated / 
workflow); Qualitative measures (e.g., 
outcomes, trust); Reduced Complexity


Quantify Value Measure impacts to overall Judicial 
process and user communities through 
calculations such as ROI, TCO, CBA, etc.


Measure Return on Investment, Cost Benefit 
Analysis, Total Cost of Ownership, etc; 
Reduced Risk


JISC Standards Provide consistent basis for making IT 
investment decisions by applying 
technology and data standards.


Enterprise Architecture and Data Standards, 
Buy / Build, etc.
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