Checklist for the Integration of Technology Principles

into the Technology Development Lifecycle
ABOUT THE ACCESS TO TECHNOLOGY PRINCIPLES

The Access to Justice Technology Principles adopted by the Washington State Supreme Court in 2004 are intended to protect and enhance the fundamental right of equal access to justice by avoiding creating or increasing barriers to access and by reducing or removing existing barriers. 

Justice system decision-makers are directed to consider whether the technology required to submit or access legal information may affect equal access to or administration of justice. Technology is defined as all electronic means of communication and transmission and all mechanisms and means used for the production, storage, retrieval, aggregation, transmission, communication, dissemination, interpretation, presentation, or application of information.

ABOUT THE CHECKLISTS
Two checklists were developed to help organizations establish internal expectations that promote the fundamental goals and objectives of the Access to Justice Technology Principles and that facilitate effective integration of the Principles into organizational decision-making and operations. 

This checklist for integration of the Principles into the Technology Development Lifecycle is designed to facilitate the timely consideration of key questions in the process of technology systems development and is a guide for system developers, program managers, and others involved in justice system technology projects. 

The checklist for integration of the Principles into Organizational Culture & Operations is designed to facilitate a high level review of an organization’s efforts to integrate the ATJ Technology Principles, and should be looked to as a guide for organizational leaders. 


Together, the checklists will help organizations meet the expectations of equal access, achieving just outcomes and elimination of barriers that lie at the heart of the ATJ Technology Principles.

RESOURCES

Resources, including online tools to assist with implementation of the Technology Principles are available at http://www.000000000000.org

The Court Order for adoption of the Technology Principles can be found at http://www.wsba.org/public/atjtechnologyPrinciples.pdf  

ACCESS TO JUSTICE TECHNOLOGY PRINCIPLES AT A GLANCE

The full textual explanation of the Access to Justice (ATJ) Technology Principles listed below can be found online at http://www.courts.wa.gov/court_rules/?fa=court_rules.display&group=am&set=ATJ&ruleid=amatj02principles. 

PRINCIPLE 1: Requirement of Access to Justice
PRINCIPLE 2: Technology and Just Results
PRINCIPLE 3: Openness and Privacy
PRINCIPLE 4: Assuring a Neutral Forum
PRINCIPLE 5: Maximizing Public Awareness and Use
PRINCIPLE 6: Best Practices
CHECKLIST

At the initial conception of a technology project, the Project Manager (individual or team leader who is ultimately responsible for the project) should review the checklist, respond to the questions under Concept Development Phase, and ensure that the subsequent questions are responded to at each relevant stage of the project. 
I. Concept Development Phase
In documenting the business case for a technology application, identify the Principles below that are relevant, then consider whether the application would advance these Principles and, therefore, support the business case and justify the undertaking of the project.

PRINCIPLE 1: Requirement of Access To Justice

Will the application advance or enhance access to justice?


Yes.


No. 
Will the application create any new barriers to the justice system?


Yes.


If yes, describe the barriers and define how these will be addressed.


No. 
PRINCIPLE 2: Technology and Just Results
Will the application make the justice system better able to achieve just results?


Yes.


No. 
Will the application impede in any way the achievement of just results?


Yes.


If yes, describe the impediments and define how they will be addressed.


No. 
PRINCIPLE 3: Openness and Privacy

Will the application promote the transparency of the judicial system? 

Yes.


No. 
Will the application reduce the transparency of the judicial system in any way? 

Yes.

If yes, how can this reduction in transparency be addressed? 


No. 
Will the application enable the system to better protect the legitimate privacy interests of its participants? 


Yes.


No. 
Will the application jeopardize in any way the legitimate privacy interests if its participants? 


Yes.

If yes, how will the potential threat or threats to privacy be addressed?



No. 
PRINCIPLE 4: Assuring a Neutral Forum
Will the application result in a disparity in the availability of a neutral forum 
for litigants? 


Yes.

If yes, how will this disparity be addressed?


No. 


PRINCIPLE 5: Maximizing Public Awareness and Use
Will the application help to provide the public with “understandable information about the justice system, its resources and means of access” to it? 

Yes.


No. 

If not, what steps will be taken to ensure that this information is 


provided?

II. Feasibility Analysis Phase
In documenting the high level requirements, the organization should determine whether these requirements reflect consideration of the Principles listed above in the Concept Development Phase. If any of those Principles might be advanced, the requirements at this point should include solutions that can be included in the feasibility, including cost/benefit, analysis.

If any of the Principles are compromised, the organization should determine whether it is possible to address the problem. This is particularly important for Principle 4, below.

PRINCIPLE 4: Assuring a Neutral Forum
If the application includes a function that could result in a disparity in the availability of a neutral forum, the organization should consider whether there is a compelling case to include it.

Has the organization confirmed that the requirements satisfy the Principles?


Yes.


No. 


If not, review the steps above.

At this stage of a project, the organization may consider alternative approaches. Based on the analysis and answers to the questions asked when preparing the business case, the organization should consider whether any alternative would better integrate the Principles. The answer should be considered with other factors such as cost, business impact and fit, technology fit, and risk when evaluating the alternatives. 

Has the organization included the Principles in its evaluation of the alternatives?


Yes.


No. 
III. Planning Phase
Does the project plan include checkpoints that reflect the content of this checklist, in order to include requirements to advance the Principles?


Yes.


No. 

If not, what steps will be taken to ensure that these checkpoints be included? 
IV. Requirements Phase

What specific business requirements are needed to ensure that relevant Principles are advanced? For those requirements that will determine the functionality available to the end user, this analysis should be based on the answers to the questions considered above in the Concept Development Phase.
Has the organization confirmed that the detailed business requirements satisfy the relevant Principles?


Yes.


No.

For the technical requirements, the organization needs to consider whether the integration of the Principles would impact the technology employed or the design of the infrastructure. (For example, whether the application requires a broadband network and, if so, whether the plan includes the implementation of sufficient network capacity.) 
PRINCIPLE 1: Requirement of Access To Justice
Would the technical infrastructure impact access or participation? 

Yes.


No.

PRINCIPLE 3: Openness and Privacy
Do the security requirements include sufficient protection for confidential information? 

Yes. 


No. 
   If not, how will confidential information be protected?

PRINCIPLE 6: Best Practices
Do the technical requirements meet appropriate best practices standards that relate to access to justice (e.g., accessibility requirements)? 

Yes.


No. 
   If not, what changes can be made to ensure that best practices 


standards are met?

V. Design Phase

The considerations for design follow those for the business case and requirements. The organization should confirm that the design (both business functions and technical) incorporates the appropriate requirements.

Has the organization confirmed that the design satisfies the relevant Principles?



Yes.



No.

The design should also conform to relevant best practices standards so the organization should ask about:

PRINCIPLE 6: Best Practices
Does the design meet appropriate best practices standards (e.g., design for accessibility, readability and usability?) 

Yes.


No. 

If not, how can the design be revised? 
VI. Construction Phase

The Principles come into play during the testing steps. It is essential that the tests be designed and performed to ensure that the functionality, including that which supports the Principles, is in place and is operating correctly. This analysis should be based on the answers and information compiled in the requirements and design phases.

Has the organization confirmed that the testing has been designed and performed to ensure that the functionality which supports the Principles is in place and functions correctly?


Yes.


No.

VII. Evaluation Phase
When the project is completed the organization will conduct an evaluation of the project and the resulting application. At that point the organization should evaluate its success in implementing the Principles.

Has the organization included in the evaluation an assessment of its success in implementing the Principles?


Yes.


No.
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