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JIS Information Technology Portfolio Policy 
Adopted by the Juridical Information System Committee on April 11, 2003. 
 
Purpose 
The purpose of this policy is to provide a framework for strategic planning for the 
Judicial Information System (JIS) and to establish the JIS Information Technology (IT) 
portfolio as a primary tool to support IT decision-making.   
 
All IT planning should be based on judicial branch business drivers and be addressed in 
the JIS strategic plan.     
 
The information technology (IT) portfolio is a tool for making better decisions about JIS 
investment in computers, computer software, networks, staff, and supporting facilities.  
In effect, it is a summary containing the essential information required for effective 
executive management and oversight of technology within the agency.  It should be 
presented in a manner that highlights the most important information in the portfolio 
from a management perspective. 
 
The portfolio contains essential information about the agency’s use of IT.  Its focus is on 
the relationships between IT and agency mission and programs.  The portfolio includes 
information about business strategies, operational systems, potential investments, 
development projects, and technical standards and capabilities.  
 
The purpose of the IT portfolio is to manage investments in IT as one would manage a 
portfolio of investments of assets such as real estate or financial instruments (e.g., a 
stock portfolio).  The portfolio enhances the ability of key decision-makers to assess the 
probable impact of investments on the judicial branch’s programs and infrastructure.  
These decision-makers include the Supreme Court, the Judicial Information System 
Committee, Administrative Office of the Courts (AOC) executives, and members of the 
Legislature. 

 
The IT portfolio: 
• Demonstrates the AOC’s allocation of IT resources in support of the it’s mission and 

programs. 
• Documents the linkages among judicial branch’s programs, strategies, and business 

processes and its use of IT. 
• Demonstrates how investments in new projects balance, complement, and 

strengthen investments already being managed in the portfolio. 
• Supports the systematic analysis of alternative IT investments in relation to judicial 

branch business requirements. 
• Facilitates analysis of the risks associated with IT investments and helps ensure that 

appropriate risk mitigation strategies are adopted. 
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• Provides a baseline for AOC performance reporting.  
 
Authority 
RCW 2.68.010 provides for the JIS Committee to “determine all matters pertaining to 
the delivery of services available from the judicial information system” and JISCR 1 
provides for the operation of the JIS by the AOC under the direction of the JIS 
Committee.  While the Information Technology Act of 1992 does not apply to the 
Judicial Branch, this policy does address the requirements for state and agency IT 
planning enumerated in RCW 43.105.170 and 43.105.172. 
 
Scope 
This policy applies to the Judicial Information System and the Administrative Office of 
the Courts. 
 
Policy 
The Administrative Office of the Courts must create and maintain an IT portfolio by 
doing the following:   
 
1 Create a JIS Strategic Plan:  The Administrative Office of the Courts must 

establish a biennial strategic plan for the JIS that includes strategies, goals, 
objectives, and performance measures.  These elements of the  strategic vision 
for IT must be integrated with the judicial branch’s overall business strategy and 
program requirements.  (The Strategic Plan constitutes Section 2 of the portfolio.) 

 
2. Document its investment, acquisition, and use of IT.  The IT portfolio 

documentation must comply with policy requirements and provide sufficient detail 
for effective IT planning and management.  IT documentation in the portfolio will 
include: 
• Descriptions of the relationships between the investments in the portfolio 
• Plans relating to current and proposed IT investments in support of the 

agency mission, strategies, and business processes  
Other documentation which supports the portfolio includes: 
• IT investment analysis and justification documents 
• Risk assessment and risk management plans 
• Project plans and project management reports 
• Application documentation and user training materials 
• Hardware, software, network, and facilities inventories 
• Budgetary and financial records and reports, including annual agency IT 

spending 
• Security and disaster recovery/business resumption plans. 
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3. Conduct an annual update of its IT portfolio in conjunction with the AOC 
planning and budget processes, and make whatever revisions are necessary for 
the portfolio to continue to reflect the AOC’s management and use of IT. The 
annual update provides agency executives the opportunity to perform a 
comprehensive review of IT management and operations, and evaluate the 
relationship between IT investments, judicial branch strategies and programs, 
and the AOC budget. 

 
4. Review and update each ongoing level 2 and 3 investment or project as 

part of the annual update of the IT portfolio, and provide a post-
implementation review of any level 2 or 3 (as defined in Appendix A of the 
Department of Information Services’ Information Technology Portfolio 
Management Standards) investment or project completed since the previous 
annual update.  Proposed IT applications are initially evaluated in terms of their 
merits as potential investments of limited public funds and then, and undergo 
project planning and risk assessment before the actual development or 
acquisition of the IT capability. The scope of these analyses and plans must be 
commensurate with the nature and scope of the proposed investment. Projects 
are continually monitored until they are completed, with summary information 
about the status of each project included in the project section of the agency’s 
portfolio. 

 
The purpose of the annual IT investment and project review is to ensure that the 
actual course of each IT project is evaluated in terms of the project plan and risk 
assessment.  The causes of any deviations from the original plan must be 
considered, recommendations for avoiding problems with future, similar projects 
must be prepared, and the results of these reviews must be reflected as updates 
to sections 4 and 6 of the IT portfolio.  

 
5. Update its portfolio to reflect IT activity within the AOC and to support executive 

decision making within and outside the AOC.  The following changes should be 
noted: 
• Mission, strategies, programs, business process, and project changes that 

affect the agency’s use of IT or its plans for IT 
• IT infrastructure changes 
• Significant changes to existing investments/projects 

 
6. Portfolio Severity & Risk Assessment:  The IT portfolio should include JIS IT 

investments (current and proposed) that are important to the judicial branch.  In 
evaluating potential entries the AOC should consider mission criticality; cost and 
budgetary implications; impact on citizens; visibility to the public and Legislature; 
impact on state operations; organizational readiness (capability); organizational 
impact; level of development effort; and nature of the technology (new vs. 
mature).  
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The AOC must use the severity and risk matrices in appendix A of the 
Department of Information Services’ Information Technology Portfolio 
Management Standards to evaluate potential portfolio entries.  Generally, any 
project, investment, acquisition, or asset ranking high in any matrix category 
should be included in the portfolio.  Similarly, any such project, investment, 
acquisition or asset with a number of medium rankings should also be 
considered for inclusion.  Information about Internet-based transactional 
applications, including but not limited to e-commerce must also be included in the 
portfolio. 
 
Projects, investments, acquisitions and assets should be prioritized for entry in 
the portfolio, beginning with the most important initiatives.   

 
7. Portfolio Organization and Content:  The baseline portfolio contains six 

sections: 
Section 1:  Portfolio Overview  
Section 2:  Strategic Plan  
Section 3:  Technology Infrastructure  
Section 4:  Technology Investment/Project Summaries  
Section 5:  Planned Investments/Projects  
Section 6:  Annual Technology Investment and Project Reviews 

 
Section 1:  Portfolio Overview  
The Portfolio Overview provides a high level description and analysis of the IT 
portfolio.  The portfolio overview addresses the following topics: portfolio support 
of the JIS and AOC missions; summary of IT plans, proposals, and acquisition 
process; an enterprise view of information technology infrastructure; IT 
challenges and opportunities; high-level view of current and future IT 
investments; and a description of the prioritization process for selecting IT 
projects. (The AOC must use the instructions found in Appendix B of the 
Department of Information Services’ Information Technology Portfolio 
Management Standards to prepare this section.) 

 
Section 2:  Strategic Plan 
Section 2 is the biennial JIS strategic plan which identifies the JIS’s goals and 
objectives and the high level strategies for achieving them.  The basis for the 
strategic plan includes the AOC’s business plan as well as other documentation 
of the judicial branch’s business needs. 
 
Section 3:  Technology Infrastructure 
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Section 3 defines the current inventory of systems, defines their functionality, 
describes the architecture and provides the core of IT capacity in the current 
period.   It also addresses operating environment requirements including 
planning related to IT security and disaster recovery and business resumption.    
In addition to providing the infrastructure information described above, Section 3 
includes an inventory of specific components in the AOC's IT infrastructure.  (The 
AOC must use the instructions found in Appendix C of the Department of 
Information Services’ Information Technology Portfolio Management Standards 
to prepare this section.) 

 
Section 4:  Technology Investment/Project Summaries 
Section 4 is based on documentation that is routinely required for effective 
project management.  The information included in the Technology 
Investment/Project Summaries section is a summary of key information extracted 
from project documentation, including but not limited to project quality assurance 
plans.  
 
Project managers are responsible for the project itself and for related 
documentation.  Such documentation -- investment plans, implementation plans, 
project plans, risk assessment and mitigation plans, quality assurance (QA) plans 
and project status reports, as appropriate -- are included in the portfolio by 
reference.   
 
The Technology Investment/Project Summaries section is comprised of a 
summary analyses of each current project and technology investment.  (The 
AOC must use the instructions found in Appendix D of the Department of 
Information Services’ Information Technology Portfolio Management Standards 
to prepare this section.) 

 
Section 5:  Planned Investments/Projects 
Section 5 provides an opportunity to view IT investment alternatives in context, 
rather than as isolated projects.  Each investment in IT must be viewed in relation 
to: 
• Its impact on the business of the agency - as represented by the Agency 

Strategic Business Plan section of the portfolio; 
• Its impact on the agency’s technical environment - the Agency Technical 

Infrastructure; 
• Its priority as measured against current investments and other proposed 

investments - Sections 4 and 5 of the portfolio; and 
 
The Planned Projects/Investments section is comprised of a summary analyses 
of each project and proposed technology investment.   
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(The AOC must use the instructions found in Appendix E of the Department of 
Information Services’ Information Technology Portfolio Management Standards 
to prepare this section.) 

 
Section 6: Annual Technology Investment and Project Reviews 
Section 6 consists of a review and update of each ongoing level 2 and 3 
investment or project (as defined in Appendix A of the Department of Information 
Services’ Information Technology Portfolio Management Standards), and a post-
implementation review of any level 2 or 3 investment or project completed since 
the previous annual update.   
 
The project review of each ongoing level 2 and 3 investment or project is 
performed as part of the annual update of the IT portfolio.  The purpose of the 
review is to compare expectations for the investment or project as documented in 
the original investment analysis and project plan, and compare the assessment 
of project risk against the actual course and results of the project.  The review 
should also reflect the status of the project(s) prior to undertaking the annual 
portfolio update. 
 
For projects that have completed since the last annual portfolio update, the AOC 
must include a post-implementation review.  The review should assess the 
causes and impacts of any significant reductions in benefits, or increases in 
project risk during the course of the project.  It must document practices and 
procedures that lead to project successes and make recommendations for 
applying them to similar future projects, and make recommendations for 
improving the planning, management, and quality control of future, similar 
investments or projects.  
 
In addition to documenting the post-implementation reviews in Section 6, the 
results of the project review should be reflected as updated investment and 
project information in Section 4 of the portfolio.  Section 4 of the portfolio must be 
updated to show: the current status of the project,  and a reevaluation of the risk 
level of the project.  The review should also be maintained with the project 
records.   

 
The appropriate sections of the portfolio must be updated to show any change in 
the scope of the investment and/or revised costs and benefits over the expected 
life of the IT asset resulting from the project.  

 
The AOC must use the instructions found in Appendix F of the Department of 
Information Services’ Information Technology Portfolio Management Standards 
to prepare this section. 
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Related Standards 
None. 
 
Maintenance 
Technological advances and changes in the business requirements of agencies will 
necessitate periodic revisions to policies, standards, and guidelines.  The Administrative 
Office of the Courts is responsible for routine maintenance of these to keep them 
current.  Major policy changes will require the approval of the JISC. 
 
Definitions 
An investment is a specific piece of hardware/peripherals or a software application 
developed at agency expense or acquired from vendors, or any combination of these 
events, that serves current and future needs of the agency. 
 
A project is an investment in progress (developing or unfolding) that has a specific start 
and finish date. 
 
A planned or proposed investment entails the acquisition of a new capability that is 
identified in general terms but not yet funded or approved by the authorizing entities. 
 


