APPENDIX B - ACQ-2020-0817-RFP
WASHINGTON STATE ADMINISTRATIVE OFFICE OF THE COURTS
REQUEST FOR PROPOSAL 
VENDOR SUBMITTAL LETTER, SPECIFICATION QUESTIONS, 
REFERENCES, AND COST SHEET
ELECTRONIC MONITORING VICTIM NOTICATION TECHNOLOGY

SECTION I - SUBMITTAL LETTER
Vendors must provide the information below in a submittal letter 
1. [bookmark: _Toc477930911][bookmark: _Toc477930912]Contact name, address, telephone number, e-mail address and fax number.
2. Description of the legal status of Vendor, e.g., corporation, sole proprietor, etc. 
3. [bookmark: _Toc477930913][bookmark: _Toc477930915]The Vendor's Uniform Business Identifier (UBI) number or a statement that the Vendor will obtain a UBI number if the Vendor is awarded a Contract by a Court.  Information about the UBI can be obtained by calling the Washington State Department of Licensing, or by visiting its website at: http://www.wa.gov/dol/bpd/ubiprog.htm.
4. A statement that no assistance in preparing the response was received from any current or former employee of the state of Washington whose duties relate/d to this RFP, unless such assistance was provided by the state employee in his or her official public capacity, and that neither such employee nor any member of his or her immediate family has any financial interest in the outcome of this RFP.
5. [bookmark: _Toc477930916]A statement if the Vendor or any employee of the Vendor is related by blood or marriage to an AOC employee or resides with an AOC employee.  If there are such relationships, list the names and relationships of said parties.  Include the position and responsibilities within the Vendor's organization of such Vendor employees.
6. [bookmark: _Toc477930917]A statement regarding any individuals proposed who are current state employees or former state employees during the past two years.  State the employing state agency, individual’s title at that state agency, and termination date.
7. [bookmark: _Toc477930918]If the Vendor has had a contract terminated for cause during the past five (5) years, describe all such incidents, including the other parties' names, addresses, and telephone numbers.  Present the Vendor's position on the matter.  Termination for cause is defined as notice to stop performance or delivery due to the Vendor's non-performance or poor performance, and the issue was either: (a) not litigated; or (b) litigated and such litigation determined the Vendor to be in cause.  If the Vendor has had no such terminations for cause in the past five (5) years, so state.  Poor contract performance may cause the Vendor to be eliminated from consideration.  FAILURE TO DISCLOSE will result in disqualification of the Vendor and, if applicable, may be grounds for termination of any contract entered with the Vendor.
8. At least three customer references with regard to contracts of similar size to this EMVNT, implementation and training, who can verify successful implementation and training of EMVNT or similar product.  Please identify phone or email contact information, and a brief description of the references’ relationship and years of contractual relationship. 
9.  A statement that the Equipment that Vendor is proposing meets or exceeds the most recent version of the standard for offender tracking systems (OTSs) published by the U.S. Department of Justice, Office of Justice Programs, National Institute of Justice.
10. [bookmark: _Toc477930914] The projected cost for full Implementation and training of the EMVNT Product and the monthly cost for its use by the Court.  Costs should be broken up into number of devices, number of staffed trained, and use of Monitoring and Data Centers based on the number of users. 
SECTION II - SPECIFICATIONS
Please answer all the specification questions below.   It is the Vendor responsibility to list, clearly demonstrate, and present any features that add value, savings and/or reliability to the proposed offer.  

	SATELLITE MONITORING AND REMOTE TRACKING SERVICE (GLOBAL POSITIONING SYSTEM (GPS)

	(Responses below apply to only one-piece body-attached devise.  ___ Yes, ___ No.)

	(Responses below apply to only multi-piece tracking system.  ___ Yes, ___ No.)

	(Responses below apply to both one-piece body-attached device and multi-piece tracking system.  ___ Yes, ___ No.)

	1.0
	SECTION A   General Experience Requirements
(35 Evaluation Points Available)
Bold = Minimum Qualification 

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	1.1
	General Experience
	The Vendor shall have been in business for a minimum of three (3) consecutive years prior to proposal submittal. 
	

	1.2
	General Experience
	The proposed device(s) must have been in use and installed on defendants/offenders through one or more contracts with County, State, or Federal Government agencies.  This experience must have been within the past 12 consecutive months prior to the proposal submittal date.  The Vendor’s experience shall have been met with the Vendor acting as the prime contractor in supplying the GPS device.  Include these agencies in the response to Item 1.3 below. 
	

	1.3
	General Experience
	The proposed device(s) must have been installed and in use on at least an aggregate of 500 defendants/offenders through one or more contracts with County, State or Federal Governmental agencies.  This experience must include at least six (6) months of active monitoring for the model offered in response to this RFP.  The Vendor's experience shall have been met with the Vendor acting as the prime contractor in providing all of the above services.  Identify these agencies, volumes and devices in your proposal response.  
	

	1.4
	General Experience
	Describe how devices and proposed software will alert Victims and designated Court staff when a person wearing the device(s) is within a specified distance of certain locations or the Victim.    
	

	1.5
	General Experience
	Describe Vendor’s secure confidential Monitoring Center and help-desk facility.  The Monitoring Center Facility and Services should have been in use for at least 12 consecutive months through one or more contracts with County, State or Federal Governmental agencies at the time of Proposal submittal.  
	

	1.6
	General Experience
	The Manufacturer shall have an ISO 9001 certification or equivalent.  
	

	1.7
	General Experience
	The device and accessory items shall be currently registered and approved by the Federal Communications Commission (FCC). 
	

	2.0
	SECTION B   Monitoring Center Facility and Monitoring Center Interactive Services
Bold = Minimum Qualification
115 Possible Evaluation Points Available 

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	2.1
	Facility
	The Monitoring Center Facility and Services must have been in use for at least six (6) consecutive months through one or more contracts with State or Federal Government agencies at the time of proposal submittal.  
	

	2.2
	Facility
	The Vendor’s Monitoring Center shall have a permanently installed and functioning emergency backup power source, independent of its main power source, capable of maintaining continuous operations, for a minimum of forty-eight (48) hours, in the event of failures of normal utility power.  If power is not restored, a back-up Monitoring Center service is activated within 60 minutes. 
	

	2.3
	Facility
	Describe how Vendor’s Monitoring Center remains fully operational. (i.e. ventilation and temperature controls, physical security features such as limited access and closed circuit camera systems). 
	

	2.4
	Facility
	The Vendor shall have a secondary (backup) Monitoring Center capable of providing full operational functions in the event the primary Monitoring Center is disabled. 
	

	2.5
	Facility
	Describe secondary Monitoring Center and explain how secondary Monitoring Center would remain operational (e.g. located sufficiently distant from the primary center, such that it is unlikely to be adversely affected by a manmade or natural event or loss of electrical or communications services that possibly disabled the primary Monitoring Center).  MS
	

	2.6
	Facility
	The Vendor has redundant inbound and outbound communication services, provided by distinct carriers and/or methods, such that the failure of the primary service or method shall not adversely affect the secondary (backup) service or method. 
	

	2.7
	Facility
	The Vendor shall perform complete support of all interface hardware and software Equipment (within the Monitoring Center) necessary to ensure provision of the Service for the duration of the contract. 
	

	2.8
	Facility
	The Vendor shall provide the Court a contact number, accessible twenty (24) hours a day, seven (7) days a week for the purpose of reporting problems that might be experienced. 
	

	2.9
	Facility
	In the event any component of the Vendor’s Monitoring Center service becomes inoperable, the Vendor shall immediately notify the Court Program Manager or designee by telephone, but no later than thirty (30) minutes after service failure. 
	

	2.10
	Services
	The Vendor’s back up Monitoring Center must be activated within 60 minutes of initial system failure or disaster. 
	

	2.11
	Services
	Describe how Vendor’s primary Monitoring Center is fully operational and staffed adequately to support the operations of an EMVNT, twenty-four (24) hours a day, 365 days per year and include staff training, staff  experience and the staffing levels vs. the ratio of activated equipment.
	

	2.12
	Services
	The Vendor must provide a staffed communication system utilizing an 800-telephone number and email access, available 24-hours per day, 365 days per year at no additional charge to the Victim or Court for technical, analysis, and application assistance. 
	

	2.14
	Services
	The Vendor’s Monitoring Center Service must be able to provide for Defendant enrollments and scheduling to be performed via direct telephone request (password accessible) when Court does not have immediate access to an internet connection. 
	

	2.15
	Services
	The Vendor’s Monitoring Center Service should be able to enroll or deactivate GPS tracking services for a Defendant within a short period of time after receipt of request by fax, telephone or e-mail notification from the Court. Describe the enrolling, activation, and deactivation and the time periods necessary to complete each. 
	

	2.16
	Services
	Describe how Vendor’s Monitoring Center Service maintains accurate and concise historical logs of all telephone, text messages, emails and fax calls attempted and completed.  This would include including date, time, and the associated incident.  The Vendor must agree to make these logs available to the Court upon request.  
	

	2.17
	Services
	The Vendor’s Monitoring Center Service must provide immediate notification via, text message or email 24 hours a day, seven days a week to the Victim and designated Court staff when an alert notification is generated.  The Vendor’s monitoring service shall include the capability to administer a phone call by a live staff person in the Monitoring Center in response to designated priority alert notifications.
	

	2.18
	Services
	The Vendor’s Monitoring Center alerts should capable of being prioritized for up to four (4) alert notifications, (i.e. device tampering, low battery, zone violations, Victim proximity alert). Describe how the Vendor’s Monitoring Center Service prioritizes alerts, who is notified of those alerts, and how Vendor ensures the notification of alerts were received. 
	

	2.19
	Services
	Describe Vendor’s Monitoring Center Service’s capability to record human voice calls in and out of the system.  This should include a transaction record that indicates the called number or calling number, and the result of the call.
	

	2.20
	Services
	The Vendor’s Monitoring Center must provide an initial response to pre-determined alert notifications to troubleshoot and resolve the notifications per established protocols as agreed to by both the Court and the Vendor.
	

	2.21
	Services
	The Vendor’s Monitoring Center service must be able to tailor the level of alert notification to the Court protocols.
	

	2.22
	Services
	The Vendor’s Monitoring Center must be responsible to maintain a call tree to be utilized when contacting Court staff to report alert notifications pursuant to established protocols and optional price plan.
	

	2.23
	Services
	In the event of an alert violation, the Monitoring Center Service must immediately provide to the Victim and designated Court Staff officer, at a minimum the Defendant’s name, time of alert, and the time and location of the Defendant’s last known location. 
	

	3.0
	SECTION C   Data Center, Data Storage, and Data Access
Bold = Minimum Requirement
40 Possible Evaluation Points

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	3.1
	Data Center
	The facility housing the Data Center(s) must have multiple physical security features.  Describe the physical security features that protect the Data Center and Court data. 
	

	3.2
	Data Center
	Describe the Vendor’s Data Centers ventilation and temperature controls that ensure proper functions of the EMVNT Center hardware. 
	

	3.3
	Data Center
	The Vendor’s Data Centers must have multiple redundant back-up generators. 
	

	3.4
	Data Center
	The Vendor must have redundant Data Centers located a sufficient distance apart in the event of a disaster of the local area. 
	

	3.5
	Data Center
	Describe how often back-up systems in the Data Centers are tested. 
	

	3.6
	Data Center
	The Vendor’s system must provide for 100% redundancy to avoid unnecessarily excessive downtime due to hardware or software issues.   In the event of data disruption, how soon is the secondary Data Center activated within initial system failure.  Higher scores will be given to those Vendors who can activate secondary Data Center within 10 minutes initial system failure. 
	

	3.7
	Data Storage
	The Vendor must ensure that all records (automated or hard copy files) remain the property of the Court and upon request shall be returned within 30 days, in the event the contract is canceled or terminated.  
	

	3.8
	Data Storage
	The Vendor’s system must ensure that all data be recorded with a historical transaction record and stored/archived for retrieval/backup in a database when requested by Court personnel in accordance with the following: 
a. 
	

	3.9
	Data Storage
	a. All historical data must be centrally stored and  accessible for reporting purposes;
	

	3.10
	Data Storage
	b.  This information must be available for reporting in a standard transaction file format; and 
	

	3.11
	Data Storage
	c. All current and historical data files must be retained for a minimum period of six (6) years and this information shall be available at no charge to the Court. 
	

	3.12
	Data Storage
	The Vendor’s Data Centers must have duplicate computers with the ability to, at a minimum, permit restoration of data collection and user monitoring services within ten (10) minutes after computer failure.  The Monitoring Center must have duplicate data storage devices with automated fail-over and automatic reestablishment of the duplicate databases upon replacement of the failed storage device. 
	

	3.13
	Data Storage
	Upon request from the Court, the Vendor must provide the most up-to-date complete copy of the System database, including historical data, the data dictionary, file layouts, code tables, code values, data relationships, keys, and indices, etc., in a format to be determined by the Court. 
	

	3.14
	Data Access
	The Vendor shall agree not to release or reveal any GPS data, program information, operation protocols, implementation plans, training material, report(s), publication(s), updates, and/or statistical data related to the GPS Program to any entity, to include non-GPS Court personnel, without prior written approval from the Court’s Program Manager. 
	

	3.15
	Data Access
	The Vendor must maintain unaltered recorded data of Defendant’s violations, to be accessible in original form and substance. 
	

	3.16
	Security
	The Vendor’s Data Centers must have on-site in-person security 24 hours a day, 7 days per week. Secure access to the system shall be maintained at all times. Describe the security features, which prevent unauthorized individuals from accessing any information held by the Vendor.  
	

	3.17
	Security
	The Vendor must maintain security policies and procedures for its network security, application security, data transmission security, data storage security, and physical security.  While it is not necessary for the Vendor to submit these documents with Proposal, they must be provided to any requesting Court post award. 
	

	3.18
	Security
	Describe how Vendor ensures secure transmission and storage of GPS data and ensures that all data, data transmissions and data storage is kept confidential. 
	

	3.19
	Security
	The Vendor’s facility, Equipment, data transmissions, and data storage shall be secure.  At a minimum, the Vendor’s facility shall be alerted and monitored by a local law enforcement agency or security company.  The alert line shall be a tamper-resistant dedicated circuit and shall not be exposed to any person or thing that could alter or damage the line.  The Monitoring Center shall be equipped with automated fire detection and suppression equipment. 
	

	3.20
	Security
	The Vendor shall maintain a written Disaster Recovery Plan and Continued Continuity of Operations Plan (COOP) to cover power failures, telephone system failures, local equipment failures, flood or fire at the Monitoring Center and Data Center.  While it is not necessary for the Vendor to submit these documents with proposal, they must be provided to any requesting Court post award.
	

	4.0
	SECTION D   Equipment Requirements 
(255 Possible Evaluation Points)

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	4.1
	Equipment
	Vendor is bidding the following body-attached device(s) and the accessories identified in the Price Worksheets.  The responses to these specifications are for this Equipment.

Device(s):
Mfg.: ________________________________________________
Brand/Model: ________________________________________________
	

	4.2
	Equipment
	The Vendor shall provide, at their own expense, all systems and Equipment (software and hardware) required for the Service delivery, regardless of the actual number of units including but not limited to:
	

	4.3
	Equipment
	a. A system with a database to monitor Defendant’s proximity to Victim and entry into excluded locations;
	

	4.4
	Equipment
	b. All monitoring units (transmitter, receiver/dialer and other related Equipment) to communicate location data to the Vendor’s system and to alert Victim when Defendant is within a prohibited distance of the Victim and excluded locations designated by the Court;
	

	4.5
	Equipment
	c. All software and hardware required to access the Internet, with the exception of Court’s personal computers; and
	

	4.6
	Equipment
	d. All labor, materials, Equipment, cellular wireless service costs and consumables necessary to perform GPS monitoring services on an as-needed basis.
	

	4.7
	Equipment
	All Equipment and systems furnished shall be standard products supplied by the Vendor, shall be in proper working order, clean and free from defects of features affecting appearance, serviceability, or the safety of the Defendant in normal intended use. 
	

	4.8
	Equipment
	The Vendor shall provide only Equipment that meets the highest levels of ruggedness, durability and performance available.  In light of this requirement, please describe the following: operating temperature, stored temperature range, temperature cycling, shock and vibration, water resistance or waterproofing, operating humidity range, stored humidity range and tamper resistance. 
	

	4.9
	Equipment
	Performance information and product literature should be included in Vendor’s Proposal. 
	

	4.10
	Equipment
	The Vendor shall provide Equipment that meets market safety standards and presents no health or safety hazards to Court staff, Victims, or Defendants. 
	

	4.11
	Equipment
	Explain how the device(s) used by the Vendor are the latest proven reliable technology.  
	

	4.12
	Equipment
	The device(s) shall not have any sharp edges and shall be designed so not to cause excessive chafing or bruising. 
	

	4.13
	Equipment
	The device shall use Global Position Satellites and the cellular telephone network to alert Victim, Court Staff, law enforcement, and Vendor’s monitoring staff when a defendant is within in a specified proximity of the Victim or other excluded locations designated by the Court. 
	

	4.14
	Equipment
	Active GPS shall be a service level that must collect a tracking point at least once every minute once Defendant is within a prohibited distance of the Victim or entered into an exclusionary zone, and must report information via the cellular network at least once every fifteen (15) minutes and must report tampering, prohibited proximity to the Victim, and zone violations immediately to designated Court Staff, law enforcement, and the Victim. 
	

	4.15
	Equipment
	Vendors may also offer a hybrid service plan that collects a tracking point once every minute and reports information via the cellular network at least once every 30 minutes.  Other hybrid plans may be offered as an “optional” service with separate pricing and description of frequency of tracking points and reporting intervals for each plan proposed.  However, Victim and designated Court staff must be notified immediately of any tampering, prohibited proximity to the Victim, and zone violations. 
	

	4.16
	Equipment
	Active GPS includes the ability of the device to be remotely contacted to force the device to instantly locate and call back with its data immediately.  Vendor shall include unlimited instant cellular locates at no additional costs. 
	

	4.17
	Equipment
	All devices must be capable of utilizing unlimited alternative location tracking using the cellular network in the absence of GPS at no additional costs. 
	

	4.18
	Equipment
	Describe how the web-based system reflects the alternative tracking verses GPS tracking and how the location indicators on the map differentiate between the two.
	

	4.19
	Equipment
	The device shall be small, light, and not restrictive and can be attached to the Defendant in a manner that will not impede normal activities or work and not impose a safety hazard.  It shall attach securely around the ankle or wrist of the Defendant. 
	

	4.20
	Equipment
	All Equipment assigned to the Defendant shall be manufactured to allow for repeated proper sanitization.  The Vendor shall provide instructions to sanitize the Equipment, including recommended cleaning agents and methods. 
	

	4.21
	Equipment
	The device components are quickly removable by a trained officer and are not easily removable except by an officer with the correct Equipment. 
	

	4.22
	Equipment
	All communications to and from the device shall be encrypted. 
	

	4.23
	Equipment
	The device shall be supplied with an installation kit containing all necessary Equipment to install, activate or deactivate the device.  At least one tool kit will be included for each 25 units in use.  
	

	4.24
	Equipment
	The device shall be simple to install and have easy to understand instructions. 
	

	4.25
	Equipment
	The device shall be permanently marked with the model/serial identification numbers and will withstand exposure to common cleaning products.  The Vendor will replace any device without charge if the tracking number is not legible. 
	

	4.26
	Equipment
	The device shall be capable of immediately alerting a Victim, law enforcement, Vendor Monitoring Staff, and designated Court staff twenty-four (24) hours a day, 7 days a week and shall be able to confirm the date, time and location of the alerting event. 
	

	4.27
	Equipment
	The device and all additional Equipment shall not be available as an open market item if this could compromise the security of the system.
	

	4.28
	Equipment
	The strap and circuitry shall enable the device to immediately notify the Monitoring Center of any tamper attempt or removal from a Defendant’s ankle or wrist. 
	

	4.29
	Equipment
	Length of time for device to acquire GPS when placed in an outdoor environment. 
	

	4.30
	Equipment
	The battery for the device shall hold a single charge for a minimum period of sixteen (16) hours while performing one-minute GPS acquisition and downloading data to the Database System at least once every 15 minutes. 
	

	4.31
	Equipment
	The device shall be shock-resistant. 
	

	4.32
	Equipment
	How long does it take to re-charge the device’s battery from a dead battery status to a maximum capacity and how long does the battery maintain the charge? 
	

	4.33
	Equipment
	The battery powering the transmitter shall have a guaranteed life cycle of not less than twelve (12) months.  Each device shall be replaced at specific intervals to avoid device failures due to loss of battery power. 
	

	4.34
	Equipment
	The device shall be supplied with an electronic charger unit that uses a wall outlet power (alternating current) with a charging cord of a minimum of 6 feet long. 
	

	4.35
	Equipment
	The device shall have internal diagnostics that can determine if it is operating properly and the ability to relay the information to the Vendor’s Monitoring Center. 
	

	4.36
	Equipment
	The device shall be designed to prevent tracing or duplication of the signal by other electronic devices or equipment. 
	

	4.37
	Equipment
	The device and software system should be capable of storing up several zones so that zone violations can be immediately reported and Victim can be immediately be alerted. 
	

	4.38
	Equipment
	The device shall communicate to the Vendor’s Software System by common cellular carrier, with the option of a secondary cellular carrier (list cellular networks proposed).  
	

	4.39
	Equipment
	The device must be waterproof, and has been independently tested against the effects of continuous immersion in water. 
	

	4.40
	Equipment
	Describe how the device is able to detect and record an alert feature to signal the defendant and victim by audible tone or vibration method.  
	

	4.41
	Equipment
	The device shall be able to detect and record an alert feature with immediate tamper notification. 
	

	4.42
	Equipment
	The device or system shall be able to detect and record an alert feature with immediate alert notification to the Victim and designated Court staff for exclusion zone violations and when Defendant is within a prohibited distance of the Victim. 
	

	4.43
	Equipment
	The device shall be able to detect and report an alert feature with immediate alert notification for loss of communication violations. 
	

	4.44
	Equipment
	The device shall be able to detect and record an alert feature with immediate alert notification for a low battery. 
	

	4.45
	Equipment
	The device shall be able to detect and record an alert feature with alert notification to detect potential masking of the device’s ability to receive GPS signals.
	

	4.46
	Equipment
	As an optional feature, identify and describe any Defendant acknowledgement feature located on the device.  
	

	4.47
	Equipment
	The device should incorporate non-volatile memory capable of storing at least 24 hours’ worth of events (with date and time of occurrence) at times when the cellular service or electrical power may become unavailable.  Non-volatile memory will retain unreported events and report them once power/cellular services have been restored, including date & time of occurrence. 
	

	4.48
	Equipment
	All straps utilized to attach Equipment to a Defendant shall be designed so that if a Defendant cuts, severs or otherwise compromises the integrity of the strap an alert is generated. 
	

	4.49
	Equipment
	Straps used to attach the Equipment to a Defendant shall have exterior surfaces made of hypoallergenic materials, and shall be adjustable in length to fit all people.  All straps designed to attach Equipment to a Defendant shall have the capability to be securely sized to a Defendant.  If straps are pre-sized, they shall be immediately available in one-half inch increments or less. 
	

	4.50
	Equipment
	Describe how Vendor’s GPS devices are able to utilize additional accessories (such as beacons or similar RF monitoring devises) for enhanced location verification in defined impaired environments. 
	

	4.51
	Equipment
	Describe how Vendor’s GPS device has the ability to download location and alert information via landline in areas without adequate cellular coverage. 
	



	
5.0
	SECTION E   System, Software and Mapping Requirements
(180 Possible Evaluation Points)

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	5.1
	System, Software and Mapping
	The Vendor shall have a secure web-based system and provide the Court with secure access. 
	

	5.2
	System, Software and Mapping
	The Vendor’s website shall not require any software downloads or remote access to the Court’s computers to utilize the system.  
	

	5.3
	System, Software and Mapping
	The Vendor shall provide a web-based system that is capable of being accessed through a secure (password protected) internet connection from desktop, laptop or remote means by Court personnel, who have appropriate security clearance and have been provided Vendor-supplied security codes.  
	

	5.4
	System, Software and Mapping
	The Vendor’s system shall be supported by a database that allows for multiple data fields, subject to final approval by the Court. 
	

	5.5
	System, Software and Mapping
	The Vendor’s web-based application shall provide the ability to efficiently stream aerial mapping data and Defendant tracking points with minimal latency.
	

	5.6

	System, Software and Mapping
	The Vendor’s web-based application shall be accessible twenty-four (24) hours per day, 365 days per year while maintaining acceptable processing performance for Defendant mapping and tracking data. 
	

	5.7
	System, Software and Mapping
	Any software necessary for Court’s interface shall be provided at the expense of the Vendor, with no licensing fee to the Court.  
	

	5.8
	System, Software and Mapping
	Provides 256-bit encryption over Secure Socket Layer (with the latest version of TLS) for displaying specific web pages and for information transmitted to and from the website by users; utilized on various browsers (Chrome, Edge, Firefox, etc.).  
	

	5.9
	System, Software and Mapping
	The Vendor’s system shall provide the capability for the Court to download data and reports from the database, through secured internet access.
	

	5.10
	System, Software and Mapping
	The Vendor’s system shall provide the capability for the entry of narrative-style notes by Court personnel and/or the Vendor’s Monitoring Center staff.  These notes will be utilized as documentation of steps taken to resolve defendant alerts.
	

	5.11
	System, Software and Mapping
	The Vendor’s system shall be able to allow configuration of protocols to enable the features that the Court wants and disable those that it does not want.  For example, types of alerts, notifications, zone categories, etc.
	

	5.12
	System, Software and Mapping
	The Vendor’s system shall show the Court staff in charge of the Defendant: name, phone numbers, etc. if different from the Defendant’s assigned supervisor ('on call' staff).
	

	5.13
	System, Software and Mapping
	The Vendor’s system shall be able to record the model and serial number.
	

	5.14
	System, Software and Mapping
	The Vendor’s system shall be able to assign to users’ role-based security levels.  These include, but are not limited to, manager, supervisor, and other Court staff.
	

	5.15
	System, Software and Mapping
	The Vendor’s system is able to accept critical event data points and be able to link a defendant to the event on the map.
	

	5.16
	System, Software and Mapping
	The Vendor’s system shall provide administrative access to website tracking report showing by user: how many log-ins/minutes logged in by month summary detailed reports with date/duration/time stamp per log on.
	

	5.17
	System, Software and Mapping
	The Vendor’s system shall enable the Court to monitor the near real time position for a specific defendant’s location when Defendant is within a prohibited distance from the Victim or within an exclusionary zone.  Defendant location data shall be immediately uploaded when the defendant is in violation status (within prohibited proximity of the Victim or an exclusionary zone).  The system shall provide a Defendant’s locations upon demand.  The system shall also be capable of the following:
	

	5.18
	System, Software and Mapping
	a. establishing configurable inclusion and exclusion zones;
	

	5.19
	System, Software and Mapping
	b. collecting Defendant points at a minimum of once every 1-minute when Defendant is within a prohibited zone or within a prohibited proximity to the Victim 
	

	5.20
	System, Software and Mapping
	c. communicating (with the Defendant)
	

	5.21
	System, Software and Mapping
	d. providing location mapping;
	

	5.22
	System, Software and Mapping
	e. providing alert notifications to the Victim and supervising Court staff; and 
	

	5.23
	System, Software and Mapping
	The Vendor’s system shall have the capability to query GPS location information both automatically and individually, including latitude and longitude, and mapping on all Defendants based on specified distance from a specified location within specified date/time range. 
	

	5.24
	System, Software and Mapping
	The Vendor’s system software shall allow for a non-erasable alpha numeric identification designated by the Court. A unique identification shall be used for each Defendant within the Vendor’s system.  In addition, the software shall require the following minimum mandatory fields for initial defendant enrollment:
	

	5.25
	System, Software and Mapping
	a. name;
	

	5.26
	System, Software and Mapping
	b. unique numeric identifier;
	

	5.27
	System, Software and Mapping
	c. physical address;
	

	5.28
	System, Software and Mapping
	d. serial number of Equipment;
	

	5.29
	System, Software and Mapping
	e. time zone;
	

	5.30
	System, Software and Mapping
	f. assigned Court officer; and
	

	5.31
	System, Software and Mapping
	g. prohibited distances from Victim and locations, including, but not limited to, Victim’s residence, place of work, and other locations that the Victim frequents.
	

	5.32
	System, Software and Mapping
	The Vendor’s mapping software shall include but not be limited to the following:
	

	5.33
	System, Software and Mapping
	a. Allows unlimited automatic access to the most up-to-date maps available with state-of-the-art graphics with aerial photography capabilities.
	

	5.34
	System, Software and Mapping
	b. allows for zooming/scaling from street level to statewide;
	

	5.35
	System, Software and Mapping
	c. allows for identification/labeling of streets;
	

	5.36
	System, Software and Mapping
	d. displays defendant location information in a sequenced event and/or at a specific date and time; and
	

	5.37
	System, Software and Mapping
	e. displays inclusion and exclusionary zones that shall be printable from the screen.
	

	6.0
	SECTION F   System Reports
(50 Possible Evaluation Points Available)

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	6.1
	System Reports
	System Reports shall allow the Court to generate “canned” reports directly from the Vendor’s database through the secure internet site.  
	

	6.2
	System Reports
	To ensure that reports are accurate and timely, the system’s database shall be updated in real time to ensure all report data is current when viewed and/or downloaded by the Court’s personnel.
	

	6.3
	System Reports
	All reports shall have the capability of being queried, sorted or filtered by any field contained in the report or by data parameters as applicable and reports shall be readable on screen, printable and shall be downloadable into an excel format.
	

	6.4
	Equipment Inventory Reports
	The system must be able to provide real time reports of all assigned Equipment.  Report shall include description/type of Equipment, serial number, assigned Defendant, Victim’s name, and assigned Court staff.
	

	6.5
	Notification Report
	The Vendor’s system shall provide the Court the ability to generate a report by date parameters, sorted by location site, identifying the number and type of notifications during specified time parameters, such as:
· Monday-Friday, 8:00 am-5:00 pm
· After hours
· Weekends
And indicating summary totals for: 
· total number of alerts, 
· average number of alert notifications per month 
	

	6.6
	Defendant Alert Report
	The Vendor’s system shall provide the Court the ability to generate alert reports, queried by individual assigned Defendant and date parameters that identifies the alert, time of alert, method of alert and recipients of alert.
	

	6.7
	Customized Reports
	The Court can request custom reports the cost of which (if any) shall be established between the Vendor and the Court Program Manager.
	

	6.8
	Defendant Report
	The Vendor’s system shall provide the Court the ability to generate a summary report of all Defendants and/or assigned Court officer that identifies Defendant name, Court cause number, address, Victim’s name and Court staff assigned.
	

	6.9
	Current Usage Report
	The Vendor’s system shall be able to provide the Court the ability to generate a current usage report indicating the actual number of daily service units used to date (real time) for the monthly period.  This report should be detailed to reflect Defendant name, assigned Court number, service type (active) and number of days utilized to date.
	

	6.10
	Daily Alert Summary Report
	The Vendor shall submit a daily report (between the hours of midnight and 6:00 a.m. for the previous day) when an alert has occurred. The report should identify each alert, type of alert, time and duration of alert, assigned Court officer, assigned Defendant, Victim’s name and totals.  This report shall be e-mailed to the designated Court officers assigned to supervise the Defendant who is the subject of the report.
	

	7.0
	SECTION G   Equipment Testing, Replacements, Lost/Damaged/Stolen Requirements
25 Possible Evaluation Points

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	7.1
	Ongoing Demonstration/
Testing Equipment 
	The Vendor shall allow the Court the use of five (5) GPS monitoring units or systems for demonstration and/or testing purposes, not to exceed a ten (10) day period for any single demonstration/test period.  These units/systems shall not be part of the backup inventory and shall be provided at no additional cost.  Units/systems may be demonstrated/tested at the discretion of the Court.
	

	7.2
	Equipment  Accessories
	The Vendor shall provide (when necessary or upon request depending on the item) all necessary GPS tracking supplies and replacement supplies, including but not limited to; straps, clips, batteries, installation-removal Equipment supplies, beacons or other RF monitoring units, car chargers, charger base or cords and instruction/training materials.
	

	7.3
	Equipment Spare Inventory
	The Vendor shall provide and maintain a backup/replacement inventory of monitoring units or systems up to fifteen percent (15%) of the actual number of units/systems currently in use by the Court at no additional cost.  The Court shall not pay the Vendor an inventory fee, storage fee, installation Equipment fee or any other fee related to these inventory units and Equipment.
	

	7.4
	Replacement
Equipment
	The Vendor shall assure that all Equipment delivered to the Court has been tested to ensure it is free from any defects or damage and is fully operational.  The Court reserves the right to reject any and all Equipment determined not to be operational.  In the event any Equipment becomes inoperative due to a malfunction or through normal use, the Vendor shall incur all replacement costs and repairs.  The Vendor shall provide the Court with replacement Equipment within 24 hours at no charge to the Court, including shipping and handling costs for both delivery and return.
	

	7.5
	Lost / Damaged /  Stolen
	At no additional cost, the Vendor shall supply replacements for lost, stolen and damaged Equipment up to ten 5% per year of the Court’s active units/systems.  The Vendor shall have three (3) working days to replenish requested stock.  All units shall be maintained at the Court’s office for use as immediate replacements, when needed.  Vendor must detail within their Price Sheet the per component replacement cost for each component of every proposed Equipment model.
	

	8.0
	SECTION H   Training Requirements
(25 Possible Evaluation Points)

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	8.1
	On-Site Initial Training
	Vendor shall provide initial training by experienced staff with thirty (30) days of start of Court’s contract.  Training will be onsite or an agreed upon alternative.     Ongoing training shall be provided as agreed between Vendor and Court.  Training must include training Court staff regarding training the Victim on how to use EMVNT.
	

	8.2
	Onsite Ongoing Training
	After Implementation training, the Vendor shall provide additional training by the Vendor’s staff at a minimum of one time per year for Court staff or training shall be performed on a mutually agreed upon schedule at Court’s designated locations with final approval by the Court Program Manager. Training must include training Court staff regarding training the Victim on how to use EMVNT.
	

	8.4
	Manuals/ Installation Guides
	The Vendor shall provide training and/or user manuals upon each Court staff’s initial orientation training in hardcopy or soft file format such as PDF may be provided at the request of the Court. All training and all associated training manuals shall be provided at no cost to the Court.  Training must include training Court staff regarding training the Victim on how to use EMVNT.
	

	8.5
	Training Materials
	The Vendor shall provide all materials and Equipment necessary to perform the training and shall utilize actual Equipment currently being utilized.  All training manuals may be hardcopies or soft file format, user friendly, and kept up to date with the most current training protocols. Training manuals shall be provided for each Court staff member trained and upon the request of the Court Program Manager. The training curriculum and evaluation forms that will be utilized for all training purposed should be submitted by Vendor. Training materials must also include materials in regard to training the Victim on how to use EMVNT and materials specifically for the Victim regarding its use. 
	

	8.6
	Webinar and Online Training
	The Vendor shall make available to Court staff remote webinar and online training sessions which demonstrate device applications after initial orientation per officer.  The Vendor shall provide webinar online training for system, software and hardware updates.  Online training materials should also be available to Victim that specifically address Victim use of EMVNT.  
	





	9.0
	SECTION I   Additional Requirements
55 Possible Evaluation Points 


	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	9.1
	Vendor Staff
	The Vendor shall provide an adequate level of staffing for provision of the EMVNT services and shall ensure that staff providing services are highly trained and qualified.  Describe experience, training, and qualifications of Vendors’ primary staff.
	

	9.2
	On-Site Service
	The Vendor shall provide remote diagnostic support and trouble-shooting technical assistance via a toll-free telephone line 24 hours a day, seven (7) days a week, including holidays.  In the event of technical problems that are not resolved from a remote location, the Court Program Manager, upon request, may require the Vendor to provide on-site, technical assistance within 72 hours.
	

	9.3
	Litigation-Related Testimony
	The Vendor shall make available qualified personnel to provide testimony as requested or subpoenaed.  Affidavit, expert witness testimony, violation hearing testimony, or any other GPS expert testimony/certification shall be provided at no additional cost to the Court.  The Vendor shall immediately notify the Court Program Manager or designee upon receipt of any subpoena involving or affecting the Court.
	

	9.4
	Quality Assurance Program
	The Vendor shall have a formal quality assurance/quality control program in place that demonstrates that internal review and quality control processes are in place and routine evaluations of the quality of the system, Equipment and service are performed to ensure compliance with the terms and conditions of the Contract. Without disclosing any proprietary information please, describe the quality assurance/control mechanisms Vendor uses. 
	

	9.5
	Monitoring and Evaluation Requirements
	The Court Program Manager or designated Court staff may perform Agreement compliance reviews during the term of the Agreement.  The Court Program Manager may include periodic review of compliance with contract service delivery.
The Court Program Manager will provide written compliance reports to the Vendor.  When issues of non-compliance are identified, a written Corrective Action Plan (CAP) will be required of the Vendor.  The CAP is to be submitted to the Court Program Manager within ten (10) days of receipt of the Agreement compliance review report.  Failure to correct deficiencies after thirty (30) days from the date of receipt of the written Agreement compliance review report notating the deficiencies may result in determination of breach of contract and termination of services.  
	

	9.6
	Performance Measures Requirements
	The Vendor shall ensure that the below stated performance outcomes and level of achievement are met during the term of the Contract:
	

	9.7
	Performance Measures Requirements
	[bookmark: _GoBack]a. Ninety-five percent (95%) of all required reports shall be timely submitted.
	

	9.8
	Performance Measures Requirements
	b. Ninety percent (90%) of training evaluation forms completed on the Vendor’s training sessions shall indicate a score of satisfactory or better.
	

	9.9
	Performance Measures Requirements
	c. Ninety percent (90%) of officer’s, supervisors and manager evaluation forms completed on the Vendor’s hardware, system software, Monitoring Center Services and overall customer support shall indicate a score of satisfactory or better.
	

	9.10
	Performance Measures Requirements
	d. One hundred percent (100%) of system failures shall be reported to the Court within thirty (30) minutes of occurrence.
	

	9.11
	Performance Measures Requirements
	e. One hundred percent (100%) of monthly usage charges shall be invoiced to the Court within 15 days after the end of the month service is provided.  
	

	9.12
	Performance Measures Requirements
	The Vendor shall advise the Court, in writing, of any extenuating circumstances that will prohibit the Vendor from meeting the above-outlined performance measures.  The Vendor shall provide quarterly performance plan reports to the Court Program Manager.
	

	9.13
	Background Checks
	The Vendor shall conduct criminal background checks for security purposes on all of its employees designated as GPS tracking and monitoring staff.  The results of the background checks shall be available for review by the Court.  The Court Program Manager on behalf of the Court has full discretion to require the Vendor to disqualify, prevent, or remove any of its staff from any work being performed under the Contract upon the report of an unsatisfactory background check.
	

	9.14
	Background Checks
	The Vendor shall not offer employment to any individual or assign any individual to work under this Contract, who has not had a criminal background check, conducted and the findings of the background check have been determined to be satisfactory.
	

	10.0
	
SECTION J   Additional Vendor’s Equipment and Services 
(10 Possible Evaluation Points)

	Item
	Function
	Description
	Describe how Vendor meets or exceeds specifications

	10.1
	
	The Vendor may offer additional Equipment and Services.  The Vendor should provide list and include a summary of each additional piece of Equipment, to include: one device or system devices, description, training manuals, functionality, service, and optional pricing.  Services may be negotiated based on each user Court’s needs.
	





	11.0
	SECTION K   Vendor Provided Defendant Services
(Preferred optional service - 10 Possible Evaluation Points)

	Item
	Description
	Describe how Vendor meets or exceeds specifications

	11.1
	The Vendor may offer, Defendant Funded/Full-Service Programs. The Vendor shall provide locally based staff to implement this program and may recoup the costs for their services directly from the Defendant. Services may be negotiated based on each user Court’s needs and may include any/all of the following:
· Defendant Enrollment
· Defendant Initial Contact
· Installing of Devices on Defendant
· Monitoring of Defendant with Initial Investigation of Alerts with  Notification to Victim and Court Staff on Verified Violations (defendant within prohibited proximity of victim)
· Field Service Calls/Maintenance of Equipment
· Defendant orientation, fee assessment and collection of fees from Defendant
· Case Management Services 
· Victim education on alerts
· Schedule entry/maintenance
· Collateral office visits to review compliance, adjust schedules. 
	




SECTION III – COST PROPOSAL

[bookmark: _Toc391715301]
	Description
	Qty
	Unit
	Daily Rate*

	EMVNT Devices – Active or Passive Mode 
	1 - 100
	EA
	$

	Equipment/Unit
	101 - 250
	EA
	$

	Manufacturer: _____________________________
	251 - 500
	EA
	$

	
	501 - 1,500
	EA
	$

	Brand/Model: _____________________________
	1,501 - 3,000
	EA
	$

	(Includes additional accessory (beacon/similar device) for in-home use when needed at no additional cost.)
	3,001+
	EA
	$

	(*Daily rate determined on a per customer basis.)
	
	EA
	$



	Description
	Qty
	Unit
	Daily Rate*

	Monitoring Service:
____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________
	1 - 100
	EA
	$

	
	101 - 250
	EA
	$

	
	251 - 500
	EA
	$

	
	501 - 1,500
	EA
	$

	
	1,501 - 3,000
	EA
	$

	(*Daily rate determined on a per customer basis.)
	3,001+
	EA
	$



Training:  Describe training and include associated costs if not included in above pricing.

Data Storage:  Storage Costs if not included in above pricing

Any and all other charges: not included in above pricing

	Preferred Optional Service: Satellite Monitoring and Remote Tracking Service for One-piece Body-attached Device – Optional Vendor Provided Defendant Services
Vendor may offer and provide Satellite Monitoring and Remote Tracking Service on a preferred optional service basis for Defendants to Courts operating on a local or statewide basis. Vendor shall provide staff to Implement this program and may recoup the costs for their services directly from the Court and/or Participant. Vendor’s administrative fee to administer (including invoicing services) and provide a preferred optional Defendant Funded Program shall be an additional $________ per unit/day.

Vendor shall provide staff to implement this program and may recover the costs for their services at a negotiated amount directly from the Agency and/or Participant.

Description of Optional Services
Typical Daily Charge
1. ________________________________________________________________________________________________________________________________________	$________/unit/ day
2. ________________________________________________________________________________________________________________________________________	$________/unit/ day
3. ________________________________________________________________________________________________________________________________________	$________/unit/ day
4. ________________________________________________________________________________________________________________________________________	$________/unit/ day
5. ________________________________________________________________________________________________________________________________________	$________/unit/ day
6. ________________________________________________________________________________________________________________________________________	$________/unit/ day
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