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L. INTRODUCTION

. Amici, Washington Association of Criminal Defense La\;vyers
(WACDL) and Nétional Association of Criminal Defense Lawyers
(NACDL) oppose the State’s motion to strike portions of its brief and all
of its appendices. ' |
I, ARGUMENT

The State relies on RAP 10,3(a) to argue the appendices and
references thereto should be stricken, This rule, however, glves this Court
the diseretion to allow an appendix to include materials not in the record,

RAP 10.3(a)(8) (“An appendix may not include materials not contained in |
the record on review wz’thoz)t permission from the appellate court™)
(emphasis added), Given the nature of amici’s brief and appeﬁdices, the
Court should exercise its disoretion to allow the appendices,

The appendices are not offered as specific facts of this case, but
instead as illustrative examples to amicl’s disoussion of the practice in
state and federal courts, as well as the rationale for that practice, See State
ex rel T.B, v, CPC Fairfax [_:[osp., 129 Wn.2d 439, 918 P.2d 497 (1996)
(denying motion to strike appendices containing scholarly articles where

‘authorities understood not as “establish[ing] the specific facts of this case
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but rather [as] ‘legislative facts’ which the céurt may consider when
determining the constitutionality or int‘erpretation of a statute™), This
igfo1*1nation Is offered to proQide the Court context and an understanding
of the pot‘ential impact of the different rulings it could make in these

, consolidated cases,

In addition, Appendices B-F all are éigned and filed orders in
federal and state courts, While RAP 10.4(h) prohibits citing as authority
unpublished opinions of the Court of Appeals, there is no rule prohibiting
citation to unpublished decisions of state and federal trial courts, See, e.g.,
Anderson v, Ki;?g Cy., 158 Wn.2d 1, 154, 138 P,3d 963, 213 n, 29 (2006)
(Fairhurst, J, dissenting) (citing unpublished trial court decision from
Alaska); Dwyer v, J.1, Kisfak Mortgage Co., 103 Wn. App, 542, 548-49
(imposing sanctions for citation of unpublished decision of Washington
Court of Appeals, but not for extensive oita}tion of unpublished trial cowrt
decisions), Similarly, RAP 10.4(h) does not bar citation to unpublished
decisions for some reason other than legal authority. Here the appended
decisions are offered not as legal authority nor as specific facts to this
case, but to explicate and illustrate alternative procedures that trial courts

may use 1o avoid the objections raised by the State.
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In response to the State’s concern with Appendix A, we are
attaching to this Answer an affidavit of Marcus Lawson that is almost
identical to that filed in Apﬁ. A. This affidavit is signed by Mr, Lawson.
and was filed in King Co, Superior Court No. 06-1-06626-6 SEA. on
January 10, 2007,

Should this Court decline to exercise its discretion and allow tl}e
appendioés, amici requests this Court continue argument on this case and
remand to allow the parties to further develop the record pursuant to RAP
9.11.

III,  CONCLUSION

To properly determine tlhe scope of a ruling in these consolidated
cases, the information about the pfaotioe in state and federal c;ourts, as
well ag the rationale for that practice is critically important. The Court has
discretion to consider this matérial under the circumstances it is presented,
and amici vrges it to do so. In the alternative, amici requests this Court
continue argument to allow further development of the record putsuant to
RAP 9.11. I‘

"

I
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DATED this 5" day of March, 2007,

Respectfully submitted,
[s/ [8/
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IN THE SUPBRIOR, COURT OF THRE STATE OF WAEHINGTON
N AND FOR THE COUNTY OF BING

STATE OF WASHINGTON,
No, 06-1-06626-6 SEA
Petitloner,
- MOTION TO RELEASE BVIDENCE
Ve o g()I‘WOMPMImNSWE
_— WKAMINATION BY DEFENSE
A N ' L BXPERT
sspondent,

19

COMES NOW the defendant, m by and through hls attorneys, Joln
Hetwy Browno snd Jessica Riley, and maoves this Court pursuant to CrR 4.7 for en order

releasing the State’s evidenoe into the custedy of the defendant’s expert for the purpose

1 of conducting an independent comprehensive examination, This motion is based on the
16}

followlng faots and olroutnstances, the attached swon dectaration, and the vecords and
filos heorain,
Attaohed hereto fn support of thiy motion are the Qureienhum Viae of Marcus

Lawson (Bxhibit A), and the sworm declarstion of Marous Lawson Prasident of (lobal

1 CompuSeatch, LLC (FExhibit B), which ackdresses the baals upon which this Motlon is

being made,
The defendant, WG i« cuxently charged with Count T, Chifd Molestation

in the Frst Degree — Domeatio Violence; Cownt 1Y, Rape of o Chidd in the Sseond Degros

MOTION FOR RELBASE OF EVIDE) 9\ ;1‘ G \ M}’g}\o PYICTS OF JORN HENRY BROWNE, 1.5,

COMPRBHENEIVE BXAMINATION 100 BRGHANUR BUILDING
PERENMOY BVOEPY 1 B2 BucoND AVENUG




IIIIII

" Exhibit B



e Nt

ARVIDAVIT OF MARCUS LAWSON
I, Marcus Lawson, President of Global CompuSearch LLG, do hereby depose and state;
Background

T am the President of Global CompuSearch LLC, located In Spokane, Washington and have
been. so employed since July of 2000, Global CompuSearch LLC provides oonsulting,
cornputer forensios and training services on legal Issues related to computers and the Internet,
The consulting work, the company provides offers a special emphasis on sex crimes, ohild
sexual abuse and child pornography issues involving the Internet.

Prior to my work at Global CompuSeazch I was eroployed as a Speclal Agent with the United
States Customns Service for twelve years. Previous to my employtment with the Customs
Service, T was employed as a Speclal Agent with botl the Drug Enforcement Administration
and U8, Secret Service for five years, My education consists of & Bachelor of Seience
Degres in Administration of Justice from Portland State University and a Jucls Doctor from
Pupperdine University School of Law, During my employmmoent with the United States
Cuatorns Servics I investigated and worked as an undercover operative in cases of fraud,
narcotics, weapons violations, terroxlsam and child pornopraplsy, For eleven of the twelve
years | was a Speclal Agent with the Customs Service I specialized in the investigation of
child pomography and child sexual abuse cases, . .

Duging my employment with the Customs Servies I both reoeived and provided extensive
teaining i the areas of child pornography, the sexual abuse of children, and the behavior of
pedophiles, [ recelved training from the Customs Service, the United Slates Department of
Justice, and othér federal, state and loosl law enforcement agenoles, I received Instruetion on
Investigations of child sexual exploitation from the Customs Service as well as training in the
use of computers to obtain and distribute child pornography both from the Customs Servies
and SEARCH, The National Consortiuny for Justice Information and Statistics, Sacramento,
Celifornia, 1 personally coordineted the Noxthwest Child Bxploitation Conference on behalf
of the Customs Service and servad ag an instructor in uidercover techniques and ¢ase studies
in the field of child exploitation and child potnography crimes, During my period of
employment with United States Customns, I coordinated training seminars and trained at

_seminars coordinated by others, training federal, state and Jooal law enforcorment personnel In

Oregon, Waghington, Idaho, Califoinia, Utah, Moutana, Alaska, Indiana and Michigan, the

. United States Aftorneys Qffice, the Federal Publio Defonders Offfee, the American Probation

and Parole Officers Association, the Naval Investigalive Bervice, the Federal Bureay of
Investigation, fhe United States Postal Inspection Service, the Unlted States Customs Service
Cyber Smuggling Center and dozens of soclal servios providers and commuundty service
Zroups, .

In 1996 T created one of the frst investigative manuals in use by law enforcement
investigators and prosecutors outlining investigative techniques and strategles on the Internet,
[ agsisted In the planning and creation of the U8, Customs Cyber Srouggling Center in 1997,
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I have also testified hefore the Oregon Stats Leplsiature on issues pertalning to the drafiing
of child pornography legislation, During my period of employment with the Customs

Service I reprosentod U,S. Customs ohlld pornography investigative efforts in numerous print
medin and television tnterviews including NBC Nightly News, The Montel Williams Show
and BBC Television,

5. Durlng my employment with the United States Custorns Service I personally ooordinated
four undercover child pomography sting operations and indtiated child pornography and/or
ohild explottation investigations throughout the United States and the world, T coovdinated
those types of investigations with the Royal Canadian Mounted Police, Soatland Yard, the
German Polized, Naval Investigative Servics, Army Criminal Intelligence Division, the
Federal Burcaun of Investigations and scorss of state and looal police agencies,

6. As President of Global ClompuSearch, I sontinue to receive requests by both law enforcement
and orlminal defense entitics for tralning on computer oxime issues, As a resulf, sinos leaving
the employ of the government, Thave conducted training with shetffs departments, police
departments, state and foderal parole officers assoclations, state and foderal public defenders,
state and federal public defenders investigators and private citizens groups.

7. As President of Global CompuSearch, I continne to investigate allegations of Internet crime,
Since becoming a private consultant T have conducted examinations on well over two
hundred computer hard dilves and mndreds of other pleces of digital media, advising
attorneys on findings and often comparing these findings Wiih the reports of law enforcement

 forensics investigators.

8. Iam also the head supervisor for Global CompuSearch and as such, review the 'ﬁndinfg,s émd
~ reports of all other forensivs examiners employed by Global CompuSearch,

9, Global CompuSearch is an independent consulting firm and while the case load consists of
many oriminal defense issues, forensle examiners at Global CompuSearch do not aot as
defense advocates but vather act as fastual advisors to the attomeys in these cases, (lobal
CompuSearch forensle examiners report all findings to the attorneys regardless of whathey
those findings are lnculpatory or exculpatory towsard the attorney®s client,

10, This flrm’s list of clients in thess matters includes the Thuited States Army, The United States
Navy, The United States Air Force, The United States Marine Corps, Fedeyal and State
Public Defender Offives throughout the United States, private attorneys thioughout the
United States, Burope, and business entities throughout the United States and Furope, Global
CompuSearch examinars have examined computer evidence in allegations of capital
homicide, tape, ohild | por nography, "waveling” for sex with minors, unauthorized avcess
(hackmg), arson, esplonage aud a host of other lssues. Global CompuSearch forensies
exawiners 1eguia1ly 1estify about thelr findings in courts throughout the United States and
around the world,

13, The texm "child pornograplty,” as used ln this declaration refers to visual depictions of -
minors engaged in soxvally explicit conduct, The tomms "miner," "sexually explicit sonduot,"
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“yisual depletion,” and "production,” as wsed in thly affidavit, are defined bn Tite 18, United
Statos Code, Bection 2256, of son, The term "somputer’, as usad Yforeln, is defined in Tile 18,
Undted States Code, Seetion 1030(a)(1), as "an slovtronie, magnetic, optical, electiochsemical,
or¢ther high spesd data processing devies performing loglea] or storage functions, and
includes any dawn storage Tacility or commmmioations fotlity diveotly related to or opevating
in conjunction with such device,"

History

12, Global CompuBearch was requested by The Law Offices of John Henty Browne, P.8. to
conduct a computer forensles analysis of computer hard dulves and related media and to
uclvise In the preparation of the defense by the case of the State ¥ Washington v‘q
[ have reviswed the raport Trotn Jan Fuller, Computer Forensie Investigator for Redmons
Police Departiment, provided In disoovery in this case,

13, John Henyy Browns has informed me that the provecution has indloated an intsntto apposs
the defendant’s raquest for discoveryand production of & mirrored hard drive and duploated
vomputer moedia becawse of'the passage of FLR, 4472, the Adem Walsh Child Protestion and
Safsty Aot of 2006, Specilically, Beo, 504 of that not whichproposes to prevent defense
counsal from temporarily obtalning minor coples of digital mecdia n propavation for trlal
when 3t containg inages slleged by the government to be ehild pornography provided the
governmant provides ¥reasonable acoess™ 1o the media at government proseribed facilities,

14, Tt Iy antieipatod that T, or an favestigator fom my fivw, would need o access the drive
vepeatedly to assist in the preparation of cross examination and/or possible testhmony on his
patt as nn expext witness for the defonse,

The Yorensios Prooeys

The examination and review of computer digital evidence is unlike any othet type of evidence
examination, It almost always fnvolves the review of enormwus amounts off date and often
veruires the use of multiple forensics tools to do so, This Is true besause of the followlng:

A Volume of evidenes: Computer storage dovices .., oan store the equivalent of bundreds of
thovsmyde of pages of information, Additionally, a suspect may try to conoeal ardmined evidence
by storing it I vandom osder with deceptive file names or doveptive filo extenstons, This muy
raguire senyoliug authorides to examing all the stored data to determing which parvtleular
{iles nro svidence ox Wsbrwmentalitios of erbe, This sorting procesy o take weoks o
months, depending on the volume of data stored, Tt wonld also be fmpractioal to attempt this
typo of dnta geareh on site.

B, Tachnleal requirements: Seaveling computer systoms for criminal evidonoe iy 4 bighly
technien] provess, requiring expert skill wnd 4 properly controlled suvironment, The vast
arcay of somputer hardwors and software avallable rogqulres sven voxmputer axperts 10 speoialive
in soroe systema and applivations, so it s diffToult to kapw before o seareh whieh oxport Iy
gualified to analyze the system and ity data, In any event, data search protocols sre exaoting
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selemifie procechnes designed to protect the fntegulty of the evidence and 1o recover sven hidden,
erased, compressed, passwordprotected, or encrypted files, Since computer evidence is
extremely vilnerable to Inadvertent orintentional modification or destruotion ... & controlled
‘eavironment fs essential to s complete and aconrate anatysis,” (emphasis mine)

15. In & recent oase handled by Global CompuSearch, the Texas Cowrt of Appeals found
. reversible error when the State refused to provide a mirror copy of the defendant's hard drive
for independent teview, stating;

“In 80 holding, we disagree with the State's position that such a review must be
conducted at a State-controlled facility, We would not require a chemist to take 4
“porta Jab™ with him or her into an evidence room to cheek alleged contraband drugs,
and it Is not appropriate to require & computer expert to carry his or her equipment
inte a State facility to review the documents.” Taylor v, Texas (2002) W1,.31318065,

16, Anotlier recent child pornography ¢ase handled by this office was United States vs, Hill 322
F.Supp.2d 1081 (C.D.Cal, 06/17/2004), In a written opindon of Judge Alex Kozinski ruling
in favor of a defense motion for discovery but discomunting a defense contention that the Jaw
enforoement agents in that case sho}nd have done an “on-site” examination, he states;

“Even if the police were to bring with them a properly equipped corputer, and
someone competent to operate it, using it would pose two significant problems, ...
Second, the prooess of searching the files at the scene can take a long time, To be
certain Lhat the rnedium in question does not sontain any seizable material, the
officers would have to examine every one of what may be thousands of files on a disk
— 4 procesy that could take many hows and perhaps days, See pages 23-24 infia.
Taklng that much time 1o conduet the search would not only impose a significant and
unjustified burden on police resouroes, it would also make the search more intrusive,
(1}

X

17, Continving in the opinion, Judge Kozinskl went on to rule the defense, and specifically
(Fobal Compubearch was entitled to mirror copies ofﬂm computer media contaitiing
contraband;

“Dafendant wishes (o obiain two "mirror image" copies of the compuier medla analyzod
by the governmeut's expert to allow hiz own expert to conduct a forensic analysis and his
counsel to propare his defense, The government opposes produsing these ilems, offering
instend to parmilt the defenge (o view the media In an FBI offios and to conduet #s
analysis In the government's lab,

Pederal Rule of Criminal Procedure 16(a)(1)(5) provides:

Upon a defendant's request, the government, must permit the dofondamt to inspect and to
copy ot photograph laooks, papers, documents, data, pholog,mphs, tangxble objects,
buildings or places, ov copies or portions of any of these iterns, 1f the item is within the
govertment's possession, custody, or control and: (1) the ltem is materlal to preparing the
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defense; (1) the government intends 1o use the item in its case-in-chief at telal; or (i) the
item was obtalned from or helongs to the defendant,

Rule 16 clearly covers the items defendant has requested, They are “data, photographs,
[and/or] tangible objects" within the goverment's possession, Moreover, they are
material to the preparation of the defense, the government futends to uge them In its case-
in-chief md they were obtained from defendant, Rule 16(d)(1), however, allows the cowrt
1o regulate discovery: "At any time the court may, for good onuse, deny, restrict, or defer
discovery or Inspection, or grant other appropriate refief."

The goveriment argues thet since child pornography Iy contraband, defense counsel and
his expert should be required to examine the lmages in the controlled environment of the
government facility, The casas cltad by the government, though, all involve appeals from
distriet ourt decisions denying a defendent’s motion to cormpel production. They do not
hold that a district court would abuse its discretion if it were 1o order the government to
produce copies of the materials,

The government analogizes the wip disks to narcotios, argaing that their inspeotion and
analysis by defendant's expert should take place in the government's lab wader
government supervision, This analogy is Inapt, Analysis of a narcotics sample 1s a fairly
strafghtforward, one-time event, while a thorough examination of the thousands of
images on the zip disks will take hours, even days, of carefil Inspection and will require
the ability to vefer back to the images as the need arlses,

The eonrt coneludes that defendant will be serfously prejudiced if his expert and
counsel do not have copies of the materiads, Defense connsel has representad that he
will have to conduct an in-depth analysis of the storage media in order to explore whether
and.- when the various images were viewed, how and when the Images were downloaded
and other issues relevant to both guilt and sentencing, The court is persuaded that counsel
cannot be expested to provide defendant with competont representation unless counsel
and his expert have ready acoess to the materials that will be the heart of the

. government's cage,

The government's proposed alternative — permitting the defense expeort to analyze
the modis in the government's Jab at schedulod times, in the presence of a
government agent— ig inadequate. The defense expert needs to use his own tools in
his own'lab, And, he cannot be expected to complete his entire forensio analysis in one
visit to the FIBI lab, It took defense coungel betweon twa and three hours to quickly soroll
through the 2,300 images in the Enoase report, so it is likely to take the expert much
longer than that o conduct a thorough analysis, Defendant's expert is located in
another state, and requiring him to travel repeatedly behween his office and the
government's lab — and obiain pormission each time he does 80 — is unreasonably
burdensome, Moreover, not anly does defendant's expert need to view the images, his
lawyer also needs repeated access to the evidence in preparing for trial,

There is no indication that defendant’s counsel or expert cannot be trusted with the
material, The expert is a former government agent who has a safe in hiy office and



has undertalken to abide by any conditions the court places on his possession of the
materials, Ho has experionce in dealing with child pornography and takes
procautions to ensure that contamination doesn't ocenr, including using the Dnoase
softsvaye and fully *wiping™ the forensio computers on which he examines the
imagos, Delense counsel iy a respected member of the bar of thig court snd that of
the Ninth Cireuit, The cowrt hag every confidence that he can be trusted with access
to these materialy,” {Emphasis mine)

18, The resulting coutt order reproduced in the opinion states;

“2. The governmont shall provide defendant's expert, Marous K, Lawson of (lobal
CompuSenrch, LLC, a copy of all of the Encase evidenocs files relating to this cage, which
Ineludes evidence files for ell media seized from [address deleted] on April 6, 2000,
necessarily including any and all actual or alleged ohild pornography and/or contraband
contained thereon, M, Lawson shall maintain and secure the Enoase evidenos files in the
following manner:

a, Copies of the Encase evidence files shall be maintained by My, Lawson, in accordance
with this Order, and shall be used by Mr. Lawson solely and exolusively in cormection
with this case,

b, Copies of the Encase evidence files shall be malutalned by Mr, Lawson in a locked
safe in the offices of Global CompnSearch, TLLC at all times, excopt while being actively
utilized as provided for in this Order,

¢, A copy of this Ovder shall be kept with the copies of the Bucase evidence files at alf
times,

d, Coples of the Fncase evidence files shall be scoessed and viewed only by M, Lawson
and staff employed by Global CompuSearch, LLC who Mr, Lawson has given this Order
to and who ageee to be hound by the requirements of thls protective order,

&, Mr, Lawson shall maintain custody over the Broass evidence fles and shall maintain &
Hist of all Global CompuSearch, LLC employees granted acoess to the Bncase evidence
files,

1, Any computer into which coples of the Encase evidence files may be inserted for
acenss and operation shall not be connected to a network while 4 copy of the Encase
evidence files s inserted into any computer,

& The computer Into which coples of the Encase evidenoe files are inserted may bo
conneoted 1o a prhater only under the following conditions: that any printer utillzed is a
local printer, that the printer may be commectad only when and as necessary to print noo-
graphic image files, and that Marous Lawson or staff employed by Global CompuSearch
who are subject to this Order shall be personally present at all times 4 printer is
connected,

6
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by In no event shall any graplio Image containing actual or alloged child pornography be
sopled, dupllcated, ot replicated, in whole or {i part, Insluding duplivation outo any
extornal media.

3, Within 30 days of fermination-of this metter (lncluding the termination of any appeal),
defonga counsel shall veturn (or cavse the return of) coplos of the retained compnier
evidonce and the Hncase evidence files to Speclal Agent Tim Alon ov o reprosentative of
the Pederal Buresw of Investigation, Upon the return of the vopies of retained evidence
and the Boosge evidence Hles, defonse counse! shall file a bulef report to the Court
spectfylng that the tewns of this Order have been sompled with and reporting fhe return,
of the ooples of svidence, —

IT18 80 ORDERED.”

19, Just ag disovssed fn the Hill opinion by Judge Bozinski, in oxder 1o assist Johm Henry Browne
In bl praparation of the defonse of My, it is Hkely (o take me or an oxamine fiom my
office ramy hours to do even o prelimivary aualysls of the dats found In the hard drive
belonglng to M, and wil] take him several more days of analysis © help prepare John
Henty Browne for Mr, trial, Without a rapeated on-golng, as needed access to My,
It it simply 18 not possible for my firm o properly susiat John Hery Browne in
preparing for Mr, &mm, _

20, 1n cases lnvolving allegations of eximnal misconduot, computer evidence is exwrnlned by law
anforoement examiners, as was done here, It {s the job of these polics exariners to

« forensically examine the computer ovidenocs glven them lovkipg Tor, and documenting,
evidence of the eriminal vielation, Revely (if ever) do police tookhmiclans oxamine this sexe

“avidence for exoutpatory data that would assist the defonse, Rather, if suoh ovidence exlats, It
{5 deensad the responstullity of the defense team to fnd and doowment It This ls the
investigative process of dightal forensios, ,

21, Beoavse computer svidenice is by defiuition dighal, and digital evidenoe ls fragtle, such
evidence raquires spuolal forenstos software tools for examination as welk as the knowledge
of iow 1o use them correctly. Hence, somputer evidenoe ts virtually atwayy exemined in o
sontrolled laboratory environment by talned pexsonnsl using speelalized Investipgative
software, Olobal Compuiiearch has such & laboratory with a wide variety of forensle software
available to {ts oxaminers, an up-to-date technical ibrary, and diffevent ard ware computer
components for every operating system available as well as the combined technical
knowledge of the four exaniners employed here,

22, 1 oo stare fom yopented experfence that it by vitally Iniportant Tor the dofense tesm to have
fha same novesy to the evidence in this cage that the proseeution team hus had md continues
tn have. As noted by Judge Kozinakt, virtually svery affidavit for seavch warvant fled by law
enforcement ofticlals seeking soarch warrants for computer yelated evidoncs, the conmputor
forensios process takes constderable time and e not be done with any stated e

7



constraluta as it s fpossible to know beforehand the extent of the number and slze of files
available which may conflrm or deny the allegations.

23, The standard of thoroughness in the examination process that Global CompuSeareh
examiners are required to maintain often requires the use of multiple forensics tools, These
tools may be of a software or hardware nature. Soms software is more useful for thoroughly
examining specifio ateas of the computer than others, Sometimes a fovensies program proves
more appropriate for recovering text dialog than for recoveting graphic iinages and another
gaphic-image program might recover speoifio files from specifio locations in the computer
better than another. In other words, the exatination of computer data for evidentiary
purposes is a dynamie proocess requiving multiple tools and substantial tme and it i
unreasonable to expect any competent computer examiner to bring his/her entive forenstos
laboratory including every software possibly needed and every computer havdware
component possibly needed to a government proseribed location and then complets a
detailed, thorough examination of the computer media under any kind of thme congtraint that
would be financtally and practioally reasonable. In the course of the exam in this case it will
likely be necagsary to vse multiple forensios software or other tools available in Global
CompuSearch’s laboratory which would be unavailable in a police controlled environment,

24, In the Instant case, Images have been alleged by the goverarment to be visual deplotions of
minors in sexually explicit poses, In violatlon of federal law. Three jxsues that Global
examinery take nto consideration in all child pornography cases ave:

1. Whether the charged images do indeed meect the legal criteria for obsvenity and/or
ohild pornograplyy.

2. Whether theit location within the computers hard drive tends to indicate a knowing
possession by the defendant,

3, Tho origina) souree of the images and the context of their download,

27, Although not the only Issues to be examined, these three lgsues in partioular require personel
observation of the drives themselves, Thus, indeperident examiners ate required to examing
not just the images themselves, but more importantly;

« Theit origination point from the Internet

» Their path, througlh the operating system to their present Jooation 2

» Their file date/time stamnps ‘which may or may not link specific compiter  use 1o the
defendant or others,

28, Much of what passes as “computer forensics” in law enforcement entities devoted only to
data recovery, is not Jnvestigative in neture at all, A field investigator sends these entitios o
seized computer, The technician at the facility makes a copy of the media and then exiracts
what the investigator agka them to extract, Little and often no investigative effort goes Into
the analysis of the seized didve, .
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29, Data recovery Is the initial step in a computer investigation, The media needs to be copied
correctly 10 ensure that & duplicate 1s created, Oneo that copy s oreated, it is up to the
investigator to delermine what evidence it containg, This is where the distinction begins,
Many police computer forensics fabs this firm hag dealt with (and we have dealt with labs all
over the country) will extract what the case agent or deteotive asks them to extract, Tn olitld
portography cases, this is usually limited to the sugpect Images and pethaps the Internet
history files (which show world wide web browsing activity). This information is copled out
and placed on CD Rom and given to the investigator,

30, In the experience of fhiy firm, this approach wsually leads to overlooked evidense, many
times even pverlooked evidence thal would be extremely Important to the proseeution of the
case, While & layman might conclude that the technlolan extracting the data Is perfornming
“oomputer forensics”, in actuality, all they have done is data recovery,

31, Computer forensios, at least as that term ls applied in this office, is a great deal more than
this, More acourately called computer investigations, when this firm receives a plece of
media to examine, we examine all aspects of the information on it and ave prepared to inforn
our clients of everything that is potentially xelevant to their case. In other words, we
invegtigate the media and determine what ooourred, when it oceurred, how it oceurred and
who was responsible for Ity oscwirence, To answer these questions requires not just a
working knowledge of data recovery, but a working knowledge of the Internet, it’s
applications, how offenses are committed with these applications, what types of behaviors
are assooclated with which applications and o myriad of related issues,

32, But, in addition to that working knowledge, it also requires the ability of the examiner to be
able to researcl. new applioations and programs on the fly as they ate encountérad dwing an
examdnation, For example doing examinations in our own laboratory gives Global
CompuSearch oxaminers live Internet aoccess to research 4 new program or applivetion,
Similarly, dolng exems in our labomtory glves these examiners access to our technival library
as well ag the expertise of other examiners fo rely on to solve examination problems, Thie
flm’s laboratory also has tost “mule™ computers ninning various operating systems
(Macintosh, Linux, and various versions of Windows) so that a new application or program
oan be xun on the same operating system is use on the defendant’s machine to determine the
nvances of how it works, Itis simply a fact that varfous versions of various Tnternst
applioations and programs run differently, store data differently and react with the vser
differently deponding not just on what operating system §s used (Macintosh/Windows/Linux)
but the different versions of those operating systems, None of these things ave available in a
government controlled facllity nox would it be even remotely possible to bring these
Investigative tools to one,

33, Por the government 1o assert that these types of resources can all be “loaded.onto a laptop”

and brought to a government offics (as 1 way 1old recently by one federal agent) is either very

natve or shows a Jask of appreciation of what computer forensies astually entails, In reality
what such an approach does Is severely limit this firm’s ability to know everything we need
to know about a case, something the government is quick to explolt in the comt room,
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34, In the Instant case, wy firm’s inability to have complete access to the media will prevent me
or a forensic investigator from my firm from testifying as an expert should John Henry
Browne wish him to do so simply bacause we will not have been abls to prepare ourselves
with the knowledge of the defendant’s hard drive we would need to not just testity
effectively for John Henry Browne but to withstand cross examination, Cross examination
that will, no doubt, be asslsted by Jan Puller of the Redmond Police Departiment, who hay
hed unlimited access to the hard drive 1o question, right up to the time of cross examination,

35, This type of thorough analysls is the same for every case this offics handles. More than just
our reputation, individuals liberties (and in some cases thelr lves) are at risk If we make
nistakes or miss Important evidencs, The resources this flrm hay acquired, such as our test
roule machines with various operating systems, have been acquired beoause they showed
themselves repeatedly necessary for ws to offer sound opinlons to owr ollents, As a private
fixm, dependant on maldng a profit to survive, we have not acquired these expensive
investigative toels lightly, rather, they are acquired becanse we need them to effectively
perfortn our services, And, again, to belleve that these types of assets can be “loaded onto a
Japtop™ and carted around the country to various government faoilities Is slmply not realistlo,

The Allegation of Child Poxnography

36, An important issue that should be noted is that it is merely the allegation that images are
chlld pornography that triggers the act and its congequential restrictive pcoess 1 diseovery,
In the six years that this fivm has been in business and consulting on these types of offenses,
this office has had numerous cases where the images alleged as elild pornography were in
fact not ehild pornography at all, In afederal case handled by my offloe in the District of
Hawaii in 2002, Unlted, States v, Thomas Schneppey, for instance the government alleged
images In the defendant’s computer us child pornograply that were in fact images of adult
pornography actress Melissa Ashley. This mistaken allegation tiggered the necessity of a
federal conet order and my office received a sopy of the defendant’s hard delve, My fitm’s
examination yevealed that the images in question were not child pornograplty but actually
Ms, Ashley yet even when the government was provided this information the child
poraography allegations were not dropped necessitating Ms. Ashley's presence in court to
testify rogarding her identity in the images and her age, The child poxnography chavges were
subsequently dismissed by the court, not the government,

37. Similar scenarios have oceurred on other cocasions with this fiem, particulaily where the
allegation of child pornography is used by the government to bolster other {non pornography)
charges against the defendant, The allepation of ohild pornography possession Is used to
“paint™ the defondant as a devient ohild predator to Increase the odds of conviction when in
reality, the images belng used to do so ave either not pornographic in nature (using current
legal standards as refated In 1,8, v Dogt or, as was the case with defendant Sohnepper 1o
Hawail Distriet Court, ave actually of persons of legal age, In eithex soenario, it 18 the mere
allegation that the images are child pornography that triggers this restrictive acoess to
discovery and, in the experlence of this finn, it would be natve to belleve that the government
does not take advantage of that fact at the defendant's expense,
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38, This firm has been asked 1o address these fssues and perform independent examinations of
hard delves eontalning ohild pornography in numerous cases throughout the Unlled States.
The Hst of eriminal cases below represents a portion of ohild pornography prosecutions
whereln this fim was tasked via court order with the independext examination of hard drives
containing child pornography at gur Jabovatory facility, These examinations were dons in
Hobal CompuSearch’s lab, independent of any proseoutorial or law enforeement presence
and were safely and properly handled n every case: ,
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AZv Jason Donald Simpeon CR2003-019335-001 DT

AZ v Cralg Cherles Rose # 2 CR2002-012446
CA v Chrlstian Xaoher 'Y A 049747

CA v David Westerfield SCD165805

CA v John Scott MeCHutock SCD162444
CA v Kendell T Ontka M01910070-2
CA v Kurtis Brinkerhoff VCR 168128

CA v Roman Montiel FC-196731

CA v Kenneth Willlams F12750

CA v Robert Pilisger GJ21408

CO v Peter K, Dunn 02 CR, 5218

CO v Michael Gretzy 03CR2459

CT v George Russell CRO1-74313

IL v Timothy Noonan 04 of 3381

MA v Randolph Roberge 0167 CR 2089
MA v Richard Landau 2002-286-001/003
NE v S8amuel Thompson CR03+163

NJ v Peter DiGiovanni 05-0300047-8

NI v Sean Titzgorald 01-1944

NY v Alexander Bueno-Edwards 03-1106
NY v Brian Manznlo 203-2002

NY'v Warren Seper 03-0869 '
OR v Steven Rl Gelhardt 0003613CR
OR v David Waterstreet CR0400506 / 05-MC-9101
US v Anthiony Donadlo CR03-40007

US v Dennis Peterson CRO1-5294F DD
U8 v Chanae Rearden CR 01-825-8VW
US v 88gt B, Goodin US Court Marshall
UY v Droeder US Court Marshall

U8 v Handel US Court Marghall

US v ALC Howard US Court Marshall
US v T8gt Flelds US Court Marshall

1S v Bryan A, Nash Cr, §-04-0076-WBS
U8 v Robert MacKenzio (3 -711 (JBI)
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US v Billy Smith 4:04 CR 141 SNI

U8 v Justin Barrett ¥l CR 02-1289-AK

US v A1C Charles R, Phillips U8 Court Marshall
OR. v 8ung Koo 8im C-04-1700-CR.

U8 In Re: Sung Koo Kim C04-1709-CR

US v Anthony Alexander 04-20003-BC

U8 v Paul Grefner CRO3-151-BLG-RFC

US v Floyd T, Latta U8 Court Mayshall

US v Humberto Castaneda Padilla CR-03-1045-MMM
U8 v Mirlam Lawal CR~03-66.1D1P

U8 v David Michael HiI CR 02-1187-DDP

US v Fallon Woodland CR 01-2003 JF

U8B v James Bdward Les CR-F-02-5301 OWW
U8 v Jeffery Scott Kuzdzal CR 03-12 Brie

US v Jeffley Brlan Zeigler CR-03-08-BU-RFC
U8 v John Lester CROZ-6002FDB

U8 v John Olinger

U8 v Kenveth Young 04-CR-351-WM

U8 v Kenneth King CR02-0376L,

U8 v Loren Samuel Willlamson CR 02-60017-AA,
U8 v Michasl Aaron Wilson CRO2-6065FDR

{8 v Robert Tashbools CR 0120160 JF

U8 v 88at David T, Puckett Order and Stipuiation, 18 MAR 2003
U8 v Thomas M, Sohmepper 02-00062 BG

U8 v Thomas Salinas CR 01-1029-AHM,

U8 v Wilson-Rutan, Andrew  Order dated 29 APR 2003
US v Tony Guerrieri Order of Stipulation CR-03-144-GF-SHE
US v Jarod 1).D, Smith US Court Marshall

U8 v Ronald Mikos 02 CR 137}

U8 v Hoover

U8 v Robert Willlam Crosble 06-00047-CG

U8 v William Helser CR-04-0270

US v David Shumaker

U8 v 84, Luls Osorlo

U8 v SSCT John Lazard

UB v 8rA Luls Qsorio

U8 v Daniel Brown

U8 v Camnetay

US v A1C Howard

US v Tagt Flelds

US v Rangel

U8 v Shane Robett F I“ergmon CR 05-1154-J8L
U8 v Jason Bllgere CRO2870BRW

U8 v Shaanon Dunean CRS-04-022.WRS
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U8 v James Cannel CR-05-2059-EF3

U8 v Bernnle Russell 03CR3283-JAH
US™v Tyrone Alan Qanoe CR-06-19-DSF
US v John Mantos 06CR1416

U8 v Grogory Vanansdel CR-04-202157W
US v Sharyar A, Raheem

US v Kenneth Paul Wik 04-60216-CR-COHN/ENO
Us v Willard ‘Wm McDonough

U8 v Ronnle Gurganugje 9:04-CR-58

WA v Harjana Kioe 03-1-00006-4

WA v James P, Degroff 02109607

WA v Thomas Lee Witkoski 02-1.03514-2
WA v Willlamn Mannikko 01+1-697-0
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39, Please note that this list is a small representation of court orders allowing this form’s
temporary custody of contraband media and 19 by no means all-inolusive. Tt also does not
include the numerous non-ohild porsography crinminal cases that this office hendles, notably,
several capital homicide cases and the prosecution of Benlor Alnman Al Halabi for what way
originally a death penalty espionage allegation by the Unlted States Air Force.

The Forensics Process Pre Trial

40, It hag been this firm's repeated experience that In prepating for trial, the forensics
examination process is dynamic on both sides, As issues ave ralsed by both sides in the
release of Rule 16 and Jonks material, the claims of efther must be verifisd or refuted by the
experts, This can only be done by the defense if the defense expert has the ability to have
repeated “as needed” aocess to the forensics copy of the computer media, In the Investigative
process described above, it is obvions why it would not be reasonable for an examinet to
have 1o retum to the government proseribed lovation contlimally throughout the dynamic
provegs of release of dlscovery,

41, A govermunent “on~glte’” approach also fails to consider the reality that the Redmond Police
Department and other government facilities are not “open” 1o the publle and will only.allow
non-agency aecess roughly botween 9:00AM and 5:00PM, When we have attempled to do
“on slte” examinations in the past, this invariably {s an ssue since we are not allowed to
“aome and go" from 4 government offios, Yt iy very rave for examiners fiom this office to be
able to confine thelr examination of a given hard drive or pieces of media to specific hours
between 9:00AM and 5:00PM, and it Is not wasual for Global CompuSearch’s examiners to
be doing forenslcs examinationd of computer media well into the night und sometimes early-

_morning hours, particularly bn the days leading up to tulal, Tt is also not tewribly wacommon
for the government (0 hold off providing dissovery at all unti] just days before trial
(particularly dn military prosecations) necossitating an around the olock or werkend analysis,
The examiners of this firm have attermpted to work with the government in the past under
constralnty raquiving "on site" examinations and found them wworkable for both Gobal
CompuSearch and the government, :



42, In an affidavit authored by Kevin Peden of my office regarding a recent attempted on-site
evaluation at the immigration and Cugtoms Enforcement office in San Diego (August B,
2006) he offered the following desoription;

“Based on the fact that the approval came late in the work day on August 8th, I was
nnable to leave Spokane Washington until August 9™, 2006 in the 0600 hout, Once there
Tdrove to Camp Pendleton 1o meet with Capt Slabbekorn regarding the specifios of my
duties on this examination, Up until my axival in San Diego, [ was mmder the Impression
that 1 would be conduoting the examination on Camp Pendleton, T wag planning on
working from 0700 hours to 2200 houry each day in an attempt to complete this hasty
examination, Iwas later advised by the Bpeclal agent Barmes, L.C.B. that the examination
would take place in San Diego at the ICE office. I was also advised that this exarmination
would have (o be supervised by a foderal agent,

Based on this fnformation, Capt Slabbekorn and I confacted 8A Barnes, 1CRE. We
were assured that the supervision was necessary but that it would not Intrude on the
attotney clent privileges afforded to tho defense In this case, Barnes stated that they
would be in the room but would not be watching what I was doing in the exam, During
this conversation, SA Barnes asked what I needed from them and what time [ was .
planming on working on the exam, 1 explained that 1 would need to work till about 2200
hours each night and begin by 0700 bhours each morning, SA Barnes stated thet he would
see what he covld do and let me koow, I then left Camp Pendleton and drove to the San
Disgo office of ICE. 1 arrived there at approximately 1600 hours,

Ongs inside, SA Barnes escorted me to a large conference room and provided
space to work at u conferetios table, He also provided one drive to begin with, This drive
had the case files of 2 of the computer drives vollected in this cass as well ay one power
strdp, SA Barnes advised me that he was told that his supervisor stafed that JCF would
not provide supervision except for the houss of 0830 ~ 1700 hours, He did state that he
could stay & “little longer” if needed but not to 2200 hours, He also stated thet he had
attempted to make arrangernents to have the media moved 10 Camp Pendleton for the
examination so that the hours for my examination could be extended. Ho gtated that he
had been Informed by “the powery that be” at Camp Pendleton, that this would not be
afforded to the defense and that all examination would be done in San Diego at the ICE
office. This greatly reduced (he time afforded to the examination process. While we were
discussing the thme issues, BA Barnes stated, “ don’t know what you can get done in this
time, § have never done an investigation that fast”, He also stated duving my lovestigation
that he spends at least 30 houts on nost examinations.

1 began my examibnation but exporienced the following lesnes during the exam.

»  The howrs which I was allowed ta work on the dilve was 1600 — 1900 hours on
August 9 and 0830 — 1700 hours on Augnst 10, 11, 2005, T was able (o bogin the
examsg each day roughly at 0845 to 0900 howrs afler parking and setup were
completed, Due to the limitation in time, I took a total vf two, two minuie
restroom breaks and no other bresks on any of the days of examination, On
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August 9" 1 stayed to around 1900 hours as SA Barnes stated that he would stay
until that time, On August 10, I wag able 1o start my exam atound 0900 hours due
10 heavy trafﬁc on 15 from Oceanside to San Disgo and parking 1ssues, On

August 11", 1 loft even earlier but found heavy traffio. T was able to start my
exarnination around 0845 houra, I left the office on August 10 and 11 around
l1'7100 howrs, A complete investigation would have taken a week 10 a week and a
half,

Through the process, multiple agents were entoring the room, talking to each
other and on the phone, At onig point I had 5 agents in the room, They ‘wers
attempting to set up a computer for training uses next week, While they were in
the room, one agent was roaming around near my attorney/client process to the
point that I had to lock my computer several thmes to provent the contents of the
sereen from belng viewed,

Tlnoughout the Investigation, I needed to converse with Capt Slabbekorn and my
ofher examiners within my offie but could not do so due 1o the supervision of
TCE, Based on confidentiality issues smrounding ny eomputor being left
unattended, [ felt that 1 needed to remain in the offioe at all times my computer
was mnning. 1 wag not i a secured office which would have afforded protection
against the government reviewling it had the opportunity presented itself,

Throughout the investigation, I needed internet accoess on a non-forensic computer
for research, Due to the limitation of the examination area, this was not possible,

During my investigation, several agents entered the room while I was working,
They had many conversations, had papo:rwmk spread out across a different
conference and had many phone conversations, This was very distracting and
made the investlgation more difficult,

' During my investigation, T had ease agents makmg phone calls to book thelr travel
plang, This lasted nearly an hour,

On Friday, duing iny investigation, Major Gleason, the progsecutor in this case
arrived to cheek fn with me on the progress of the Investigation, Fle asked if | was
going to be able to complete the investigation, I told him that I was about 18
hours fnto a 60 hour investigation and that there was no way a complete exam was
possible undet the ciroumstances, He relayed to' me that he “sure hoped the case
would not have to be contined”

There were several times during my exam, that the supervising SA told me that 1

should reconsider working for the defense and coine to work with the federal
goveinment,”
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43, I oan slate from repeated experience in attenpting to work with the government “on-site” that
my examiner Kevin Poden’s experience ja very typical. Weo are not provided privacy, we are
not given the time we need we are not allowed o put in the hours necessary on-a government
time table and we do not have access to the tools we routinely need in the couse of daily
forensios examinations, In faot, It has been stated by agents from the Spokane ICE office that
they do intend to physically observe examinations pérformed at their office.

44, It has been the repeated experience of Global CompuSearch examiners that when equal
access is denled to the defense team, the prosecution 13 quick to exploit this in the courtroom
and It Js often presented to the fact finder as a lack of knowledge or prepavation, when in
reality, the defonge has simply not had the same access to the media ag the progsecution team,

45, These two oveuriding reasons, (1) the need to do examinations on our controlled, sterile and
prepared machines In our own controlled leboratory environment with accoss to the other
invegtigative tools present within it and (2) the continuing need to assess the media at the
attomey's request in the days leading up to trlel, ave the primary reagsons we, 4s 4 fitm, made
the determination that if we could not do examinations in our laboratory, we should not do
therm at all because to do so was # disservice to our clients and the persons they represent,.

Privacy Issuoy

46, Another reality of an “on glte” examination iy that Global CompuSearch runs an active
business that, as of this wiiting, has dozens of open cages, Our exmminers routinely take calls
-and diseuss private matters not only with the attorney whose case they may be currently
examining, but with clients from Jiterally alf over the world, throughout the day, which is
impoasible to do when accompanied by a government agent able to overhear everything that
Is said,

47, 1n the affidavit filed by examiner Peden in my office mentloned above, he mekes the
Followmg deseription related to his privacy during the examination prouass inthe ICE offices
in San Diego;

“Throughout the process, multiple agents were enlering the room, talking 1o each other
and on the phone. Al ong point Thad 5 agents in the room, They were attempting 1o set up
& computer for training uses next week, While they were In, the xoom, one agent was
roaning around near ty sttorney/chent process to the point that T had 10 lock my
compuler several thes 10 prevent the contents of the sereen from being viewed.

Throughout the investigation, ] needod to sonverse with Capt Slabbekorn and my other
examiners within my offioe but could not do 5o due 1o the supervision of ICE. Based on
confidentiality issues surcounding ay computer being lefl unatiended, I felt that T needed
to remain in the office at all thmes my computer was running,” :

Fovensio Hardware
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48, A government proposal for "on-site" sxamination also fafls to take into account the

49
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31,
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accentrioitios of working with electronie medla, Our examiners have several times
experienced damage to thelr forensic computers merely by transporting them on airoraft that
rendered the machine unusable once the destination was reached, The reality Is that deskiop
forensies machines must be ohecked a8 Juggage when fraveling on airliners which, in our
experience Invarlably results in hardware problems el the destination and wpon return,

This oan be extremely frusteating as it 1 almost always our clients who have pald for our
travel and that travel is virtually alweys Hmited (0 & mintmum number of days, When the
“on-site” examiner hag to spend the first day of a two day exam (bearing in mind that when
working in our laboratory we estimate 30 hourys for the typical forensles exam) repairing a
broken forensics machine, a competent examination becomes lmpossible,

Another reality afso i that even “high tech” forensics computers sometimes refuse Lo work,
go down and crash, When these problems ocour, being sepatated from our Spokane office
and addltional forensics machines bscomes & major problem,

Contraband Media Security

Ag has repeatedly been explained in declarations, testimony and in person, this office never,
under any cireutustances, screen-oaptures or repraduces child pornography (or anything even
closely resembling such) at any time ot for any reason, The numerous court orders which
have allowed us to possess mitror Images of hard drives containing child pornography
contraband have always specifically stated this, but even iff they had nof, this is the policy of
(lobal CompuSeareh,

Global CompuSearch Is very famillar with the proper handling of computer evidence that has
been deemed contraband, As stated above, [ was previously employed with the government
a8 1 federal agent and has been entrusted with the storage and handling of child pornography
evidence in ¢hild pornography/sex abuse cases on tterally hundreds of occasions, I was, in
fact, the assigned evidence custodian at my previous field office and the policies and
procedures for evidenoe handling in this office bave been created by me,

. Olobal CompuSearch LLC spooializes in the evalnation of computer evidence for Iitigation

purposes, Ag such, all computer media iy handled in a traditional law enforcement
ovidentiary manner, Global CompuSearch secures all such media in its digitally secure safes
(which are located In a seoured room within the office) between examinations with the
appropriate court otder attached, Fvidence is remaved from the safis only for evaluation and
refurned immediately upon any cessation of forensios work, As is this company's rogular
practice when recelving media in child pornography cases, Global CompuSearch request any
drive(s) or other media to be markad by the technician naking the forensios copy, the serial
numbers ave noted by Global CompuSearch and yuch drive(s) are wiped upon completion of
the cass, retarned to law enforcement for wipe verification and & report of data destructlon Is
provided to the allorney to file with the court. '



54. As | have gtated, Thave been investigating child pornography crimos as either a federal agent
o with my firm, Global CompuSearch, shnee 1989 and have selzed, oategorized and
presented for proseoution thousands of images of ohild pomography golng back to days even
before computers to magazines and video tapes,

55, We request that evidentiary drives be shipped to our lab from the law enforcement entity
maldog the copy (with an accompanying court order attached) via FedZx, As a firm, we have
chosan FedBx for the shipping of media becanse of thelr supetior package {racking system,
From my prlor government experience I know for a fact thal government entities routinely
use FedBx, UPS or DHI International for the purpose of delivering oontraband medis to and
from other government offices, This procedurs hay been this firm's method of operation
ginoe our tnception and this offics has received and examined soores of computer hard drives
containing child pornography contraband,

56, In many cases handled by Global CompuSeatch, the government has proviously conceded
that contraband can be safely reviewed in our computer lab and a large number of covrt
orders accompanying contraband meddia to our laboratory ave the result of stipulations by the
United States Altorneys Office and state proseoutors’ offices throughout the country,

57. In those cases whete release of media disoovery was objected to by the government, and that
media was subsecuently received by thig office via court order, there has never been an tssue
of logs or misuse of contraband, The orders as well provide for severe penalties should that
be the case,

58. I also know from personal experience that It s not uncommon for prosecutors, including
federal progeoutors 1o retain ontside computer forensices expertise and release copies of
ooutraband media to these experts, Tam not privy to whether those releases Iinoluded the
governtient’s obtalning a cowrt ordeﬂo do o,

59, T would submit that, in fact, nmny Jederal proseautors and individuals in the Justice
Department, as well as dozens of federal agents who have worked with this fixm over the
years ate well aware that this finm 15 extraordinarily trust worthy with evidence,

60, Global CompuSearch prides Itself, and in reality is based on, its honesty, its independonce
and its sensitivity to both the protection of children as well as the protection of the rights of
accused persons, We inform coungel of all the faots-we discover, both good and bad. This
declaration is offered to the court with no other motive than to allempt to insure that both
sides in these cases have equal access to the evidence in questions and arive at the truth,

61, Again, the need to do examinations on our own forensios machines in the controlled
lahotatory environment of our offices including aovess to the other investigative tools present
within it 2 well ag the continuing need fo sasess the media a1 the attorney's request in the
days leading up to wial, are the primary reasony we, as a firm, have previously made the
detormination that if we could not do examinations in o laboratory, we should not do them
atall, We simply determined that to do examinations in auy other way was a disservice o
our clients and the persons they represent,
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[ swoar wider porialty of perjwy that the fovegoing Is true,

. DATE:, mﬁ‘[w«

M 0!.3 K. 4 £l
Pragident, CHobal CompuBearcl
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DECLARATION OF FILING AND MAILING OR DELIVERY

The undetsigned certifies under penalty of petjury under the laws of the State of
Washington that on the below date, the original of the document to which this declaration
is affixed/attached, was filed in the Washington State Supreme Court under Case No.
79371-9, and a true copy was mailed with first-class postage propaid or otherwise caused
to be delivered to the following attorney(s) or party/patties of record at their regular
office or residence address as listed on ACORDS:

X X X X K KX

Mary Young High, Attorney at Law [mhigh@co.pierce.wa.us]
Michael Schwartz, Attorney at Law [mschwartz@callatg.com|
Kathleen Proctor, Attorney at Law [PCpatcecfi@oo. pierce.wa.us]
Hugh Birgenheier, Attorney at Law [hbirgen@co.pierce.wa.us]
Barbara Corey, Attorney at Law [barbara@bcoreylaw,com]

Pamela Loginsky, Attorney at Law [pamloginsky@waptosecutors,org]

Colin Fieman, Attorney at Law
> Laura Mate, Attorney at Law [laura_mate@fd.org]
X Sheryl Gordon McCloud, Attorney at Law [J_S.GordonMeCloud@coutts.wa. gov]
XI  Margaret Zimmer, Attorney at Law
X Seth Fine, Attorney at Law
Tt
MARIA ANA A NZA RILEY, Legal Assistant Date: May 1, 2013

Washington Appellate Project




OFFICE RECEPTIONIST, CLERK

To: Maria Riley

Cc: 'mhigh@co.pierce.wa.us'; 'mschwartz@callatg.com'; 'PCpatcecf@co.pierce.wa.us';
'hbirgen@co.pierce.wa.us'; 'barbara@bcoreylaw.com'; 'Pam Loginsky'; 'laura_mate@fd.org';
Gordon McCloud, Justice Sheryl; Lila Silverstein

Subject: RE: 793719-BOYD-CORRECTED ATTACHMENT

REC'D 5-1-13
Please note that any pleading filed as an attachment to e-mail will be treated as the original.

Therefore, if a filing is by e-mail attachment, it is not necessary to mail fo the court the
original of The document,

From: Maria Riley [mailto:maria@washapp.org]

Sent: Wednesday, May 01, 2013 2:00 PM

To: OFFICE RECEPTIONIST, CLERK

Cc: 'mhigh@co.pierce.wa.us'; 'mschwartz@callatg.com’; 'PCpatcecf@co.pierce.wa.us'; 'hbirgen@co.pierce.wa.us';
'barbara@bcoreylaw.com'’; 'Pam Loginsky'; 'laura_mate@fd.org'; Gordon McCloud, Justice Sheryl; Lila Silverstein
Subject: 793719-BOYD-CORRECTED ATTACHMENT

State v, State v. Michael Boyd
No. 79371-9

Please accept the attached documents for filing in the above-subject case:
Corrected Attachment to WACDL’s Answer to State’s Motion to Strike

Lila J. Silverstein - WSBA #38394
Attorney for Amicus

Phone: (206) 587-2711

E-mail: lila@washapp.org

By

Maria Arranza Riley
Staff Paralegal

Washington Appellate Project
Phone: (206) 587-2711

Fax: (206) 587-2710
www.washapp.org

CONFIDENTIALITY NOTICE: This email, including any attachments, may contain confidential, privileged and/or
proprietary information which is solely for the use of the intended recipient(s). Any review, use, disclosure, or
retention by others is strictly prohibited. If you are not an intended recipient, please contact the sender and
delete this email, any attachments and all copies.



