
Acceptable Use Policy 
 
By using the Public Access Network, Users consent to be bound by the terms of this Acceptable 
Use Policy (“AUP”) requiring responsible and appropriate use. 
 
This system is unsecured and Users should not expect privacy.  This system will be monitored 
for compliance; violators will be blocked immediately upon discovery.  The Washington Courts 
takes no responsibility for any material created or accessible on or through its Public Access 
Network, and is not obligated to monitor or exercise any editorial control over such material.  
The Washington Courts further reserves the right to cooperate with legal authorities and third 
parties in investigations of any wrongdoing.  The Washington Courts reserves the right to modify 
this AUP at its discretion at any time. Such modifications will become effective when posted. 
 

• Users shall comply with all Federal, State, and Local laws. 
• Users shall not use this site to transmit, distribute, store or view Inappropriate 

Content. 
• Users shall not use this site to transmit, distribute or store Harmful Content. 
• Users shall respect the protections under privacy, publicity, or other personal rights 

and Intellectual Property rights. 
• Users shall not use this site to conduct Inappropriate Activities. 

 
 

Inappropriate Content 
 
Material that is inappropriate, as reasonably determined by the Washington Courts, or material 
that is obscene (including child pornography), defamatory, libelous, threatening, abusive, hateful, 
or excessively violent. 
 
 

Harmful Content 
 

Material that may be harmful to or interfere with legislative services or any third party’s 
networks, systems, services, or Web sites.  Such prohibited harmful content includes, but is not 
limited to, viruses, worms, or Trojan horses. 
 
 

Intellectual Property 
 
Material including, but not limited to, copyrights and laws protecting patents, trademarks, trade 
secrets or other proprietary information.  Users shall not use this site in any manner that would 
infringe, dilute, misappropriate, or otherwise violate any such rights. 
 
 

Inappropriate Activities 
 



Actions that may be harmful to or interfere with the Washington Court’s services, networks, or 
any third party’s networks, systems, services, or Web sites, including, but not limited to, flooding 
or denial-of-service attacks.  Users are prohibited from violating or attempting to violate the 
security of the computing environments of the Washington Courts or any other party. 
 
Users are also prohibited from any activity considered to be a precursor to attempted security 
violations, including, but not limited to, any form of scanning, probing, or other testing or 
information gathering activity. 
 
 WARNING: We reserve the right to monitor your use of this network at any time and in 

any manner.  Misuse or unauthorized access may result in legal prosecution, penalties, or 
enforcement of regulations governing conduct and terms and conditions of employment.  
Guest Wireless bandwidth is metered. High-bandwidth activities may not function well 
when using Guest Wi-Fi.  Users are cautioned to refrain from viewing/accessing high-
bandwidth applications, such as streaming video/audio or downloading large files, when 
using the Guest Wireless system. 


