Added to Section 2 of the Washington State Courthouse Public Safety Standards

2.8 Cell Phone, PDA, Other Electronic Devices in a Courthouse

The use of cell phones, PDAs and other electronic devices (hereinafter “devices”) have become an important part of work and personal lives for many attorneys, litigants and other court users.   Appropriate use of these devices inside the courthouse allows persons to access information, stay connected to their office and others with whom communication is essential, and conduct other business while waiting for court hearings.  However, these devices have also been determined to be potential remote detonators, can be used as firearms, can be used to photograph and intimidate witnesses and jurors, can cause a distraction, and can demean the atmosphere of the courtroom.  As such, policies should be considered for electronic devices in every courthouse.

Key issues to consider when drafting and implementing an electronic device policy are:

· The scope of your policy should identify authorized devices, establish classes of individuals who may possess authorized devices, set out the bases for exceptions to the policy, specify guidelines for security screening, and establish areas where use of electronic devices may be prohibited.   

· The policy should address any differences in rules that are based on location (courthouse, administrative offices, courtrooms, jury rooms) and class of individual possessing the device (visitors, attorneys, courthouse and chambers staff, jurors, etc.).

· The policy should consider the physical layout of the building/campus and the other tenants of the facility and its other users.

· Nothing in your policy should limit the authority of security officers to determine the appropriate means of screening electronic devices and to bar the possession of any electronic device determined to pose a security threat.

· The use of electronic devices in courtrooms, chambers areas, and jury assembly and deliberation rooms should be subject to existing individual judicial policies and control.  However, a general policy to be effective in the absence of any more or less restrictive (individual judge’s) policy is advised.
· Your policy should be posted at entrances to the courthouse and courtrooms as well as on court websites .

· Law enforcement and/or other personnel responsible for the security of the courthouse/campus should be involved in any discussion regarding the drafting and implementation of an electronic device policy.

Electronic device rules/policies should include:

· A requirement that before persons with electronic devices are granted entry to the Courthouse, all devices must be examined by Court Security Personnel when such personnel exist.  The examination should include, but not be limited to, placing the device through and X-Ray machine and requiring the person possessing the device to turn the power to the device off and then on.

· A prohibition on the taking of photographs, the making of audio/video recordings, and radio, television and internet broadcasting should be prohibited in the Courthouse/Courtroom/Jury room unless specifically authorized by the presiding judicial officer.  (Weddings?)  

· If you choose to exempt Judicial Branch staff from your policy you should include language to that effect.  (Example:  These guidelines do not apply to employees of the Judicial Branch who must comply with Judicial Branch policies concerning the possession and use of electronic devices in court facilities.)

· Language regarding possible sanctions for violation of the policy/rule.  (Example:  Use of electronic devices in violation of this rule/policy may result in prosecution for contempt of court and any equipment so used may be confiscated.)

I think this is a good example for a large (Federal) court (http://www.njd.uscourts.gov/rules/StandOrd/StandOrd05-03-ElecDev.pdf).    Do we want to add a couple of other links or draft a model policy for a medium and small court?
US District Court Western District of Washington (http://www.wawd.uscourts.gov/documents/ReferenceMaterials/GeneralOrders/9-7-04GeneralOrderintheMatterofCourhouseSecurityCamerascellphonesetc..pdf).  I am waiting on a link for the Eastern District of Washington
